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DISCLAIMER 
 
     "The National Assessment of the Risk of Money Laundering and Terrorist Financing 
(hereinafter the "National Risk Assessment") in the Conditions of the Slovak Republic was 
carried out by self-assessment by the relevant Slovak authorities using the national risk 
assessment tool developed and on the basis of a contractual relationship with the World 
Bank. The position and tasks of the World Bank project team were limited to delivering the 
tool, methodological management, and providing guidance on the technical aspects of the 
tool and providing a final report on the scope, accuracy and precision of its use. The 
statistical data and information used to carry out the national risk assessment, as well as 
findings, final interpretations and opinions based on the national risk assessment, fully 
reflect the views and position of the relevant Slovak authorities, and in no way reflect the 
views of the World Bank." 
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ADDRESS OF THE NATIONAL RISK ASSESSMENT COORDINATOR 
 
     Dear colleagues,  
 
     Money laundering and the financing of terrorism as a serious anti-social and criminal 
activity performed in all its forms, and through countless methods, is a serious global 
problem. At the same time, it is a major challenge in terms of the activities of the competent 
public authorities as well as of the private sector. Money laundering is a latent threat not 
only from the point of view of the economy but a real threat to the foundations of a 
democratic set-up of the country. A special threat is the financing of terrorist activities. 
Taking into account recent events, it is necessary for these entities to create an efficiently 
functioning system of legislative, technical and organizational-personnel countermeasures, 
while emphasizing the activity of selected entities at the national level in the fight against 
this phenomenon.  
 
     For this reason, the Slovak Republic, as a democratic and legal state that is a valid 
member of the international community, moved towards the implementation of the national 
assessment of the risk of money laundering and terrorist financing in accordance with 
accepted international standards. In the conditions of the Slovak Republic this is the first and 
rare project implemented to this extent and in the mentioned area. Its uniqueness lies above 
all in the horizontal nature of the area under review and in the way in which it was 
approached. In addition to the results, the process of national risk assessment itself has 
already brought an extraordinary added value. The self-evaluation method is a challenge for 
each of us, whether in the personal or working sphere of our lives.  
 
     Notwithstanding the fact that the process of the assessment was a thorny path in some 
moments, I am honoured to present to you the results of the maximum effort and above all 
the personal deployment of all members of the group of public and private sectors composed 
of nearly 70 members. An important element of the whole system was the involvement of 
World Bank officials. Their contribution was indeed invaluable with regard to internal 
assessment processes.  
 
     The National Risk Assessment Report presents a comprehensive picture of the threats and 
vulnerabilities of the national system, with the greatest attention being paid to the elements 
that negatively affect the overall level of ML and TF risk. At the same time, it demonstrates a 
high level of professionalism and self-reflection of the stakeholders.  
 
     The National Risk Assessment Report is not a police assessment and definitely not just a 
document for the needs of the police. It is addressed to a wide range of addressees, ranging 
from intelligence services, law enforcement bodies, courts, supervisory bodies to policy-
makers. It focuses significantly on the powers of the private sector and thus covers the issues 
of citizens' ordinary lives. The presented version is a consolidated version of the assessment. 
The detailed assessment consistently reflecting all the elements of the World Bank 
methodology is available to sector experts and private sector representatives. It should also 
be noted this report is not a one-time document. It is a continuous process. The development 
of sectoral policies under the Action Plan should result in an increase in the efficiency of the 
whole system. The natural consequence is its regular updating.  



5 
 

 
     In conclusion, please allow me to express my sincere thanks to all involved employees of 
the relevant state authorities and the institutions and the representatives of the private 
sector for their work and their personal contribution to the national risk assessment process. 
However, I would especially like to thank my predecessor and members of the Financial 
Intelligence Unit of the National Criminal Agency, the Presidium of the Police Force, who, 
despite their unfavourable personal and organizational situation, performed decisive 
coordination tasks within this challenging project.    
 
 
 

Pavol Vorobjov 
Coordinator 

 National Assessment of the Risk  
of Money Laundering and Terrorist Financing  
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TABLE OF ACRONYMS 
 
AML/CTF ς Anti-Money Laundering/Countering the Financing of Terrorism (Combating the 
financing of terrorism) 
AMO ς Asset Management Office 
CDD ς Customer Due Diligence 
EEC ς European Economic Community 
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SIS ς Slovak Information Service 
SR ς Slovak Republic 
SPO GPO SR - Special Prosecutor's Office (USP) of the General Prosecutor's Office of 
the Slovak Republic 
VS ς Military Intelligence 
V4 ς An alliance of the so-ŎŀƭƭŜŘ ±ƛǎŜƎǊłŘ DǊƻǳǇ ŎƻǳƴǘǊƛŜǎ (±ƛǎŜƎǊłŘ CƻǳǊ): Czech Republic, 
Poland, Hungary, Slovak Republic 
WBG ς World Bank Group 
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EXECUTIVE SUMMARY 
 
    The Slovak Republic is a landlocked country situated in the geographical centre of Europe. 
It is bordered directly by five countries - Austria, the Czech Republic, Poland, Ukraine and 
Hungary. Due to its geographical location, size and population, it can be classified as a 
smaller country, with little or no impact on the global economy, international, political 
situation and global financial systems1. The Slovak Republic has a standard system of 
government, a relatively steady political situation, applies the principles of a democratic 
state and a positive approach to the rights of the minority population by the individual 
branches of public administration. Despite the sustained and dynamic growth of significant 
macroeconomic indicators, the Slovak Republic cannot be classified as the financial centre of 
Central Europe or as a country that would allow to reduce the tax burden on domestic and 
foreign business entities. 
 
      The positive economic developments and increasing the country's "wealth" should also 
be reflected in the activities of authorities dealing with the detection and verification of 
entities that can use it in their favour by committing serious anti-social (and also illegal) 
activities.  
 

Overall LEVEL of the RISK of legalization of proceeds of criminal activity 
is at the MEDIUM LEVEL. 

 
Overall level of THREATS is MEDIUM 

Overall level of VULNERABILITY is MEDIUM 

 
 

ML THREATS 
 
     The overall level of the ML threats in SR conditions is medium with an increasing trend. 
The extent of unrecorded proceeds of criminal activity not sanctioned by criminal 
prosecution is substantially higher. 
 
     Geographical factors affecting the overall level of threat: 
 - National ML threat: άhighά 
 - Foreign ML threat: άmedium highά 
 - Unidentified origin of ML threat: medium high 
 
     However, for the purposes of proper assessing the ML/TF risk in SR conditions, it is 
necessary to understand not only the overall context of the long-term development of 
crime, but it is necessary to consider its impact and factors affecting the extent and volume 
of proceeds coming from crime, but also a number of other factors that may (and have) the 
impact on crime. In the context of ML and TF risks, it is mainly the perpetrator's motive in 
the form of proceeds, the possibilities of the SR for their placement, and also, for example, 
the ratio of reported and unreported crime. In the long term, the Slovak Republic takes 
                                                           
1Please add: Area: 49,035 km2 , Borders 1,652.6 km with HU, Czech R., PL, UA and AT. Population: 5 429 000, 
GDP: 85 bil. EUR Average pay in 2017 of 954 EUR, minimum pay in national economy in 2017 amounting to 435 
EUR, unemployment in 2017 at 8.1%.,   
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countermeasures against the persistent threats arising from the existing grey and black 
economy and adopts appropriate legislative and institutional measures aimed at effectively 
combating and suppressing such illegal activity and in particular its accompanying 
phenomena such as the legalization of proceeds of criminal activity or the financing of 
terrorism. A wider process includes extraordinary extensive measures in the field of tax 
collection, combating tax evasion and tax crime. The development of the security situation 
on the territory of the Slovak Republic in terms of the number of detected crimes can be 
considered as extremely positive. In recent years, there has been a significant decline in the 
overall incidence of criminal acts. In the period under review, the overall incidence of 
criminal acts dropped by about 21%.  
 
     Based on the overall context of long-term crime development and the determination of 
the potential of the type of crime and individual predicate offenses as the source area of 
crime proceeds generation, the following estimated unrecorded proceeds and the following   
GENERAL ML THREATS AND RELATED TRENDS have been set: 
 

o Criminal offenses against property (theft) ς 38%,  
Estimated amount of unrecorded proceeds - the ratio of unrecorded proceeds is slightly 
higher 
Threat level ς medium 
Trend ς falling 
 

o  Criminal offenses of economic nature (tax crimes, fraud, damage to the financial 
interests of the European Communities) ς 17.51%,  

Estimated amount of unrecorded proceeds - the ratio of unrecorded proceeds is 
(disproportionately) higher 
Threat level ς medium 
Trend - no change 
 

o Specific partial types of crime (corruption, drug-related crime, organized form of 
committing crime, cybercrime) ς 2.61%,  

  Organized crime 
Estimated amount of unrecorded proceeds - the ratio of unrecorded proceeds is 
substantially higher 
Threat level ς high 
Trend - no change 

Cybercrime / computer crime in a broader sense 
Estimated amount of unrecorded proceeds - the ratio of unrecorded proceeds is 
substantially higher 
Threat level ς high 
Trend - increasing 

Drug-related crime 
Estimated amount of unrecorded proceeds - the ratio of unrecorded proceeds is 
substantially higher 
Threat level ς medium 
Trend ς increasing 

Corruption (in a broader sense) 
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Estimated amount of unrecorded proceeds: - the ratio of unrecorded proceeds is 
higher 
Threat level ς medium 
Trend ς no change 

 
o  Criminal violence (illegal production, possession and trading in guns, ammunition and 

explosives, racketeering, robbery) ς 2.12%, and  
Estimated amount of unrecorded proceeds - except for carrying concealed weapons and 
arms trafficking, where the ratio of unrecorded proceeds is substantially higher, the ratio of 
unrecorded proceeds for criminal violence is not significant 
Threat level ς medium 
Trend ς falling 
 

o  Moral crime (human trafficking, procuring and soliciting prostitution, prostitution, child 
pornography) ς 0.13%. 

Estimated amount of unrecorded proceeds ς except for human trafficking, where the ratio 
of unrecorded proceeds is substantially higher, the ratio of unrecorded proceeds for moral 
crime is not significant 
Threat level ς medium 
Trend ς increasing 
 
     Based on the evaluation of all ML cases prosecuted in the Slovak Republic in the period 
under review, the following predicate offenses were identified :  
 

a) Theft ς 71.93% (mainly theft of motor vehicles or motorcycles, theft of a thing and 
theft by breaking and entering), 

b) Fraud ς 17.42 % (mainly the cases of unauthorized transfer of funds for products and 
services 

c) Other predicate offenses ς 5.92% (robbery, carrying concealed weapons and arms 
trafficking, tax and insurance evasion, failure to pay tax and insurance, abuse of 
public authority powers, criminal conspiracy, illicit manufacture of narcotic drugs and 
psychotropic substances, poisons or precursors, and trafficking in them,  

d) Counterfeiting identification data of a motor vehicle ς 4.98%.  
 
    In the SR, there are no reliable statistical data that would quantify the value of the 
proceeds of crime with a sufficient level of explanatory power. However, the SR has 
systematically obtained data on the amount of damage caused. Under SR conditions, the 
amount of damage is an important qualification factor determining the seriousness of the 
offense. In principle, however, it can be stated that the amount of the reported damage is 
higher than the potential volume of proceeds of criminal activity. 
 
Overview of criminal offences generating the highest damage:  
a) Fraud 
b) Credit fraud,  
c) Theft,  
d) Embezzlement,  
e) Tax and insurance evasion,  
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f) Tax fraud, and  
g) Failure to pay tax and insurance.  
 
     By thoroughly analysing the practices and activities that ML perpetrators actively used to 
hide the illegal origin of generated income and proceeds, the Working Group identified the 
most used forms and methods of legalization:  
- More than half of the proceeds of criminal activity are subject to immediate consumption 
by the perpetrator of the predicate offense, without specific elements of the legalization 
moment,  
- Transfers to accounts at banks and branches of foreign banks and subsequent withdrawals 
from these accounts,  
- Sale of stolen and modified things to cover the origin from the crime.  
 
     No sophisticated forms of legalization have been identified, e.g. using placement of 
proceeds abroad or by engaging professional individuals.  
 
Geographical factors for ML 
 
     1,113 Slovaks were involved in ML cases, representing a 95.54% share of the total number 
of ML cases (1,165 cases); and foreigners were involved in 53 cases of 99 cases (an 8.50% 
share). It is clear from the analysis that statistically the proceeds generated in the Slovak 
Republic still prevail.  
 
      In an overwhelming majority of ML cases, the SR was the target country (in 1,059 ML 
cases, representing a 90,90% share). Other target countries: Ukraine, Poland and Hungary.  
 
     With respect to the country of origin, the SR had the highest representation (63.52%) in 
ML cases. Other countries of origin: Germany, Austria, Czech Republic, Italy.  
 
     In the period under review, ML cases with the involvement of so-called off-shore 
countries or tax havens, were not prosecuted.  
 
 

ML VULNERABILITY 
 
     The overall level of the ML threat in SR conditions is moderately high  
 
     Factors affecting overall vulnerability: 
 - Ability of the country to fight against ML - moderate  
 - Overall vulnerability of the national economy sectors ς medium-high  
 
      The result of the country's overall ML vulnerability at national level points to the fact that 
the level of measures in the fight against money laundering is average and a more 
problematic area is mainly the low effectiveness of these measures. The reason for the 
weaker ability of the country to fight against legalization is a poor quality of searching, 
detection of criminal activity, the quality of prosecution, the quality of judgments and the 
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deterioration in the quality of the framework for the seizure and ultimate confiscation of 
illegally acquired property.   
 
      The resulting average level of overall sectoral ML vulnerability is primarily determined by 
the medium-high vulnerability of the banking sector, which is the most important sectors 
from among sectors under review for the national economy and the financial sector of the 
country. The medium-high vulnerability has been assessed for financial agents and financial 
advisers, legal entities and natural persons authorized to provide organizational and 
economic consulting, gambling operators and management companies. 
 
A) Ability of the country to fight against ML 
 
     Significant determinants of the low level of effectiveness of law enforcement authorities 
in detecting financial crime are: 
 
- Insufficient staffing and financial resources of the FSJ, which has a direct and adverse 
impact on performance of its core activity. These shortcomings result mainly from the 
organizational status of the FSJ in the structure of the PF SR. Also, the absence of a clear 
concept of job performance, which is obviously due to the fluctuation of managers, also has 
a negative impact.  
 
- In the Slovak Republic there is no specialization in the field of detection of the legalization 
of proceeds of criminal activity, especially in the absence of specialized departments dealing 
with the so-called financial investigation. This fact also results in insufficient seizure and 
confiscation of proceeds and income of criminal activity (and the compensation for property 
damage or economic damage). This shortcoming is clearly horizontal in nature and directly 
covers the criminal prosecution of financial crime.  
 
- Absence of a central bank account register and the impossibility of tracking online account 
transactions.  
 
- Absence of systematic preparation of law enforcement authorities, including courts in the 
area of money laundering and property seizure 
 
- Absence of efficient information systems for managing files and documents and then 
obtaining relevant statistical data. From the point of view of the horizontal approach to 
effective verification and detection of crime, the negative fact is also the absence of 
interconnection between current police, prosecution and court systems 
 
- In the context of property seizure, the problem is also the missing entity, which would 
manage all the seized assets (and the execution of property-related decisions) in a 
comprehensive manner. Several competent authorities point to the absence of the Office for 
the Administration of Seized Proceeds and Things from Criminal Activity and the Office for 
the Return of Seized Proceeds and Things from Criminal Activity to authorized owners and 
injured (AMO) 
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- Application problems have been identified, in particular, in the area of the seizure of assets 

acquired for proceeds coming from criminal activity obtained by another person, as well as 

for certain conditions for the use of seizure concepts available to ensure the execution of 

property punishment, e.g., demonstrating a reasonable concern that the execution of this 

punishment will be impaired or difficult. The seizure of a substitute value also appeared 

problematic. Practically it was difficult to seize the assets of third parties. It was not possible 

to seize third-party assets, except for the property of the perpetrator which was mixed with 

the third party's property. Operational police officers in fact had no means of seizing the 

proceeds of crime under the Act on Police Force. The legislation did not allow sufficient 

seizure of a thing and property on the grounds that in some cases it was linked to the 

accused person's procedural position. 

B) Overall vulnerability of the sectors of the national economy: the "medium-high" level 
 
     Based on the generalization of the results of the evaluation, it is possible to identify the 
following common factors within procedural vulnerability, which significantly affect the 
vulnerability in several sectors under review: 

- Insufficient awareness of obliged entities of the ML/TF risks and their management, 
- Non-compliance with otherwise adequate legislation, 
- Insufficient number of inspections carried out with obliged entities and property 

associations carried out by AML/CTF regulators,   
- Insufficient methodical and training activities by regulators.  

 
 

BANKING SECTOR 
 

     Overall identified level of vulnerability of the sector: medium-high level of vulnerability 
 
Procedural vulnerability 
     The assessment of the procedural aspect related to the performance of the activities and 
internal processes of the individual entities of the banking sector as well as the supervisory 
and control authorities has identified the following vulnerabilities: 
- Effectiveness of supervisory practices and methods 
- Existence and enforcement of administrative sanctions 
- Existence and enforcement of criminal sanctions,  
- Knowledge of bank employees about AML measures, 
- Effectiveness of the bank responsible for compliance, 
- Effectiveness of UTR monitoring and reporting, 
- Availability and access to beneficial ownership information, 
- Availability of independent information sources. 
 
     Of the 15 most frequently used products and services within the Slovak banking market, 
the following products were evaluated as the most vulnerable in terms of ML:  
 
a) Payment accounts of legal entities - small and medium-sized enterprises - high level of 
vulnerability 
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Determinants of vulnerability:  
- Amount of funds deposited and the high level of cash operations,  
- Funds deposited may relate to tax crime,  
- Transactions by small and medium-sized enterprises are considered to be most often 
related to carousel fraud and unauthorized excessive VAT deductions, 
- Defects in the taking of CDD measures (including KYC) by obliged entities, and 
determination of client risk, 
- Frequent cross-border transactions into risk countries or countries marked as tax havens or 
offshore countries, 
 
b) Payment accounts of legal entities ς large business entities - medium-high level of 
vulnerability 
Determinants of vulnerability:  
- Amount of funds deposited,  
- Funds deposited may relate to tax crime,  
- Transactions by large business entities are considered to be most often related to carousel 
fraud and unauthorized excessive VAT deductions, 
- Defects in the taking of CDD measures (including KYC) by obliged entities, and 
determination of client risk, 
- Frequent cross-border transactions into risk countries or countries marked as tax havens or 
offshore countries, 
 
c) Private banking service ς high level of vulnerability 
Determinants of vulnerability:  
- Defects in the taking of CDD measures (including KYC) by obliged entities, and 
determination of client risk with respect to his social position and social influence and links 
to politically active persons with decision-making powers as well as at the central and 
regional levels,  
- Absence of the duty to report by banks and branches of foreign banks. 
 
 

FINANCIAL INCLUSION PRODUCTS 
 
     With respect to the total amount of basic banking products, their internal characteristics 
and the measures taken by banks and branches of foreign banks, it can be noted that the 
level of vulnerability of financial inclusion products in Slovak conditions is at a low (very low) 
level.  
 
 

SECTOR OF NON-FINANCIAL ENTITIES 
 

     Overall identified level of vulnerability of the sector: moderate level of vulnerability 
 
     The assessment of the procedural aspect related to the performance of the activities and 
internal processes of the individual entities of the non-financial sector as well as the 
supervisory and control authorities has identified the following vulnerabilities:  

- Insufficient knowledge of the AML/CTF area and staff training, 
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- Deficiencies in customer due diligence and in determining the origin of the client's 
funds,  

- Inefficiency of supervision,  
- Demonstrating the integrity of the staff,  
- Inefficient recognition and monitoring of UTRs,  
- Inefficient initial control mechanisms when issuing a license, or when registering,  
- Availability and enforcement of criminal and administrative sanctions,  
- Possibility of setting up an unlimited number of companies,  
- Carrying out activities without transparent trade,  
- Non-performance of internal controls,  
- Failure to keep written documents,  
- Non-use of the possibility of information exchange according to the AML/CTF Act,  
- Use of cash payment operations,  
- Inefficiency of compliance of functions,  
- Absence of independent information sources,  
- Lack of the awareness of the risks of the profession, and  
- Absence of financial beneficiaries register.  

 
     An overview of entities operating in the non-financial sector identified as entities with the 
highest level of ML vulnerability.  
 
a) A provider of asset or service management for commercial companies ς medium-high 
level of vulnerability  
Determinants of vulnerability 
- The said sphere of business (providing asset management services or services for 
commercial companies) is not recognized by the Trade Licensing Act. These actions are 
performed under the following authorizations for: 

- Property rental associated with the provision of other than basic services related to 
rental,  

- Organizational and economic consultancy,  
- Bookkeeping or administrative services, 

- Knowledge and awareness of AML/CTF,  
- Effectiveness of AML/CTF controls,  
- Integrity of the staff, 
- Issue of business licenses,  
- Recognition and monitoring of UTRs, 
- Availability and enforceability of sanctions,  
- Possibility of setting up an unlimited number of companies which are subsequently 
provided free of charge to other owners who subsequently provide the services at the price 
at which the change of the owner is compensated,  
- Non-transparent performance of the activity (without proper trade license).  
 
b) Accountant ς medium-high level of vulnerability 
Determinants of vulnerability 

- Conditions for the issue of free trade,  
- Possibility of setting up an unlimited number of companies, in the case of withdrawal 

of licence to pursue business in one company, a natural person or a legal person may 
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continue to provide this activity through another company with the same sphere of 
business matter,  

- Effectiveness of AML/CTF controls,  
- Awareness and knowledge of AML/CTF areas and ML/TF risks associated with the 

sphere of business,  
- Non-performance of internal control,  
- Limited possibilities to ensure flow of information on AML/CTF,  
- No use of the possibility of exchanging information between obliged entities 

according to the relevant provisions of AML/CTF Act,  
- Failure to keep written documents on transactions according to the relevant 

provisions of AML/CTF Act.  
 
 

SECTOR OF OTHER FINANCIAL INSTITUTIONS 
 

     Overall identified level of vulnerability of the sector ς border between the medium-low 
and medium level 
 
     The assessment of the procedural aspect related to the performance of the activities and 
internal processes of the individual entities of the non-financial sector as well as the 
supervisory and control authorities has identified the following vulnerabilities: 

- Average knowledge of the laws, principles and procedures for combating ML/TF by 
both employees and the obliged entity, 

- Absence of awareness of the fact that the OFIs are the obliged entities and the 
resulting obligations,  

- Unclear number of entities actually active in the OFI sector,  
- Absence of powers for the performance of AML/CTF supervision for NBS staff 

performing foreign exchange supervision,  
- Absence methodological guidance for performance of ML/TF prevention obligations 

for individual OFI categories,  
- Absence of joint inspections of the FSJ and the NBS in order to develop mutual 

cooperation and exchange of experience,  
- Low number of FSJ employees and the low number of controls performed in 

proportion to the number of obliged entities in OFI sector, and 
- Absence remote controls, despite legal authorization to do so.   

 
     An overview of entities operating in the non-financial sector identified as entities with the 
highest level of ML vulnerability.  
 
a) Financial agent and financial advisor - medium level of vulnerability 
Determinants of vulnerability: 
The level of vulnerability is adversely affected by the high number of obliged entities, an 
activity based exclusively on the mediation of the products of other institutions.  
 
b) Financial leasing or other financial activities according to a special regulation - medium 
level of vulnerability 
Determinants of vulnerability: 
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The level of vulnerability is adversely affected by the ability to make cash payments and a 
high number of obliged entities.  
 
c) Payment institution, payment service agent, electronic money institution - medium level 
of vulnerability 
Determinants of vulnerability: 
The level of vulnerability is adversely affected by the ability to make cash payments and use 
products without the physical presence of a client.  
 
 

INSURANCE SECTOR 
 

     Overall identified level of vulnerability of the sector - medium level of vulnerability 
 
     The assessment of the procedural aspect related to the performance of the activities and 
internal processes of the individual entities of the insurance sector as well as the supervisory 
and control authorities has identified the following vulnerabilities: 

- Absence of adequate measures to verify BO identification,  
- Absence of risk-oriented approach and inclusion of clients in risk groups,  
- Absence of a list of offshore countries 
- Absence of controls for performance of AML duties,  
- Insufficient consideration of risks arising from ML and FT, 
- Inconsistent implementation of CDD,  
- Non-detection of the origin of funds on entry into the system, 
- UTR reporting is oriented to the exit of funds from the insurance segment 

(redemption, termination of insurance), 
- Shops or the client contained in the UTR report is not then passed into the higher risk 

category,  
- Only formal knowledge of staff on AML, which results mainly in serious deficiencies in 

practical application on specific cases,  
- Low quality of the assessment and reporting of UTRs, as well as business transaction 

assessment records.  
 
 

SECURITIES SECTOR 
 

     Overall identified level of vulnerability of the sector ς medium-low level of vulnerability 
 
     The assessment of the procedural aspect related to the performance of the activities and 
internal processes of the individual entities of the securities sector as well as the supervisory 
and control authorities has identified the following vulnerabilities:  

- Insufficient application of legislation,  
- Ineffective application of preventive AML/CTF measures,  
- Insufficient knowledge and awareness of ML/TF risks and their management, 
- Non-standard transactions with financial instruments and transaction monitoring, 
- Low number of controls performed by FSJ, 
- Non-imposition of sufficiently dissuasive sanctions, 
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- Low level of cooperation between regulators and professional organizations and 
obliged entities, 

- Absence of a central financial beneficiaries register, 
- Absence of a central bank account register. 
 

     An overview of entities operating in the non-financial sector identified in the assessment 
as entities with the highest level of ML vulnerability.  
 
 
Management companies - medium level of vulnerability 
 
     Transactions executed on behalf of another person, non-transparent follow-up 
transactions, transfers of securities between entities from different countries, receiving 
funds from clients from risk countries (especially tax havens and offshore countries) or from 
sanctioned countries, may have an adverse impact on the level of risk. Also, clients with 
unclear ownership structure, sophisticated schemes, and clients with a high volume of funds 
the source of which may be problematic from the point of view of AML/CTF, also pose a risk.  
 
 
 

TERRORIST FINANCING RISK 
 

 

Overall LEVEL of the RISK of terrorist financing 
is at the MEDIUM-LOW LEVEL. 

 
Overall level of THREATS is LOW 

Overall level of VULNERABILITY is MEDIUM-LOW 

 
 
THREAT OF TERRORIST FINANCING 
 
     The overall level of the TF threats in SR conditions has been identified as low. In the 
assessment, it was necessary to take into account in particular the overall current threat of 
terrorism in relation to the SR and the ability of all entities involved in the prevention, 
detection, investigation and prosecution of TF cases.  
 
     Due to its geographical location, size and population, the SR can be classified as a smaller 
country, with moderate or low impact on the world economy, international political 
situation and global financial systems. A relatively steady political situation, standard state-
legal establishment and the application of the principles of a democratic state, without any 
reported attempts for a violent change in the political condition, a positive approach to the 
rights of minorities by individual public administration bodies does not create conditions for 
the occurrence or the formation of groups of the population that would promote or enforce 
their claims in a particularly radical or violent manner (e.g., related to fundamental changes 
in the functioning of the state).  
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     Based on the results of the relevant authorities in the field of acquiring and evaluating 
knowledge and information on potential or potential security threats to the Slovak Republic 
and its citizens on the territory of the SR, it can be assessed that the overall threat of a 
terrorist attack by domestic actors was assessed as "low" in the period under review.  
 
     By generalizing the information resulting from the UTR reports received, it can be 
concluded that transactions and business relationships are monitored consistently from FT's 
point of view. Transactions of entities that might be related to countries posing the risk of 
Islamist and non-Islamist terrorism, are investigated with particular emphasis. The EU and 
UN sanctioning regimes are consistently respected.  
 
     The threat of cross-border cash transfers for TF purposes is low with respect to individual 
determinants related to the activity of customs authorities, cooperation between competent 
authorities, the geographical location of the SR and others, in particular logistical conditions.   
 
     In the period under review, no case of terrorist financing in connection with the SR was 
reported in the Slovak Republic, i.e. there was no prosecution by the Slovak law 
enforcement authorities regarding TF. Even in the context of the investigation of suspected 
cases of terrorism, the elements of its financing in harmony with the requirements of the 
FATF standards have not been confirmed. There was also no case of abuse of the 
humanitarian or charitable activities of non-profit organizations operating on the territory of 
the Slovak Republic for the purposes of TF or other use (misuse) of funds obtained through 
public collections.  
 
 
TERRORIST FINANCING VULNERABILITY 
 
     The overall level of TF vulnerability in Slovak conditions was identified at a medium-low 
level. The following determinants and vulnerability factors directly affected the overall level:  
 
a) The quality of the legal framework governing the status and activities of the competent 
authorities and the circumstances having direct or indirect effect on TF elimination ς 
medium-low impact on vulnerability, 
 
b) The quality of intelligence information and its use - medium-low impact on vulnerability, 
 
c) Effectiveness of the UTR reporting system, monitoring and analysis - medium-low impact 
on vulnerability, 
 
d) Adequacy of sources - medium-low impact on vulnerability, 
 
e) Effectiveness of international cooperation - low level of impact on vulnerability, 
 
f) Awareness and involvement in the fight against TF - low level of impact on vulnerability, 
 
g) Geographic factors and demographic factors - medium-low impact on vulnerability, 
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h) Other factors: 
 - Non-investment pooled asset funds ς medium-low impact on vulnerability, 
 - Exchange activity ς low level of impact on vulnerability, 
 - Financial inclusion products ς low level of impact on vulnerability.  
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INTRODUCTION 
 
Objectives of the national assessment of the risk of legalization of proceeds of criminal 
activity and terrorist financing 
 
     The national assessment of the risk of legalization of proceeds of criminal activity and 
terrorist financing was the very first assessment of this type in the Slovak conditions. It 
should significantly help the relevant authorities in identifying and evaluating internal and 
external  threats that affect, to a greater or lesser extent, their everyday activities and their 
roles in the fight against this antisocial activity. This purpose is attained by detailed analysing 
individual types of predicate offenses, in particular as regards the origin and direction of 
funds, the use of a particular sector (product or service) for the purpose of concealing the 
origin of funds or making it impossible to obtain further information from law enforcement 
authorities. It also provides a clear view of weaknesses and gaps in the national AML and CTF 
system, including preventive, prophylactic and repressive measures. It is precisely the 
identification of the most vulnerabilities that will allow setting the priorities in order to make 
the national AML/CTF system more effective.  
 
     An important part of the NRA is assessing the vulnerability of products and services 
provided by financial and non-financial sector representatives. As a result, the SR should be 
able to determine which areas of the private sector are most frequently used to place, 
stratify and integrate income and proceeds generated from criminal activity, and what 
methods or channels are most often used to finance terrorism. The comparison of the 
individual categories of obliged entities operating within a single sector as well as 
comparisons of mutual sector's vulnerability was equally important. The results obtained 
should enable, in particular, control and supervisory bodies to develop targeted AML/CTF 
controls for high-risk products and services.  
 
     Each NRA includes a risk assessment for financial inclusion products2. In this respect, the 
SR was not an exception and assessed the ML and TF risks resulting from the core banking 
product in order to prepare measures appropriate to the identified risk.  
 
     The NRA results and findings must also be used in the adoption of managerial decisions 
with a view to maintaining proportionality in the allocation of personnel and other 
resources, i.e. the application of the so-called "risk-oriented approach".  
 
The process of national assessment of the risk of legalization of proceeds of crime and the 
financing of terrorism 
 
     MISO-LP established within MEKO recommended the Ministry of Interior representatives 
to contact World Bank representatives in the matter of cooperation in the implementation 
of NRA. This institution is the global leader in providing consulting services in connection 

                                                           
2 Financial inclusion is the process of securing access for low-income and otherwise disadvantaged sections of 
the population to financial services in a reasonable time, at an affordable price and in a reasonable quality. In 
addition to this clearly social level, there is another level that will allow this section of the population to move 
into a formal financial system. Part of this process must also necessarily be increased financial literacy and 
financial discipline. Under the conditions of the Slovak Republic, it is the so-called "basic banking product".  
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with NRA implementation. At present, it provides advice in approximately 80 countries of 
the world, regardless of whether they are major financial centres, developing countries or 
traditional developed countries. 
 
    The NRA process is a set of stages logically following one upon the other, each of which 
has its own rules and peculiarities. None of them can be omitted. The whole process 
therefore required a proactive approach of all participants and, of course, their 
commitment  to face the challenges that accompanied the process.  
 
      The first meeting of the NRA Working Group took place in October 2015. The relevant 
working group composed of the representatives of all relevant departments of P PF, GPO SR, 
MoF SR including FA SR, MoJ SR, NBS, SIS and MoD SR. An integral part of the Working Group 
were representatives of the private sector, in particular representatives of professional 
associations and chambers. The key for the participation of individual departments or 
organizational units was their participation in the national AML/CTF system at any level and 
area. The representatives of the Academy of the Police Force in Bratislava had a special 
position in the Working Group, who integrated the knowledge and input of the academic or 
scientific circle in the field of ML and TF at scientific level. Their research into the grey and 
black economy represented an added value for the NRA process. The said public authorities 
and institutions appointed a total of 65 experts who actively and intensively dealt with a 
whole range of tasks and responsibilities arising from individual NRA processes. It should 
also be noted that the representatives of the entities set up their own sectoral structures to 
support the sectoral outputs for that purpose. An essential element in the process of NRA 
was its overall coordination and management. With regard to the methodology and internal 
logic of the evaluation mechanism, the members of the NRA working group (with regard to 
job classification and expert focus) were divided into eight teams responsible for evaluating 
the relevant areas. Three teams had a general focus ς a team for the assessment of ML 
threats at national level, a team for the assessment of ML vulnerability at national level, and 
a team for the assessment of TF risk at national level. The role of the remaining five teams 
was to evaluate individual sectors of the national economy, namely the banking sector, the 
securities sector, the insurance sector, the financial institutions sector and the non-financial 
sector, including the free legal professions. The ML risk assessment in relation to financial 
inclusion products was carried out within the framework of the banking sector assessment, 
given the close linkage and preliminary information on the condition of financial inclusion in 
the Slovak Republic. The FSJ was entrusted with the coordination of the whole NRA process 
and activities of individual teams with respect to the position of the central national unit in 
the field of preventing and detecting ML and FT, as its position is defined by law3.  
 
     The essence of each NRA, irrespective of the fact whether the evaluated country uses an 
external entity service to perform it, has been collecting and gathering sufficient relevant 
qualitative and quantitative data for a predetermined period. Having examined the 
legislative and institutional developments in the AML/CTF area in the Slovak Republic and 
taking into account the current externalities affecting this development, the NRA Working 
Group decided to evaluate the 2011-2015 period. The, the activity of individual teams was 
also adapted to the fact. The ways and methods for collecting relevant information, 

                                                           
3 Act No. 297/2008 Coll. on the Prevention of Legalization of Proceeds of Criminal Activity and Terrorist 
Financing and on Amendments and Supplements to Certain Acts as amended by the further acts.  
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statistical data and data were selected by individual teams at their discretion and based on 
their sectoral focus, while pursuing the objective, purpose and methodology of the 
assessment. In principle, however, analytical work was used to evaluate the data obtained 
from the following sources: activity reports of competent authorities, regular and ad hoc 
evaluation and analytical reports, typological studies, {wΩǎ ŀǎǎŜǎǎƳŜƴǘǎ ǇǊŜǇŀǊŜŘ ōȅ 
international organizations, analytical documents prepared by the third sector and statistical 
data obtained through questionnaires from the representatives of relevant ministries and 
sectors in accordance with the requirements of the assessment tool. Relevant information 
was also obtained by analysing relevant primary and subordinate legislation, or managed 
discussions with relevant entities. It is not surprising that in the ex-post evaluation of 
individual NRA stages, collecting and gathering the necessary information belonged to 
predominantly one of the greatest challenges in the entire NRA process. This fact is also fully 
reflected within identified shortcomings or areas where relevant measures must be taken.  
In the context of the trend of the development of information technology, the commitment 
of the Slovak government to support the informatization of the society (including the central 
authorities of the state administration) and the fact that the 21st century is still around us, it 
is still incomprehensible that it is impossible to obtain all relevant information and 
unexplained discrepancies between the individual law enforcement authorities in identical 
statistical indicators. 
 
     Process independence of the organization of work in individual teams can be considered 
as one of the factors of successful completion of the whole NRA process. The specificities of 
each of the sectors allowed specific teams to set an internal system of work to reflect as 
much as possible the needs of individual members, both in terms of evaluation and in terms 
of performing other job responsibilities. The focus, intensity, length and modes of 
communication were tailored by individual teams to predetermined partial objectives and 
the timetable/work schedule, which was the result of mutual consultations between 
representatives of the NRA working group and representatives of the WBG. When looking 
back, the plan can be described as ambitious, given the typical Slovak circumstances 
accompanying the whole NRA process. 
 
     Two workshops were important part of the NRA process, according to the methodology. 
The planning of subsequent tasks and activities for a period of one calendar year was the 
sign of high professional level and attempt to achieve the most consistent results. An 
important element was the ongoing coordination of the process by the FSJ and MISO-LP. 
In Bratislava, in November 2017, the final NRA seminar was held under the auspices of the 
State Secretary of the Ministry of Interior SR. The representatives of the World Bank, the 
President of the Police Force, Deputy Prosecutor-General for criminal section, Special 
Prosecutor, Directors-General of the sections of Ministries and state institutions discussed 
the preliminary results and findings of the NRA, especially identified shortcomings in the 
activities of the competent authorities and the activities of the responsible persons. The 
purpose of the presentation of identified threats, vulnerabilities and gaps in the activity of 
the assessed entities was to motivate the management to initiate internal processes to 
introduce appropriate changes. Along with the identified shortcomings, the NRA working 
group also presented a detailed overview of the proposed measures, including responsible 
and co-responsible bodies, and the expected timetable for their implementation.   
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Tool for National Passement of the Risk of ML and TF 
 
     The selection of a suitable tool for the practical implementation of the NRA was the key 
determinant of its successful completion and the achievement of relevant and especially 
useful results. Equally important selection criterion was also the acceptability by the 
competent bodies of the European Union and of the Council of Europe, mainly with regard 
to the system and assessment methodology. These assumptions were best met by WBG. 
This is already the second generation of assessment tools designed to eliminate as much as 
possible the adverse impact of the diversity of features of the national AML/CTF regime as 
well as the lack of relevant information and data in the country. Based on a discussion with 
the World Bank representatives, the relevant tool was tailored to the realities of the Slovak 
Republic in order to make the most of its potential, thereby achieving an added value. This 
related in particular to the modification of its focus on the concepts used in the Anglo-
Saxon legal system, which, especially at the level of the law enforcement authorities, 
allowed for more efficient use of the currently kept statistical data.  
 
     The assessment of the national ML risk itself is determined on the basis of an assessment 
of: 
a) threats of the legalization of proceeds of crime at national level, and  
b) the level of vulnerability in relation to the legalization of proceeds of crime at national 
level.  
 
     In the context of the purpose of NRA, an assessment of "threats" is understood as an 
assessment of qualitative and quantitative information on the nature of income and 
proceeds derived from criminal activity or financing that were generated on the territory of 
the Slovak Republic or outside its territory. On the other hand, an assessment of 
"vulnerability" means assessing the shortcomings and weaknesses of the country's defence 
mechanism from the point of view of legalizing the proceeds of crime and terrorist financing.  
 
     The tool consists of a total of nine modules divided into two groups in terms of entering 
and subsequent evaluating qualitative and quantitative data and relevant information. The 
first group consists of modules that have unambiguous and relatively complex logic and 
apply weighted averages, built-in assumptions and formulae. This group includes a national 
vulnerability assessment module and modules designed to assess vulnerability in individual 
sectors. The second group consists of modules that are based on relatively simple matrix 
structures. These are modules for the threat assessment at national level, the assessment of 
the risk of terrorist financing, and assessment of financial inclusion products and services.  
 
ML threat assessment module 

- Helps determine the threat level at the national level, which is expressed in a five-
point scale from "low" to "high". The aim is to identify the main predicate offenses, 
the origin and the flow of income (proceeds) derived from crime and the trends and 
procedures used for legalization in the Slovak Republic. The essence of the module 
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should facilitate the systemic collection of ML threat data and the analysis of cross-
border ML threats. Part of the module is also the evaluation of income (proceeds) 
derived from criminal activity that is not recorded or have an unknown origin.  

 
ML vulnerability assessment module 

- Consists of an analysis of national defence against ML and also of the vulnerability of 
the relevant sectors. The value of the vulnerability is given by the numerical 
expression from "0.0" to "1.0" and the verbal description from "low" to "highάΣ 

- Internal scheme of the module is based on the understanding of causal links (causal 
relationships) between individual vulnerability factors related to the regulatory, 
institutional and economic environment of the Slovak Republic.  

  
Evaluated factors in relation to the defence of the Slovak Republic for ML and counter-
measures taken at national level:  

- Quality of AML policy and strategy, 
- Effectiveness of the definition of a criminal offense of legalization of proceeds of 

crime,  
- Scope and comprehensiveness of laws on property seizure, 
- Quality of collection and processing of intelligence information by FSJ, 
- Capacity and resources for investigation of financial crime,  
- Integrity and independence of the bodies responsible for detecting financial crime, 
- Capacity and resources for prosecution of financial crime, 
- Integrity and independence of the law enforcement authorities for financial crime, 
- Capacity and resources for judicial proceedings, 
- Integrity and independence of judges, 
- Quality of border controls,  
- Complexity of the customs procedure in relation to the transport of cash and liquid 

financial instruments,  
- Effectiveness of customs controls in relation to the transport cash and liquid financial 

instruments,  
- Effectiveness of cooperation at national level, 
- Effectiveness of cooperation at international level, 
- Availability of an independent audit, 
- Level of financial integrity, 
- Effectiveness of tax collection, 
- Level of formalization of the national economy, 
- Availability of credible identification infrastructure, 
- Availability of independent information sources, 
- Availability and access to beneficial ownership information.  

 
Evaluated factors in relation to individual national economy sectors: 

- Complexity of the AML legislation, 
- Effectiveness procedures and the practical performance of supervision and control, 
- Availability and enforceability of administrative sanctions, 
- Availability and enforceability of criminal sanctions, 
- Integrity of the staff of obliged entities,  
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- Effectiveness of compliance4 functions, 
- Effectiveness of monitoring and reporting suspicious activities, 
- Market impact on compliance with AML standards, 
- Availability and access to beneficial ownership information, 
- Availability of credible identification infrastructure, 
- Availability of independent information sources.  

 
     The basic step in the evaluation of the above factors was the use of the so-called manuals 
that included an explanation of the nature of a particular factor; the criteria usable in the 
evaluation, and the possible (recommended) sources of information. After weighing the 
individual criteria, the specific factor was assigned a final rating. The necessity for the rating 
assignment was its sufficient justification based on available and ant "evidence" and, in 
particular, on the objectivity of the evaluation team. The final ratings thus obtained were 
then inserted in the pre-prepared excel files that were part of the NRA tool that processed 
them through defined conditions and built-in formulae. By combining the results of the 
national defence capability and the vulnerability of individual sectors, the overall final level 
of national vulnerability was reached. At the same time, a list of areas that needed to be 
addressed by the competent authorities, was drawn up. The aim is to help the relevant 
authorities in the decision-making process, identifying the needs that need to be addressed 
with priority based on the current state and development of the national AML and CTF 
system.  
 
TF risk assessment module 

- Systematically consists of three analytical sub-modules. The first area, as a 
prerequisite for assessing the risk of terrorist financing, was focused on assessing the 
level of the terrorist threat itself for the Slovak Republic based on a detailed analysis 
of qualitative and quantitative information related to the SR and data related to the 
investigated terrorist acts. The second area already focused on analysing and 
evaluating the direction, resources and channels designed/usable for TF purposes. 
Within the third area, the strengths and weaknesses of the defence mechanisms 
were assessed, especially the quality of legislation, coordination mechanisms, 
personnel and organizational provision of protection against FT, as well as the quality 
of TF policies and strategies and operational procedures.  

  

                                                           
4 Compliance: a set of measures adopted by a particular entity to ensure compliance with the applicable 
legislation 
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PART 1 ς RISK OF LEGALIZATION OF PROCEEDS OF CRIMINAL ACTIVITY  
 
CONTEXTUAL FACTORS OF THE SLOVAK REPUBLIC IN RELATION TO LEGALIZATION OF 
PROCEEDS OF CRIMINAL ACTIVITY 
 
     The Slovak Republic as an independent country was established on 1 January 1993 by the 
split of the Czech and Slovak Federative Republic. For the 25 years of independent existence, 
the Slovak Republic has undergone an intensive transformation process, which was 
characterized mainly by increasing the performance of the national economy and growing 
foreign investment. The driving force of these changes was an attempt for creating an 
economic environment that would be able to cope or compete with the developed countries 
of the European region. The result of this effort is the membership of the Slovak Republic in 
the EU since 2004. Another step in the integration of the Slovak national economy into the 
European Union was the introduction of the single European currency EURO and therefore 
the accession to the European Monetary Union in 2009. For this reason, the Slovak Republic 
as a Member State must meet high standards in the protection of the internal market, 
internal market transactions, and must have adequate legislative and institutional measures 
in place.  
 
     A steady increase in the GDP resulted in an improvement of other macroeconomic 
indicators such as labour productivity growth and competitiveness. Despite the negative 
effects of the economic crisis in 2009 and at the turn of 2012 and 2013, the increase of 
geopolitical risks and the high dependence of the national economy on the import of 
primary energy sources, the SR has been among the most dynamic growth rate within the EU 
Member States over the last ten years, as well as in Europe. From the point of view of 
macroeconomic indicators, GDP per capita in purchasing power parity is 77% of the 
European average and shows a continued increase. The long-term unemployment rate is 
decreasing and has historically reached the lowest level (in 2017, at 8.1%). Household 
consumption and foreign demand have the greatest impact on these indicators, which 
speeds up the export activity. Also, the year-on-year growth of the minimum wage (and 
average wage) was recorded. Compared to the V4 countries, the SR ranks second in the 
performance of these macroeconomic indicators. Recently, a decline in inflation rates and a 
reduction of the government deficit and the general government gross debt have been 
reported. The recorded level of these macroeconomic indicators is a promise of balanced 
economic growth from the point of view of both domestic and foreign demand and 
investment over the next period. Balanced economy is expected in the light of the general 
government budget deficit. It was just the consolidation of public finances that increased the 
pressure on the elimination of the shadow economy, which is its part despite everything and 
impairs the integrity and stability of the market as well as of the relevant institutions. 
According to the OECD estimates, it has a decreasing trend, still being at 1.63% of GDP5 in 
2017. 
 
     Despite the above aspects of positive economic development as well as the geographical 
location, the SR is not considered as a country where it is worth to place income and 
proceeds from crime. The country has no "appropriate" legislative and institutional 

                                                           
5 For more details, please see EUROSTAT 
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conditions that would motivate foreign perpetrators of criminal offenses against property 
and criminal offenses of economic nature to do so, i.e. from the point of view of 
international legalization the country is not perceived as a significant country. This 
conclusion is also confirmed by the findings and results of the currently submitted NRA.  
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OVERALL LEVEL OF THE RISK OF LEGALIZATION OF PROCEEDS OF CRIMINAL ACTIVITY  

 
Overall level of ML RISK in the conditions of the SR is MEDIUM-HIGH (MH)6.   
 
Overall level of ML risk is determined by the following facts:  
 
a) Overall level of ML THREAT - MEDIUM-HIGH LEVEL (MH) and  
 
b) Overall level of ML VULNERABILITY - MEDIUM-HIGH LEVEL (MH).  
 
 
 
 

 
 
  

                                                           
6 L ς low, ML ς medium low, M ς medium, MH ς medium high, H ς high 

Overall ML RISK level 

 

Overall THREAT 

 

Overall VULNERABILITY 
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1.1. THREAT OF LEGALIZATION OF PROCEEDS OF CRIMINAL ACTIVITY AT 
NATIONAL LEVEL7 
 
1.1.1. GENERAL ASSESSMENT OF THE THREAT OF LEGALIZATION OF PROCEEDS OF 
CRIMINAL ACTIVITY  
 
      The first step in the process of detecting the ML risk level in Slovak Republic conditions is 
the identification of facts which may and predominantly cause damage to the state, the 
public and the national economy. At the same time, it is necessary to diversify them in terms 
of their seriousness and possible impact on the legitimate interests of the Slovak Republic. 
The result of such an approach is the preparation of adequate countermeasures to mitigate 
or completely eliminate these facts.  
 
     The overall level of the ML threat in SR conditions is "medium-high" ("MH") with an 
increasing trend. The extent of unrecorded proceeds of criminal activity not sanctioned by 
criminal prosecution is substantially higher. 
 
     Geographical factors affecting the overall level of threat: 
 - National ML threat: "high" ς "H" 
 - Foreign ML threat: "medium-high" ς "MH" 
 - Unidentified origin of ML threat: "medium-high" ς "MH" 
 
 
     !ŦǘŜǊ ǘƘŜ ƛƴƛǘƛŀƭ ŀǇǇƭƛŎŀǘƛƻƴ ƻŦ ǘƘŜ ²ƻǊƭŘ .ŀƴƪΩǎ ǘƻƻƭΣ ǘƘŜ ŜȄǇŜǊǘ ƎǊƻǳǇ ƻŦ ǘƘŜ ǘŜŀƳ ŦƻǊ 
threats identified the limits of the relevant module. Apart from the fact that it is based on 
the concepts used in the Anglo-Saxon system of law (this fact was manifested in the very 
demanding subsuming of the currently kept statistical data by the law enforcement 
authorities in the area concerned8), it was shown very soon that the result of the particular 
analysis based on an insufficient scope and low quality of the legally convicted cases of 
legalization of proceeds of crime for the relevant period (for example, initiated but not 
finalized criminal prosecution cases for the given period are absent) could have only limited 
conclusions that would weaken the explanatory power of defining threats and would not use 
the potential of the NRA evaluation mechanism. 
 
     For the purpose of identifying the complex ML threat in the Slovak Republic, the relevant 
tool was supplemented by an analysis of other factors, in particular the overall development 
of crime and also the current characteristics and expected trends of criminal activity. The 
Working Group focused on creating cohesive quantitative and qualitative indicators with the 
highest explanatory power. An important factor was the incorporation of the impact of the 
analysis of the potential for generating illegal income in the context of unreported crime, the 

                                                           
7 These are just the key findings to which the general public has access. The document, which contains a 
detailed analysis of the individual factors, including statistical data, assessment of the typology and trends in 
crime, is fully accessible for service purposes ǘƻ ǇƻƭƛŎŜ ōƻŘƛŜǎΣ ǇǊƻǎŜŎǳǘƻǊΩǎ ƻŦŦƛŎŜǎ ƻŦ ǘƘŜ ƳƛƴƛǎǘǊƛŜǎ Ŏƻncerned 
and the National Bank of Slovakia. 
8 This fact was most striking in the field of awareness of the scope of prosecution (e.g., division into the 

investigation and prosecution phases) or seized proceeds of crime 
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extent of which was affected mainly by the intensity of formal and informal inspection, the 
tolerance of the injured, the level of legal awareness, the type of crime, etc. 
 
 
     In determining the threat of the level of unreported crime, the Working Group chose the 
following assessment: 

- the ratio of unrecorded proceeds is not significant 
- the ratio of unrecorded proceeds is slightly higher, 
- the ratio of unrecorded proceeds is higher, 
- the ratio of unrecorded proceeds is substantially higher, 
- the ratio of unrecorded proceeds cannot be estimated. 

 
     Based on this comprehensive approach within the threat assessment module, the 
Working Group identified: 

¶ General sources of threats - the areas of crime generating the largest scope of 
crime proceeds and related major predicate offenses,  

¶ Identification of the extent of unpunished legalization of proceeds of crime and 

¶ Follow-up trends and procedures used to legalize proceeds of crime - forms of 
placement and ways of concealing the origin of funds from criminal activity.  

 
A more detailed assessment with the expression of the general ML threat of a specific 
predictive offense is as follows: 
 

Crime / criminal 
offence 

Estimated amount of 
unrecorded proceeds 

ML threat Trend 
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Criminal violence 

except for carrying 
concealed weapons and 
arms trafficking, where 
the ratio of unrecorded 
proceeds is substantially 
higher, the ratio of 
unrecorded proceeds for 
criminal violence is not 
significant 

      X       X 

Premeditated 
ƳǳǊŘŜǊ Ϡ 144 

not significant         X     X 

Murder      Ϡ 145                    
(ƻƭŘ Ϡ 219)   

not significant         X     X 

Robbery     Ϡ 188        
(old Ϡ 234)     

not significant       X   X     
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Extortion Ϡ муф         
(old Ϡ норύ                 

not significant       X       X 

Duress ϠϠ мфлΣ мфм   
(old ϠϠ норŀΣ 
235b)       

not significant         X     X 

Carrying concealed 
weapons and arms 
trafficking Ϡ нфп    
(old Ϡ мупŀύ       

the ratio of unrecorded 
proceeds is substantially 
higher 

  X           X   

Carrying concealed 
weapons and arms 
trafficking     Ϡ нфр     
(old Ϡ мурύ           

the ratio of unrecorded 
proceeds is substantially 
higher 

   X          X   

 

Crime / criminal 
offence 

Estimated amount of 
unrecorded proceeds 

ML threat Trend 
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Moral crime 

Except for human 
trafficking, where the ratio 
of unrecorded proceeds is 
substantially higher, the 
ratio of unrecorded 
proceeds for moral crime 
is not significant 

      X     X   

Procuring and 
soliciting 
prostitution Ϡ ост                
(old Ϡ нлпύ       

the ratio of unrecorded 
proceeds is substantially 
higher 

    X     X     

Manufacturing of 
Child Pornography 
Ϡ осу    όold Ϡ 
205b)        

the ratio of unrecorded 
proceeds cannot be 
estimated 

        X X     

Dissemination of 
Child Pornography 
Ϡ осф                 όold 
Ϡ нлрŎύ         

higher       X     X   



34 
 

Possession of Child 
Pornography Ϡ отл 
(old Ϡ нлрŘύ     

not significant         X X     

Human trafficking     
Ϡмтф        όold Ϡ 
246)   

substantially higher     X       X   

 

Crime / criminal 
offence 

Estimated amount of 
unrecorded proceeds 

ML threat Trend 
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Criminal offenses 
against property 

Ratio of unrecorded 
proceeds is slightly higher 

    X         X 

Theft      Ϡ нмн      
(old Ϡ нптύ                

slightly higher     X         X 

Failure to Pay 
Wages and 
Redundancy 
Payment Ϡ нмп      
(old Ϡ нпуŀύ      

not significant         X     X 

Unlawful 
Enjoyment of a 
Thing of Another Ϡ 
215   (old Ϡ нпфύ   

not significant         X     X 

 
 
 
 
 
 
 
 
 
 
 

Crime / criminal 
offence 

Estimated amount of 
unrecorded proceeds 

ML threat Trend 
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Criminal offenses 
of economic 
nature 

ratio of unrecorded 
proceeds is 
(disproportionately) 
higher 

    X       X   

Embezzlement Ϡ 
213    (old Ϡ нпуύ   

not significant     X         X 

Unlawful 
Manufacturing 
and Enjoyment of 
Payment Means, 
Electronic Money 
or Other Payment 
Card Ϡ нмф   όold Ϡ 
249c)      

not significant     X     X     

Fraud     Ϡ ннм               
(old Ϡ нрлύ          

higher     X     X     

Credit fraud Ϡ ннн 
(old Ϡ нрлŀύ    

higher       X       X 

Insurance Fraud Ϡ 
223  (old Ϡ нрлŎύ       

higher         X X     

Subsidy Fraud Ϡ 
225  (old Ϡ нрлōύ      

higher     X     X     

Unjust Enrichment 
Ϡ ннс      όold Ϡ 
250d)             

not significant         X X     

Fraudulent 
Bankruptcy Ϡ ннт 
(old Ϡ нрлŜύ    

substantially higher     X       X   

Induced 
Bankruptcy Ϡ нну  
(old Ϡ нрлŦύ      

higher       X   X     

Usury     Ϡ нор              
(old Ϡ нроύ  

substantially higher, its 
volume not so significant 

    X     X     
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Forgery, 
Fraudulent 
Alteration and 
Illicit 
Manufacturing of 
Money and 
Securities Ϡ нтл       
(old Ϡ мплύ   

slightly higher       X   X     

Tax and Insurance 
Evasion Ϡ нтс    
(old Ϡ мпуύ    

higher X           X   

Failure to Pay Tax 
and Insurance Ϡ 
277            (old Ϡ 
148a)           

higher   X       X     

Tax fraud     Ϡ нттŀ     higher X             X 

Failure to Pay Tax 
and Insurance Ϡ 
278    (old Ϡ мпуōύ    

higher     X     X     

Counterfeiting and 
altering a public 
instrument, official 
seal, official seal-
off, official 
emblem and 
official mark   Ϡ 
352   (old Ϡ мтсύ  

not significant         X X     

Abusing 
participation in 
economic 
competition Ϡ нрл  
(old Ϡ мпфύ       

higher         X X     

Unlawful Business 
Activity Ϡ нрм    
(old Ϡ ммуύ                 

higher or substantially 
higher 

      X   X     

Unlawful 
employment           
Ϡ нрмŀ          

not significant         X X     

Unlawful Trading 
in Foreign 
Currency and 
Providing Foreign-
Exchange Services 
Ϡ нрн  όold Ϡ ммуŀύ    

not significant         X X     
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Breach of 
Regulations 
Governing Imports 
and Exports of 
Goods Ϡ нрп             
(old Ϡ мнпύ                  

not significant     X     X     

Breach of 
Regulations 
Governing the 
Handling of 
Controlled Goods 
and Technologies 
ϠϠϠ нррΣ нрсΣ нрт    
(old ϠϠϠ мнпŀΣ 
124b, 124c)   

not significant         X X     

Distortion of Data 
in Financial and 
Commercial 
Records     Ϡ нрф   
(old Ϡ мнрύ         

higher     X     X     

Damaging 
Financial Interests 
of the European 
Communities Ϡ 
261  (old Ϡ мнсύ    

higher   X       X     

Endangering 
Trade, Bank, 
Postal, 
Telecommunicatio
n and Tax Secrets 
Ϡ нсп    όold Ϡ мннύ    

not significant         X X     

Insider Trading Ϡ 
265    (old Ϡ мнуύ      

higher       X   X     

Deceitful Practices 
in Public 
Procurement and 
Public Auction ϠϠϠ 
266, 267, 268  (old 
Ϡ мнуŀΣ мнуōΣ 
128c) 

higher X           X   

Harm Cause to a 
Consumer    Ϡ нсф      
(old Ϡ мнмύ          

not significant         X     X 

Unfair Trade 
Practices Ϡ нсфŀ              

not significant         X X     
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Crime / criminal 
offence 

Estimated amount of 
unrecorded proceeds 

ML threat Trend 
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Criminal offences 
of corruption 

ratio of unrecorded 
proceeds is higher 

  X       X     

Misuse of office by 
a public office-
holder Ϡ онс όold Ϡ 
158)    

higher   X       X     

Passive Bribery Ϡ 
328    (old Ϡ мслύ    

higher   X       X     

Passive Bribery Ϡ 
329  (old Ϡ мслŀύ   

higher   X       X     

Passive Bribery Ϡ 
330  (old Ϡ мслōύ      

higher     X     X     

Active Bribery Ϡ 
332     (old Ϡ мсмύ          

higher   X       X     

Active Bribery Ϡ 
333           (old Ϡ 
161a)        

higher   X       X     

Active Bribery Ϡ 
334            (old Ϡ 
161b)        

higher     X         X 

Trading in 
Influence Ϡ оос  
(old Ϡ мснύ       

higher   X       X     

Election 
corruption     Ϡ 
336a      

higher     X     X     

Sports corruption 
Ϡ оосō      

/      /          /  

 

Crime / criminal 
offence 

Estimated amount of 
unrecorded proceeds 

ML threat Trend 
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Organized crime 
the ratio of unrecorded 
proceeds is substantially 
higher 

X         X     

Establishing, 
Masterminding 
and Supporting a 
Criminal Group Ϡ 
296  (old Ϡ мурŀύ    

substantially higher X         X     

Smuggling of 
Migrants Ϡ орр  
(old Ϡ мтмŀύ        

substantially higher   X         X   

Smuggling of 
Migrants Ϡ орс              

substantially higher   X         X   

 
 
 
 

Crime / criminal 
offence 

Estimated amount of 
unrecorded proceeds 

ML threat Trend 
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Drug-related 
crime 

the ratio of unrecorded 
proceeds is substantially 
higher 

  X         X   
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Illicit 
manufacturing and 
possession of 
narcotics or 
psychotropic 
substances, 
poisons or 
precursors, and 
trafficking in them         
Ϡ мтм   όold Ϡ мусύ        

not significant         X   X   

Illicit 
manufacturing and 
possession of 
narcotics or 
psychotropic 
substances, 
poisons or 
precursors, and 
trafficking in them         
Ϡ мтн  όold Ϡ мутύ       

substantially higher X           X   

 
 
 
 
 
 
 
 
 
 
 

Crime / criminal 
offence 

Estimated amount of 
unrecorded proceeds 

ML threat Trend 
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Cybercrime / 
computer crime in 
a broader sense 

the ratio of unrecorded 
proceeds is substantially 
higher 

X           X   

 

Crime / criminal 
offence 

Estimated amount of 
unrecorded proceeds 

ML threat Trend 
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Legalization of 
proceeds of CA 
from 9~{Y 
registration 
statistical system 
statistics 

the ratio of unrecorded 
proceeds is substantially 
higher 

  X         X   

Sharing   Ϡ ном     
(old Ϡ нрмύ        

substantially higher     X     X     

Sharing   Ϡ нон   
(old Ϡ нмрŀύ           

substantially higher         X X     

Legalization of 
proceeds of 
criminal activity       
Ϡ ноо  όold Ϡ нрнύ    

not significant   X         X   

Legalization of 
proceeds of 
criminal activity       
Ϡ ноп  όold Ϡ нрнŀύ      

not significant         X X     

 
1.1.2. ASSESSMENT OF THE BASIC SOURCE ML THREATS ARISING FROM THE SPECIFIC 
TYPES OF CRIMINALITY AND THE RELATED FORMS OF CRIMINAL ACTS 
 
     The baseline prerequisite for assessing the threat of legalization of proceeds of crime is 
the understanding of the overall context of the long-term development of crime in the 
conditions of the Slovak Republic and its impact and factors influencing the extent and 
volume of generation of the proceeds of crime. 
It is necessary to be aware of a wide range of factors that have an impact on the commission 
of criminal acts. In terms of ML threats, however, it is primarily the motive of the 
perpetrators in the form of generating profits (proceeds), i.e. the reason why the relevant 
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offense is committed by them, and the determination of the potential of the type of 
criminal acts.  
      
     The development of the security situation in the territory of the Slovak Republic in terms 
of the number of detected crimes can be considered as extremely positive. There has been a 
marked drop in the overall incidence of criminal acts; thus, we can talk about the gradual 
trend of reducing the overall incidence of offences. 
 

 
 
    From the point of view of identifying ML threats, it is important to distinguish between 
individual types of criminal acts, while for the needs of the NRA, the offences generating 
the highest damage were identified from the individual types of criminal acts9, which were 
then considered in the individual statistical data. 
For the purpose of identifying and evaluating the threats posed by the individual types of 
criminal acts and the related forms of crime, the following have been specifically analysed: 

- Criminal violence  
- Moral crime Criminal offenses against property  
- Criminal offenses of economic nature, and 
- Special partial types of crime: 

- Corruption-related crime  
- Drug-related crime 
- Organized form of committing crime  
- Cybercrime. 

 

                                                           
9 The issues of relationship between the damage and the proceeds of crime are discussed below. 
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CRIMINAL OFFENSES AGAINST PROPERTY 
 
     ML threat for Criminal offenses against property is medium with a declining trend. The 
ratio of the level of unrecorded proceeds is slightly higher, but the significant ML factor is 
the fact that the percentage is almost 50% of the total prosecution of persons in the SR10. 
Damage identified for Criminal offenses against property is 28.38 % of the identified damage 
for overall crime in the period under review.  

 
     The offence of theft (in particular high-value things and organized forms) still has the 
highest potential for generating proceeds whose expected unrecorded income is slightly 
higher.  

 

     Long-term theft of high-value things, mainly motor vehicles and machines is of particular 
importance in relation to ML threats. There is also a well-organized form (especially 
recorded since 2013) of this crime, particularly in the case of stealing goods transported by 
freight car transport, but also burglary within dwellings and recreational facilities. 
 
For Criminal offenses against property, we may notice ML threats related to the use of 
information and telecommunication technologies (including social networks and online 
payment platforms), internet banking, and the like.  

Given the assumption of the persistence of a higher degree of latency in Criminal offenses 
against property, the threat of legalizing proceeds from this type of crime will be at the 
same level as it has been so far, will have a slightly accelerated trend. 
 
                                                           
10 The number of prosecuted persons, despite its dominant position, has a markedly declining trend, 

between the order of 24 436 (2015)  and 38 211 (2011) persons. Percentage of total prosecution of persons is 

almost a half of all prosecuted persons, about 49.24% with a stable trend 

2,12%

17,51%

0,13%
38%

2,61%

Overall share of individual types of criminal acts in overall crime

Criminal violence

Economic crime

Moral crime

Property crime

Special partial types of crime
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CRIMINAL OFFENSES OF ECONOMIC NATURE 
 

     ML threat for criminal offenses of economic nature, especially with regard to the amount 
of damage caused (total damage caused by criminal offenses of economic nature amounts 
to 1,622,352,000,- EUR, which accounts for a 60.49 % share of the total damage) and to the 
detection rate of economic criminal acts, is in the range of 50.03% to 60.55% in the period 
under review; it is medium-high to high with a constantly unchanging trend, with the 
expected amount of unrecorded income being (disproportionately) higher.   
 
     ML the threat for tax offences (most frequently, recorded crimes in the said type of 
criminal act11) is medium-high to high. The expected amount of unrecorded proceeds or the 
amount of benefits received is disproportionately higher than for the reported criminal 
activity. Despite the measures taken, due to the constant transformation of the modus 
operandi of these crimes, the trend of the ML threat is without change, except for the tax 
and insurance evasion, which has an upward trend.  
 
     The application of excess deduction of value added tax has an important potential of ML 
threat, and also criminal activity in the form of carousel fraud is a continuing threat with an 
upward trend.  
 
     The ML threat resulting from the misuse of the forms and schemes of companies must 
be considered as especially high, where there is a significant disproportion between 
detected and latent crime. This typology also has significant cross-border spillovers. The 
volume of identified proceeds generated is significantly lower than the one actually 
generated without conducting a proactive financial investigation. The so-called CEO fraud 
represents a significant level of ML threat with an upward trend in terms of the method of 
committing crime and the ratio of undetected volume of generated proceeds. The essential 
feature is the conduct, which also shifts this type of crime into the sphere of the so-called 
Cybercrime. 
 
    In cases where straw men are used, in particular due to the absence of documentary 
evidence and proactive, parallel investigation, the documentation of criminal activity is very 
demanding and, as a rule, those who have the greatest benefit from such conduct are not 
criminally punishable, which represents the extraordinary potential of ML threat. 
 

     In the period under review, the number of fraud cases in the freight transport of goods 
grew, which has an immanent cross-border character. The volume of proceeds generated 
by fraud in international freight transport is difficult to estimate, but it represents a higher 
rate than reported crime; from this point of view, there is a significant potential of the ML 
threat with a constant and/slightly declining trend.  

                                                           
11 In 2011 ï 2015, a total of 23 211 tax offences was detected, out of which 16 706 were detected. In relation to 

total crime, tax offenses had a 5.43% and the state budget suffered from a loss of 637,858,000,- EUR, which 

accounts for a 2378% share of the total loss of prosecuted crime. The incidence of tax offences represents a 

31.03% of the share of criminal offenses of economic nature. In the period under review, there were 2,515 

cases of convictions (a 10.84% share) from the total number of tax offences, and in one case, the punishment 

of the confiscation of a thing was imposed. The forfeiture of property was not imposed. 
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     In harming the financial interests of the European Communities, ML threat is medium-
high with a rising trend.  
 
     From among other criminal acts of this type of crime, income generating threats have 
a significant potential:  

- Tax and insurance evasion (high threat, increasing trend, the ratio of unrecorded 
proceeds is higher), 

- Failure to pay tax and insurance (medium-high threat, trend without change, the 
ratio of unrecorded proceeds is higher) and 

- Fraudulent bankruptcy (medium threat, increasing trend, the ratio of unrecorded 
proceeds is substantially higher), 

- Usury (medium threat, steady trend, the ratio of unrecorded proceeds is 
substantially higher). 

 
     For Criminal offenses of economic nature, we may notice ML threats related to the use of 
information and telecommunication technologies (including social networks and online 
payment platforms), internet banking, and the like.  
 
     Given the assumption that Criminal offenses of economic nature in the Slovak Republic 
will have an increasing trend, the related ML threat will be progressive. The highest potential 
for generating profits from Criminal offenses of economic nature will have in particular tax 
crime, whereas its organized and sophisticated form is expected.  

 
PARTIAL TYPES OF CRIME 
 

o ORGANIZED CRIME 

     The ML threat level for organized forms of crime remains high, especially with regard to 
the volume of proceeds generated, the volume of unidentified proceeds, the nature, social 
danger and the extent of related crime in predicate offenses with a balanced trend, but with 
a transformation in the area of type crime, with a significant shift to Criminal offenses of 
economic nature.  

 

     In recent years, organized crime has learnt the lessons and moved its activities from the 
so-called racketeering, violent and drug-related crime to more sophisticated and profitable 
forms that are more complicated to detect and convict the perpetrator. 

 
     From the point of view of prognosis of the development, it can be assumed that the 
organized forms of crime generating the largest volumes of illegal income, such as tax 
fraud, smuggling or illegal supplies of high-tax goods, trafficking in human beings, will 
become more intensive. Certain potential of the ML threat must also be noticed in 
connection with illicit arms trafficking. 
 

     There is still a ML threat in the organized form of smuggling of migrants, also in view of 
the volume of unidentified proceeds generated by this crime. The increasing trend in the 
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import of labour from the Balkans and the related potential of organized crime mainly with 
respect to important business entities, will have to be considered as a threat. 

 
     The organized form of crime will continue to pose a permanent ML threat with an 
unchanged amplitude of the trend but with a marked change in the nature of the crime 
committed towards Criminal offenses of economic nature.  
 

o CYBERCRIME 

     The most serious forms of cybercrime in a broader sense represent a significant ML 
threat with a growing trend. The ratio of unrecorded proceeds is substantially higher. 
Recorded cyber-attacks overcome the conventional crime, becoming a horizontal element of 
its commission. The existence of digital currencies represents a special threat with a 
growing trend. 
 
     Cybercrime as a horizontal element of crime is a relatively new type of crime in the 
Slovak context. The most serious forms of cybercrime represent a significant ML threat 
with an increasing trend. 

 

     A low detection rate of cybercrime has a strong connection with the development of 
new information technologies and services related to the use of various sophisticated 
methods in P2P/TOR networks, etc. Despite the constant incidence of criminal acts, we 
recorded still low % detection rates of the offence of damage and misuse of a record on 
a data carrier. In the case of damage caused by cybercrime, its share of the total crime was 
steady in 2011 - 2015. 
 

     For Criminal offenses against property and Criminal offenses of economic nature, we may 
notice ML threats related to the use of information and telecommunication technologies 
(including social networks and online payment platforms), internet banking, and the like. 
Encryption of communication, which is a clear trend, facilitates the commission of crime. 
Phishing, using malware and ransomware are still present. 
 
     In 2011 and 2012, a significant growth of online fraud and its modifications was 
reported. In 2014 and 2015, perpetrators predominantly used event-specific forms of 
committing Criminal offenses of economic nature consisting in the so-called άredirecting 
paymentsά within standard business payment system of business partners in high volumes 
(in the order of millions of EUR). 

The ML threat resulting from the existence of virtual currencies12 is high with an increasing 
trend also with respect to the scope of the unidentified volume of such placed proceeds of 
crime. 
 

     Given that these ML threats and risks do not have a local but cross-border nature, which 
is linked to the global expansion and Internet access as well as connectivity facilities, these 
threats and risks require an international approach both at FIU level as well as within 

                                                           
12 Slovakia is the second country in Europe where it is possible to buy and sell the Bitcoin virtual currency 

in a shop. Just as it is possible to top up the credit, starting from 1 September 2016, it is possible to use one of 

41 shops of the GECO network as a bitcoin exchange office. 
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banking systems, but also cooperation with the providers of telecommunication services 
(including social networks).   
 
      In the case of cybercrime, it will be possible to monitor in the future its high latency in 
committing crimes on social networks, in the so-called cyberspace. It is also possible to 
identify the rise in the link to the black economy, with the volume, whereas the extent and 
material damage caused by cybercrime will be high with a growing trend. An important ML 
challenge is to ensure the training of staff and create technical conditions required for its 
effective detection. 
 

o  DRUG-RELATED CRIME 
     Drug-related crime is a highly organized, lucrative and especially latent form of crime. 
 

     From the point of view of generating proceeds of crime, we can talk about a medium-
high ML threat with an increasing trend, with the expected amount of unrecorded proceeds 
being considerably higher. 
 

     No major changes are expected in the projected development of drug-related crime. The 
SR is a country with a fully developed domestic drug market, where all drugs available in 
the European Union are offered. A significant factor in the increase of the ML threat is the 
fact that in the recent years, in the field of drugs, the Slovak Republic has changed from 
the transit country to the country of destination ς consumption. 
 

     Illegal proceeds from drug-related crime of transnational crime are legalized in Slovakia 
mainly by investing in services - cafes, restaurants, etc. Plus, they are investments in 
gambling establishments that are used to subsequently legalize the illegal proceeds, or 
real estate transactions through co-operating persons (dummies). The profits of Slovak 
organized crime involved in this type of crime are legalized/ paid out also in the form of 
invoicing of fictitious services to companies engaged in retail services (e.g., rental of 
movable and immovable property) which control the persons involved in drug-related 
crime.  
 
     Organization is typical mainly of the Vietnamese community (methamphetamine, 
plants of the genera Cannabis (cannabis)) and the Albanian community (cocaine). People 
of Slovak nationality are mainly distributing methamphetamine and Cannabis plants. The 
importance of drugs trafficking into Europe by the "Balkan Route is growing, with most 
routes running through Slovakia and further spreading to Western European target countries 
towards end-users.  
 
     There is a presumption that the trend of introducing new psychoactive substances to the 
consumer market will continue. These are imported primarily from Poland, Hungary and 
the  Czech Republic, or they are shipped from East Asian countries. Clearly the highest 
priority of controlling the black market for narcotic drugs and psychotropic substances will 
be the penetration into the so-called cyberspace and monitoring of the illegal dealing in 
controlled substances on the Internet. An increase can also be expected in the so-called 
pharmaceutical crime and abuse of Internet pharmacies. The Slovak Republic will further 
be significantly affected by the regional factor of drug-related crime.  
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o  CORRUPTION in a broader sense 

     In terms of the threat of generating proceeds of crime, corruption represents a medium-
high level of ML threat, with no significant fluctuations in its trend, mainly with reference 
to the fact that the expected amount of unrecorded proceeds is, given their character, 
certainly higher than the identified proceeds within the really prosecuted corruption 
offenses. In this context, however, it is extremely difficult to estimate the extent of 
unreported crime or the volume of resources coming from such activity. However, only a 
major systemic corruption is the real ML threat. 
 

     According to the findings of the Working Group that correspond to the outcomes of the 
OECD Assessment Report, despite the fact that the FSJ reported a significant amount of 
reports of suspected legalization of proceeds of crime, in the period under review, LEAs 
focused on small άŦŀǎǘ ŀŎǘƛƻƴέ cases of corruption, and not to major and more 
sophisticated cases where the cases of foreign bribery can be included, and did not 
monitor at all the related proceedings of the legalization of proceeds of crime. In addition, 
except for a few exceptions, most of the cases of conviction of corruption in Slovakia is for 
low bribes. Investigators and prosecutors concentrate their resources on the cases where 
they can catch perpetrators "at work". Only exceptionally, there are positive examples of 
investigating only historical events and cases where high bribes and socially significant 
processes occur.  

 
     Reporting corruption and providing qualified evidence is one of the neuralgic points of the 
whole process. The social perception of still poor level of protection of corrupt crime 
notifiers is an extraordinary challenge in detecting and investigating corruption. 
 

     The trend of the ML threat in the field of corrupt behaviour in relation to the 
procurement of a matter of general interest remains unchanged. Healthcare is a long-term 
problematic area with frequent occurrence of corruption. The threat of generating proceeds 
from overestimated prices of projects funded by the euro funds, thereby generating illegal 
proceeds by invoicing fictitious services and other defects of processes within subsidy 
schemes, remains latent.  Also, with respect to a relatively low number of convicted persons 
for corruption in public procurement, usually they are persons who are regular employees of 
contractors or entrepreneurs who were bidding for contracts, the ML threat related to  
public procurement processes will continue. 
 
CRIMINAL VIOLENCE 
 

     From the point of view of the overall ML threat of criminal violence, we can talk about 
a medium-low threat with a decreasing trend. However, except for carrying concealed 
weapons and arms trafficking, where the ratio of unrecorded proceeds is substantially 
higher than the value of detected proceeds, the ML threat of this specific activity is medium 
with an increasing trend of its development with respect to the potential of generating 
proceeds of crime.  

 
o Extortion 
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     In this context, it is necessary to perceive the medium-low level of ML threat only in the 
cases of serious crimes of extortion prosecuted within the subject-matter and local 
jurisdiction of the Specialist Prosecution Office of the tǳōƭƛŎ tǊƻǎŜŎǳǘƻǊΩǎ hŦŦƛŎŜ of the SR. 
It involves primarily the members of criminal groups, because extortion remains one of the 
ways in which they get illegal profits. However, the ML threat trend is declining. 

 

     In general, it is possible to predict that criminal violence will continue to play a marginal 
significance in relation to the possible generation of proceeds of crime and their 
subsequent legalization, without any significant change in the trend. However, an 
organized form of committing certain types of criminal violence (e.g., extortion) still must 
be considered an ML threat.  
 

     Particular attention should be paid to the aspect of combating the illicit manufacture, 
possession and trafficking of weapons, projectiles, ammunition and explosives. 13 The level 
of ML threat for this type of crime is medium-high with a prospective predicted growth. 
The level of ML threat for robbery is medium-low without any change in trends. 
 
MORAL CRIME 
 

     From the point of view of the ML threat, mainly human trafficking (in particular, forced 
begging, forced marriage, sexual and labour exploitation14) has a potential to generate 
proceeds of crime, for which the ratio of unrecorded proceeds is substantially higher than 
the value of detected proceeds, taking into this fact, the ML threat is medium, and the 
development trend is increasing.  

 

      Procuring and Soliciting Prostitution is a latent form of this criminal activity, which is 
identified and detected only to a minimum extent. A specific type of this crime is the so-
called "escort service".   

 

     Although the volume of proceeds generated from prostitution is hard to estimate, it is 
not a high ML threat, where its threat is only present in its links to organized crime, 
without significant fluctuations in trend. 

 
    From the offence of child pornography, the dissemination of child pornography has a low 
ML threat with an increasing trend, as the estimated unrecorded amount of proceeds is 
hard to estimate, but certainly higher than for the reported crime.15 

                                                           
13 From the point of view of long-term statistical reporting and with regard to the nature of the offense, this type 

of crime is included in criminal violence. 
14 Based on an analysis of prosecutions initiated over the last four years, trafficking for the purpose of sexual 

exploitation (almost 50% of cases) prevails. Forced begging is the second (about 20% of cases), followed by 

labour exploitation (about 15% of cases) and the remainder are forced marriages and combinations of the 

above exploitation purposes (about 15% of cases).    
15 Since investigators dealing with the detection of this type of crime during the period under review did not 

receive support in a proactive parallel investigation, there is a lack of identification of proceeds in this area, as 

well as the actual provision and collection of the proceeds of this crime by the perpetrators. With regard to the 

nature of child pornography, it is statistically difficult to determine the damage and therefore does not appear 

in the statistics of this crime. Therefore, it is not real to estimate the volume of perpetrators' proceeds. 



50 
 

 
    In general, an increase in commercially motivated moral crime (procuring and soliciting 
prostitution, trafficking in women and children, etc.), which is the source of illegal proceeds, 
can be expected, and therefore it will represent the highest ML threat of this type of crime. 
The impact and importance of the Internet for the expansion of moral crime, which is a 
significant ML threat, will continue to grow. 
 
1.1.3. ASSESSMENT OF THREATS ON THE BASIS OF LEVELS AND QUALITY OF DETECTION, 
INVESTIGATION AND CRIMINAL PROSECUTION OF THE CASES OF LEGALIZATION OF 
PROCEEDS OF CRIME 
 

     The quality of the actually investigated and prosecuted criminal offenses of the 
legalization of proceeds of crime under Article 233 of the Criminal Act did not reflect the 
seriousness and extent of the predicate criminal offenses detected. 
 
      Despite the rising trend in the use of preventive tools in the form of seizure of proceeds 
of crime in the preliminary procedure, the final seizure of proceeds through property 
decisions was minimal or zero. 
 
     The analysis clearly confirmed the fact that during the period under review there was an 
inability to "demonstrate" the abundance of real convictions, seizure and confiscation of 
the proceeds of crime in so-called High Profile Cases. 
 
     The insufficient quality and nature of actually investigated and criminally prosecuted 
criminal offenses of legalization of proceeds of crime was particularly evident in cases where 
predicate offenses included serious fraud, financial crime, tax crimes, serious criminal 
offenses against property, criminal activity committed through the forms of organized crime, 
corruption, abuse of power by a public official, and the like. Only a minimum number of 
cases of autonomous legalization or legalization by third parties - professional legalizers, was 
registered. Equally, the ML aspects of sophisticated forms of abuse of legal entities were 
sanctioned insufficiently or were not sanctioned at all. 
 
The absence of a real proactive parallel financial investigation is the largest source of an 
ineffective system of detecting and generating serious cases of legalization of proceeds of 
crime. 

 
ANALYSIS OF THE CASES OF LEGALIZATION OF PROCEEDS OF CRIME  
 
     The number of cases prosecuted did not change dramatically in the period under review 
of  2011 - 2015. 
 
     In the period under review of  2011 - 2015, police authorities assessed 1 16516 ML cases 
(the offense of the legalization of proceeds of crime and the offense of sharing), which 
represents only a 0.27% share of a total of 427 309 of all committed criminal acts.  

                                                           
16 The difference between the number of ML cases recorded in the registration statistical system for crime 

(1 278 cases) and the number of ML cases considered (1 165 cases) was due to a change in the legal 
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     In connection with the offense of sharing and the offense of legalization of proceeds of 
crime (Articles 231, 232 and Articles 233, 234), the Prosecutor's Office, for the period under 
review:  

- Terminated the criminal prosecution of 
o unknown persons in 775 cases 
o known persons in 1 196 cases 

Á out of it, in 714 cases, brought an indictment and in 179 cases, 
concluded a plea bargain, 75 x conditionally discontinued the 
criminal prosecution. 

 
     !ŎŎƻǊŘƛƴƎ ǘƻ aƻW {wΨǎ ŘŀǘŀΣ пут ǇŜǊǎƻƴǎ ǿŜǊŜ ƭŀǿŦǳƭƭȅ ǎŜƴǘŜƴŎŜŘΦ ²ƘŜƴ ŀǎǎŜǎǎƛƴƎ ƻƴƭȅ 
the offense of legalization of proceeds of crime under Article 23317 and Article 234 of the 
Criminal Act, the said statistical data are as follows: 
- 607 cases assessed by police authorities (criminal prosecution initiated  = 0.14 % share of 
all criminal prosecutions initiated), 
- completed criminal prosecution of: 
 - unknown persons in 621 cases, 
 - knowns persons in 289 cases, 
  - out of it, in 179 cases, brought an indictment and in 33 cases, concluded 
a plea bargain, and in 2 cases, conditionally discontinued the criminal prosecution.  
 
     !ŎŎƻǊŘƛƴƎ ǘƻ aƻW {wΨǎ ŘŀǘŀΣ пл18 were validly convicted of the offense of legalization of 
proceeds of crime.  
 

Basic overview of the quantitative indicators of the criminal prosecution of the legalization of 
the proceeds of crime during the evaluated period 

legalization/+including sharing 
TOTAL 

Tren
d Ϡ ноо όнрнύΣ ноп όнрнŀύκ ҌϠϠ ном όнрмύΣ нон όнрмŀύ 

  2011 2012 2013 2014 2015 2011-2015   
Number of 
postponed 
UTRs total 

79 125 72 141 111 528  Ү 

Number of 
postponed 
UTRs by 
obliged 
entity / FSJ  

72/79 122/125 71/72 139/141 109/111 513/528  Ү 

                                                                                                                                                                                     
classification of the offense during the investigation (the difference in the initiation of the prosecution under 
Article 199 Criminal Act and bringing of indictment under Article 205 CA or another termination 

17 LƴŎƭǳŘƛƴƎ ƻŦŦŜƴǎŜǎ ǳƴŘŜǊ ǘƘŜ ƻƭŘ /ǊƛƳƛƴŀƭ !Ŏǘ όϠ нрн ŀƴŘ Ϡ нрнŀύ 
18 Even in the case of convicted persons there were significant discrepancies between the data of GPO SR 
and MoJ SR. GPO SR reports 638 convicted persons, out of it 91 convicted of the offense of legalization of 
ǇǊƻŎŜŜŘǎ ƻŦ ŎǊƛƳŜ ǳƴŘŜǊ Ϡ ноо ƻǊ ноп ƻŦ ǘƘŜ /ǊƛƳƛƴŀƭ !ŎǘΦ !ǎ ŀƭƭ ǘƘŜ Ŧƛƴŀƭ ŘŜŎƛǎƛƻƴǎ ŀǘ ǘƘŜ ƭŜǾŜƭ ƻŦ ǘƘŜ aƛƴƛǎǘǊȅ ƻŦ 
Justice, which is officially responsible for this part of the statistics, were physically evaluated for NRA purposes, 

ǘƘŜ ǿƻǊƪƛƴƎ ƎǊƻǳǇ ŘŜŎƛŘŜŘ ǘƻ ǳǎŜ aƻW {wΩǎ ǎǘŀǘƛǎǘƛŎǎ. 
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Referral of 
postponed 
UTRs to 
LEAs 

30 34 20/24 78 51 213/237  Ү 

Referral of 
information 
to FSJ  with 
suspected 
ML            for 
LEAs 

150/150*
19 

198/198* 131/136 300**20 221** 1000/1005  Ү 

                
Initiated 
criminal 
prosecution 

140/296 145/277 106/256 111/239 105/210 607/1278  Ү 

                
Terminated 
criminal 
prosecution 
of unknown 
persons 

101/133 116/143 128/161 118/151 158/187 621/775 ҧ 

                
Terminated 
criminal 
prosecution 
of known 
persons out 
of it: 

32/210 64/237 61/292 62/269 70/188 289/1196 ҧ 

Conditional 
discontinuati
on of CP 

     2/75  

Accused 
persons 

17/98 38/141 35/173 36/128 53/174 179/714 ҧ 

Proposal of 
plea bargain 

0/33 7/35 8/40 9/40 9/31 33/179  Ү 

ʅ 17 45 43 44 62 212 ҧ 

                
Discontinue
d CP 

79/0 98/0 102/106 97/111 109/116 485/510 ҧ 

                
Convicted 
persons 

8/84 7/102 12/115 11/121 2/65 40/48721  Ү 

                

                                                           
19 * In 2011 and 2012, sharing was together with legalization (2011, sharing 2x, 2012 sharing 3x) 
20 ** In 2014 and 2015, only Ä 233 
21 The data are based on the number of valid decisions (judgments) sent by courts at the request of MoJ SR. 
Module 2 ς vulnerability shows slightly different data (42/492) based on official statistics published on the MoJ 
{wΨǎ ǿŜōǎƛǘŜ 
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Postponem
ent of 
proceeds ϵ 
(all obliged 
entities) 

710,273 1,933,116 
830,870 / 
858,058 

3,980,11
7 

3,179,166 
10,633,542 
/ 
11,491,600 

ҧ 

Seizure of 
proceeds 
(only 
moneyΣ ϵύ 
within pre-
trial 
proceedings 
ς 
legalization/ 
other 
offences 

14 / 
293,308 / 
740,363 

15 / 
204,999 / 
2,029,716 

20 / 
8,811,287 
/ 
29,818,21
3 

31 / 
756,080 
/ 
8,505,90
1 

20 / 
4,585,683 
/ 
4,418,543 

100 / 
14,651,357 
*** 22 / 
45,512,736 

ҧ 

40% 10.10% 30% 9% 103% 32.19%   

Of total ϵ 1,033,671 2,234,715 
30,023,21
2 

7,283,22
9 

9,004,226 49,579,053 ҧ 

Final 
decision on 
confiscation 
of proceeds 
ϵ - 
legalization/
all predicate 
offences 

X X -/117,246 
-
/138,085 

X /255,331 ҧ 

 
 
     As for specific crimes generating the highest damage, here we include fraud, credit 
fraud, theft, embezzlement, tax and insurance evasion, tax fraud and failure to pay tax and 
insurance.  
 
     The following outcomes result from an analysis of prosecuted cases of the legalization of 
proceeds of crime (and also sharing) and the related nature of the identified proceeds : 

Even 71.93% ML acts are related to the predicate criminal offence of theft under Ϡ нмн of 
Criminal Act (mainly theft of motor vehicles or motorcycles, theft of a thing and theft by 
breaking and entering). 
The commission of predicate criminal offence of fraud (17.42%) follows. They were mainly 
the cases of unauthorized (fraudulent) transfer of funds for various products or services. 
The commission of offences with an international element was carried out only in cases 
involving theft of motor vehicles and fraud (unauthorized transfer of funds).  
For predicate criminal offences, the commission of offences in a sophisticated manner was 
not proved; to a negligible extent, predicate criminal offences were committed with respect 
to criminal violence. 
 

                                                           
22 *** It reflect s data on seizure reported during the years to MONEYVAL 
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     A large part  - more than a half of the proceeds of crime is subject to the actual direct 
consumption of the predicate criminal offence perpetrators, without the specific elements 
of the legalization moment. 

 

     Legalization of proceeds of crime in prosecuted cases was carried out in particular by: 
- transfers to bank accounts and by withdrawals from these accounts,  
- sale of stolen and changed objects with the hidden origin of their acquisition from crime.  

 
     These conclusions are considerably distorted from the quantitative point of view, in 
particular due to the scope of the prosecuted legalization, the purpose of which was the 
legalization of stolen cars. 
 

      No sophisticated forms of legalization were identified, e.g. using the placement of 
proceeds abroad or with the involvement of professional legalizers. 

 
     In the case of organized forms of crime, the largest source of illegal proceeds in particular 
of criminal groups, is the economic, property, drug-related crime or a combination of these 
types of crime with criminal violence. 
Based on experience in dealing with the legal cases with foreign countries, in general, it can 
be stated that most of the illegal proceeds arise from various types of fraud committed 
through computer systems, that is, cybercrime in conjunction with the economic, cross-
border nature. In these cases, they are, for example, eliciting payments via the Internet for 
advertised goods, services, or for various reasons - credit, winnings, etc., transfers from 
accounts to foreign accounts without the knowledge of the holders, and others, with 
payments being directed to accounts abroad. In most cases, the cases are difficult to detect 
within the limitation periods of prosecution of criminal offenses.  
 
IDENTIFICATION OF PROCEEDS AND WITHDRAWAL OF PROCEEDS  
 
    One of the baseline findings of the evaluation process is the fact that there are no reliable 
statistical data within the activity of LEAs and courts in the SR that would quantify the value 
of the generated proceeds of crime with a sufficient level of explanatory power. Such data 
are not systematically collected. One of the reasons is that determining the composition and 
amount of the proceeds of crime is a qualified process that is part of the evidence in a 
specific prosecution.23 
In the SR, however, we have systematically collected data on the amount of damage 
caused24 for individual criminal offences, which are available to the P PF SR. This criterion, in 

                                                           
23 Another problem is that the seizure itself contains its natural stages that are not statistically distinguishable (for 

example, an order to seize funds stated for a certain amount, a different amount is actually seized that can 

increase during the seizure), the seizure itself is performed in a qualified mode, and data should be uploaded 

to the information systems only after they have been declassified, thus creating space for statistical errors 
24 Ä 124 Criminal Act  

   (1) For the purposes of this Act, damage shall mean harm to property or actual loss of assets or prejudice to the 

rights of the injured party or other harm, which has a causal relationship with the criminal offence irrespective 

of whether the harm has been caused to a thing or to the rights. For the purposes of this Act, damage shall 

also mean advantage gained in causal relationship with the criminal offence. 



55 
 

the given context, provides an insight into the seriousness of the crime committed, as 
damage is also understood as profiting in a causal connection to a criminal offense. It is 
necessary to take into account that the damage in the system of criminal law in the Slovak 
conditions is a significant qualification factor determining the seriousness of the offense. In 
principle, however, it can be stated that the amount of the damage is higher than the 
potential volume of the proceeds of crime. 
 
      Based on the above described outcomes of the analysis of individual types of crime it can 
be stated that despite the fact that Criminal offenses against property have the dominant 
position in terms of the number of offenses committed, then in terms of the amount of 
damage, unequivocally Criminal offenses of economic nature with a share of 60.49% 
prevails. In Criminal offenses of economic nature, just tax crime with a 3103% share has 
a considerable share. Criminal offenses of economic nature are followed by Criminal 
offenses against property with a 25% share. 
 

 
 
     Statistical data show that the competent authorities seized only 12.24% of the value of 
value of the legalized property identified in the prosecution. 
 
     The analysed court decisions reveal that the withdrawal of proceeds by direct 
instruments in cases of criminal prosecution of the legalization of proceeds of crime under 
Ϡ ноо ƻŦ ǘƘŜ /ǊƛƳƛƴŀƭ !Ŏǘ ǿŀǎ minimum or zero. If, even in the period under review, the 

                                                                                                                                                                                     
(2) Damage within the meaning of paragraph 1 shall also mean the loss of profit to which the injured party, 

considering the circumstances and his personal situation, would otherwise be entitled or could reasonably 

expect to obtain. 

(3) In case of criminal offences against the environment, damage shall mean the combined environmental harm 

and property damage; property damage shall also comprise the costs of restoring the environment to its original 

state. In case of the criminal offence of illegal handling of waste pursuant to Section 302, the scope of the 

offence shall be determined on the basis of customary price charged at the time and place of the offence for the 

collection, transport, export, import, recycling, disposal or dumping of waste, and the price charged for the 

removal of waste from the site that is not designated for dumping. 
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confiscation of a thing was imposed, it was generally an instrument for committing a crime, 
and not proceeds of crime. The confiscation of property was imposed exceptionally. 
 
     The proceeds of crime can be seized either by the forfeiture of property, forfeiture of a 
thing, or by imposing the protective measure for the confiscation of a thing, but in this 
regard also by the imposition of a pecuniary penalty. Because of its nature, the seizure of 
proceeds also includes the award of the compensation of damage to the injured party in 
criminal proceedings, which is borne by the convicted person.  
 
      The Slovak particularity is a relatively frequent imposition of a pecuniary penalty, 
which de facto withdraws the value of gained profit from criminal activity without the 
obligation of the judicial authorities to identify (and demonstrate) the specific things that 
were obtained by criminal activity or acquired for such things. Another advantage of this 
sanction is the relatively fast execution, as opposed to the lengthy process of confiscating 
a particular thing (or property).  
 
     The imposition of pecuniary punishment is, in terms of the withdrawal of proceeds of 
crime, the most important factor in the assessment of convictions for predicate offenses, for 
which due to the absence of a parallel financial investigation, criminal prosecution for the 
legalization of proceeds was not extended, and the criminal sanction of the perpetrator 
(either for self-laundering or for separate cases of legalization) was completed with such a 
process. 
 
     Without keeping statistical data on the value of pecuniary punishment imposed and the 
value of the compensation of damage awarded in criminal proceedings, it is not possible to 
demonstrate the effectiveness of this method of seizure of the proceeds of crime.  
 
    A frequent measure is also the imposition of an obligation to compensate the injured 
party for damage. However, if the damage cannot be quantified or accurately quantified, 
the injured party would have to refer it to a civil procedure. However, no statistical data are 
kept on how many injured parties actually made their claim in a civil procedure.  
 
     From the judicial decisions under review concerning the criminal prosecution of the 
legalization of proceeds of crime, the compensation of damage was imposed in a total of 56 
cases, the pecuniary punishment in 27 cases, and in 57 cases the injured party was 
dependent on a civil procedure.  
 
     The concept of the withdrawal of illegal proceeds outside criminal proceedings (without 
a previous conviction in criminal proceedings) in the form of procedures according to Act 
No. 101/2010 Coll. on proving the origin of property, appears as absolutely ineffective now 

(without real results).  
 
 
 
 
 
ML GEOGRAPHICAL FACTORS 
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     A total of 1113 Slovaks participated in ML cases, which is a 9554% share of the total 
number of ML cases (1165 cases) and foreigners appeared in 53 ML cases, number 99 (an 
8.50%)25. 
 
     Offenses with an international element were committed mainly in cases involving the 
theft of motor vehicles and fraud (unauthorized transfer of funds). It is clear from the 
analysis that statistically the proceeds generated in the Slovak Republic still prevail. 
However, from a qualitative point of view, an increasing trend of the detection and 
subsequent prosecution of money laundering with an international element with the 
generation of proceeds of crime, must be provided. This fact is significant not only in the 
context of a growing volume of prosecution of the so-called carousel fraud. As a relevant 
regional scope, it is possible to designate neighbouring countries, in particular the Czech 
Republic and Hungary. At some distance, Ukraine and Austria and Poland follow. The EEC 
countries are significant, particularly Italy, the Federal Republic of Germany, Switzerland and 
the Netherlands. Also, ML cases involving tax havens were not produced. 
 
     For the target country of ML cases it is important to determine the country in which 
things, proceeds or property should be placed after their/within the legalization or  sharing. 
In the vast majority of ML cases, the target country was the SR (in 1059 ML cases, 
representing a 90.90% share). Among the other most frequently occurring target countries 
were Ukraine (20 ML cases, which is a 1.72% share), Poland (12 ML cases, 1.03%) and 
Hungary (8 ML cases, a 0.69% share). Most frequently, proceeds in the form of transfers of 
funds and stolen vehicles were directed to foreign countries. 
 
     The most frequent target country for transfers of funds was Ukraine. 
It is interesting to note that such countries as China, Hong Kong, Cameroon, Russia, Serbia, 
Turkey, i.e. non-EU countries were target countries for this method. 
 
     Furthermore, there were ML cases with stolen vehicles, where the target country was 
again mainly Ukraine. ML cases with the consumption and repayment of false checks were 
directed to foreign countries less frequently.  
 
     In relation to the country of origin, for ML cases, the highest representation had the SR 
(63.52%), followed by Germany (8.50%), Austria (7.98%), Czech Republic (4.64%), %) and 
other countries. In 74 ML cases the country of origin was not detected (6.35% - it was mainly 
related to car theft and subsequent legalization). However, the main threat is cybercrime. 
 
 
 
 
 
RELATED PREDICATE CRIMINAL OFFENCES: 
 

                                                           
25 For this characteristic of ML cases, it was taken into account how many persons were involved in legalization 

or in the sharing, i.e. how many people were suspected and how many people were accused. 
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     Even 71.93% of the deeds constitute theft under Ϡ 212 of the Criminal Act (in particular 
the theft of a motor vehicle or a motorcycle, theft of things and theft by breaking and 
entering). 
 
     It is followed by the commission of predicate offences in the form of fraud (17.42%). 
These were in particular cases of unauthorized (fraudulent) transfer of funds for various 
products or services. Other predicate offences26 occurred only marginally with a 5.92% share 
(from 0.09% for the offence of carrying concealed weapons and arms trafficking to 2.40 % 
for the criminal act of robbery). 
 
     In ML cases linked to criminal groups, these systematically focused on fraudulent 
transfers of real property and their subsequent legalization, in terms of proceeds from this 
criminal activity, there were large financial proceeds, which in individual prosecuted cases 
exceeded the amount of EUR 1,000,000. The investigation of such cases generally lasted 
from the start of the criminal prosecution until the submission of an indictment for at least 6 
years. 
 
     The most widespread form of punished legalization of proceeds of crime was found in 
the form of personal consumption of stolen things and funds. 
 
     From the point of view of the services (products) used and the sectors and institutions 
involved, the analysis of all ML cases shows that most often it was about possession and use 
(37.17% of ML cases), then a bank (15.80 % of ML cases), district office (1416% of ML 

                                                           
26 Carrying concealed weapons and arms trafficking, tax and insurance evasion, failure to pay tax and insurance, 

abuse of power by a public official, establishing, masterminding and supporting a terrorist group, illicit 

manufacturing and possession of narcotics or psychotropic substances, poisons or precursors, and trafficking 

in them 

71,93%

17,42%

4,98%
5,92%

Predicate criminal offences of prosecuted ML cases 
considered

Theft

Fraud

Countefeiting and altering
identification data of motor
vehicles

Other predicate COs
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cases), originality check (8.58% of ML cases), District Traffic Inspectorate (7.73%) and 
conventional sale (6.44% of ML cases). Other subjects appeared sporadically. 
 

 
 

ML threat for the sector Trend 
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Banking, offshore   X         X   

Securities     X       X   

Asset companies       X   X 
 

  

Insurance sector     X     X     

Payment 
institutions, 
payment service 
agents and 
electronic money 
institutions 

  X         X   

Leasing       X   X     

Creditor         X X     

Financial agent and 
financial advisor 

        X X     

Exchange office     X     X     

Gambling operator X         X     

Real estate 
agencies, building 
sector, development 

X           X   

Health service, sale 
of medicinal 
products and 
medical materials 

X           X   

Merchants with 
precious metals and 
stones 

  X       X     

Auditors         X X     

Accountants       X   X     

Lawyers     X     X     

Notaries     X     X     
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Tax advisor     X     X     

Pawnshops     X     X     

Auction         X X     

Non-profit 
organizations 

  X         X   

Other services 
(advertising, sports, 
sponsoring ...) 

X           X   

Others (cars, 
possession and use, 
standard sale, 
personal 
consumption, etc.) 

  X         X   

 
 
     An assessment of the seriousness of predicate offenses and the related volume of money 
laundering shows that the most serious are: criminal acts in the area of tax crime, Criminal 
offenses of economic nature and Criminal offenses against property.  
 
     However, from a qualitative point of view, it is necessary to note the increasing trend of 
detection and subsequent prosecution of money laundering with the cross-border element 
of generating proceeds of crime. This is particularly important in the context of the increase 
in the volume of prosecution of the so-called carousel fraud. 
 
     In the relevant period, systematic measures taken at the level of GPO SR started to be 
visible. While in 2011, 2012, the dominant were prosecution cases the predicate offenses of 
the theft of motor vehicles and their subsequent legalization with VIN cloning or the 
consequences of simpler forms of fraud. Data from 2015 indicate the prosecution of more 
sophisticated forms of fraudulent conduct and mainly the accelerated prosecution in the 
field of cybercrime but also, for instance, in the field of fraud. When assessing the nature of 
actually initiated criminal prosecutions (but not validly terminated), it is clear that this 
positive trend is growing. 
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1.2. VULNERABILITY WITH RESPECT TO THE LEGALIZATION OF PROCEEDS OF 
CRIME AT NATIONAL LEVEL 
 
     The basic precondition for introducing effective tools and measures within the national 
AML and CTF system is to identify vulnerable and weak points and possible gaps that would 
facilitate potential perpetrators to place, stratify and integrate the proceeds of crime.  
 
     The overall level of vulnerability of the SR is based on the evaluation of two basic 
parameters:  

1. Country's ability to combat ML, 
2. Overall vulnerability of the sectors of the national economy. 

 
     The overall level of vulnerability of the country from the point of view of combating the 
legalization of proceeds of crime was determined at the level of medium to medium-high 
level - the score according to the programme tool : 0.6.  
 
     The result of the country's overall ML vulnerability at national level points to the fact that 
the level of measures in combating money laundering is average and a more problematic 
area is mainly the low effectiveness of these measures. The reason for the weaker ability of 
the country to combat legalization is the lack of quality of search, detection of crime, the 
quality of prosecution, the quality of judgments and an impaired quality of the framework  
of the seizure and final confiscation of illegally acquired property.  The resulting average 
level of overall sectoral ML vulnerability is primarily determined by the moderate 
vulnerability of the banking sector, which is the most important sector from among the 
evaluated ones for the national economy, and the financial sector of the country. Priority 
measures to strengthen the country's capability to fight against the legalization of proceeds 
of crime should primarily relate to capacity and resources to detect financial crime and the 
banking sector. 
 
1.2.1 COUNTRY'S ABILITY TO FIGHT AGAINST THE LEGALIZATION OF PROCEEDS OF CRIME 
 
     In general, the ability of the country to fight against ML can be understood as the ability 
of the competent authorities to effectively prosecute and sanction the cases of the 
legalization of proceeds of crime, as well as the ability to identify and seize the income and 
proceeds arising from criminal activity. The country's ability to fight against ML was 
evaluated at a medium-low to medium level - the score according to the programme tool: 
0.40.  
 
The country's ability to fight against ML is mainly influenced by the following factors:  
 
Factors affecting the SR's ability to fight against ML Score 

Quality of AML policies and strategies 0.5 

Effectiveness of the definition of the offense of legalization of proceeds of crime 0.6 

Comprehensiveness of legal framework for seizure of property 0.6 
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Quality of the FIU's activity in obtaining and processing financial intelligence information 0.6 

Capacities and resources for detecting and investigating financial crime 0.3 

Integrity and independence of law enforcement units 0.6 

Capacities and resources for criminal prosecution of financial crime 0.5 

Integrity and independence of LEAs 0.6 

Capacities and resources for judicial proceeding on financial crime 0.5 

Integrity and independence of judges 0.5 

Quality of border checks 0.7 

Comprehensiveness  of the customs procedure on the inspection of cash and similar money 

market instruments 

0.7 

Effectiveness of customs controls on cash transport and similar financial market 

instruments 

0.7 

Effectiveness of national cooperation 0.5 

Effectiveness of international cooperation 0.7 

Level of formalization of the national economy 0.7 

Level of financial integrity 0.7 

Effectiveness of tax collection 0.5 

Availability of an independent audit 0.7 

Availability of trusted identification infrastructure 0.5 

Availability of independent information resources 0.5 

Availability of information on beneficial ownership 0.5 

 
 
QUALITY OF AML POLICY AND STRATEGY 
 
- a Strategic Plan to Combat Money Laundering and Terrorist Financing for 2012 - 2016 
     The strategic plan was based on the need to take effective measures to identify the 
proceeds of crime and to prevent their placement in the market economy and further use, 
as well as to create conditions for their final confiscation. At the same time, it was necessary 
to point to the unwanted situation in detecting, investigating and prosecuting Criminal 
offenses of economic nature where, where in most cases, the LEAs document only predicate 
offenses and does not deal with income and proceeds generated by them. At the same time, 
A Schedule for Material and Time Implementation of the Measures from the AML and CTF 
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Strategic Plan for 2012 - 2016, was prepared. With respect to that the said Schedule was not 
discussed by the Slovak Government but was discussed at the MISO-LP level, which does not 
have instruments to enforce the obligations arising from the results and conclusions of the 
meeting. For this reason, the Strategic Plan did not have a positive impact on the 
development of crime, namely the detection of legalization of proceeds of crime or the 
detection of predicate offenses that generate the highest proceeds or income. 
 
- Action plans to combat tax fraud 
     The fight against tax fraud is a long-term goal supported by the Slovak Government. For 
this reason, Action Plans to Combat Tax Fraud were adopted by resolutions of the 
Government of the Slovak Republic. The individual measures were strategically elaborated 
by individual units and departments, whether through a change in legislation or by adopting 
new internal procedures and methods. The implementation of the measures of the 
approved Action Plan to Combat Tax Fraud has brought relevant results and achieved the 
objective pursued. This involves in particular to reduce the scope of tax fraud and evasion, to 
identify them more quickly and to sanction the perpetrators more effectively. The negative 
impact of the implementation of measures is a change in the behaviour of a certain part of 
the business community in the sense that the form of fraud moves into more sophisticated 
forms.  
 
     In the period under review, a set of comprehensive measures based on risk assessment in 
the system of anti-legalization measures was not developed in the conditions of the SR.  
 
Vulnerabilities: 

- Obliged entities do not sufficiently assess the clients in terms of the risk of 
legalization and terrorist financing, even if the obligated entities identify a higher risk 
with the client, the subsequent measures to mitigate the risk of the client are not 
executed and the risk is not reduced to the acceptable level by obliged entities,    

- The Strategic Plan to Combat Money Laundering and Terrorist Financing for 2012 - 
2016 was not submitted for adoption to the Slovak Government, the Strategic Plan 
did not define the responsibility of authorities and specific tasks and deadlines for 
the obligations,  

- The current organizational integration of the FSJ must be changed due to the 
importance and complexity of its tasks, as the FSJ: 
a) Performs the tasks of the Central National Unit in the field of the prevention and 

detection of the legalization and financing of terrorism, 
b) As the gestor of Act no. 297/2008 Coll., the FSJ will prepare further legislative 

proposals in the fight against the legalization and terrorist financing and will 
contribute significantly to the elaboration of the AML Strategic Plan, 

c) In the next period, it should also be in the role of coordinator of national risk 
assessment, which should be accepted by other institutions.       

 
EFFECTIVENESS OF THE DEFINITON OF THE OFFENSE OF LEGALIZATION OF PROCEEDS OF 
CRIME 
 
     On the basis of the analysis of the judgments carried out, as well as on the basis of the 
analysis of the GPO of the SR on the limitations of criminal prosecution of the legalization of 



64 
 

proceeds of crime, and further analysis of the prosecution of self-laundering, the evaluation 
team notes that the legislation does not contain any legal obstacles to prosecution in cases 
of the so-called self-laundering, autonomous laundering and legalization of proceeds 
through a third party. Nevertheless, the analysis of particular judgments has shown that the 
potential of the legislation has not been sufficiently applied in practice.  

 
     The evaluation team notes that the existing legislation does not contain any conditions 
that would imply a specific approach to proving objective and subjective aspects competed 
to other criminal offenses. The problem, however, remains to prove the actual proceeds of 
crime that differ from the damage caused in criminal proceedings and require a relatively 
high degree of identification. This is particularly important in the absence of a proactive, 
parallel financial investigation.  

 
Vulnerabilities:  
- As a possible source of vulnerability it is possible to identify the negligent conduct of 
perpetrators in relation to the legalization of proceeds of crime or demonstrating the 
fulfilment of the subjective aspect of the offense, especially in cases where the persons are 
part of or a component of the legalization scheme and are only misused to open a bank 
account, or only to send the received funds, or withdraw cash elicited in a fraudulent 
manner (frontmen). 
 
EFFECTIVENESS OF CROSS-BORDER CASH CONTROLS 
 
     The risk of smuggling of cash and other non-monetary assets is low despite the 
geographical location of the SR as an EU border country (and the Schengen area). The 
physical land border with Ukraine is only 98 km long and highly orographically structured. A 
major part of the border forms uneven ground, legal crossing is only possible through 3 road 
border crossings and 2 railway crossings. Largest part of the border is mainly forest and part 
of the border forms watercourses. Since this border is the Schengen border, its physical 
security is at high level. The number of border crossings is small, and the capacities built at 
that border are sufficient and complemented by technical devices for identifying goods, 
including cash. At the border crossings there are both stationary and mobile means of 
identifying goods. 
 
     After the incidents with smuggling of cigarettes and people, the air border is secured by 
the AF SR through radars. Three international airports of the Schengen type with third 
countries are the other border, where the level of controls is at the required level and meets 
the European standards. The largest of them, the Bratislava Airport reinforced its capacities 
by developing a Travel Regime branch which primarily addresses the detection of smuggling 
of goods including cash and non-monetary assets. The customs office carries out checks for 
the performance of the duty to report and is entitled to require the necessary co-operation 
of the inspected persons.  

 
     In the period under review, the number of cash transfer notifications for individual years 
is fairly balanced.27 Most of the notifications were made at the UA - SKK border crossing 
point, the number of notifications at airports is limited by the fact that few flights from/to 
                                                           
27 Detailed information on cash transfer reports is provided in Section 3 Terrorist Financing Threat 
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third countries are performed at Slovak airports. Slovak citizens use the airports in Budapest 
and Vienna for flights outside the EU, as witnessed by the fact that Vienna found passengers 
with unreported larger amounts of cash in the past. The competent authorities have a 
system for verifying the reporting of cash transfers both at national and international levels.  
 
     During the period under review, the competent customs authorities imposed two penalty 
notices for failing to notify the cash transfer, which was subsequently detected by inspecting 
the luggage. In one case, the passenger admitted the transfer of cash at the request of a 
customs officer.  
 
Vulnerabilities: 
- A risk was identified as regards the possible use of cash transport through postal items or 
freight. Legislative measures need to be taken and the duty to report must be extended to 
the customs authorities for dispatching or accepting postal or other consignments from/to 
the Slovak Republic outside the territory of the European Communities, it is also necessary 
to impose an obligation on the persons concerned to allow the customs authorities to 
control such consignments. 
- Absence of enhanced cooperation between the competent authorities,  
- Mutual exchange of information, provision of guidance and training, 
- Absence of adequate legislative and organizational measures to effectively seize suspicious 
funds 
 
QUALITY OF FINANCIAL CRIME DETECTION 
 
a) Activities of the FSJ 
 
      Since 2011, the MONEYVAL Committee has stressed its concerns about the FSJ's 
organizational status in the police structure and the system as a whole, which negatively 
affects the ability of the FSJ to bring ministries and other state bodies together for the 
effective functioning of the AML and CTF system. The MONEYVAL Council of Europe 
Recommendations also pointed out the need to increase personnel and material resources 
for the FSU to strengthen its institutional position in the fight against legalization and 
terrorist financing, and not to weaken it. Problems in obtaining information in the 
framework of national risk assessment and changes in staffing within working groups have 
also shown an inappropriate institutional position of the FSJ (e.g., in the area of performance 
of its AML/CTF coordination function).  
 
     The FSJ is led by the director appointed by the director of the National Criminal Agency. 
The FSJ Director does not have the personal powers and the position of the FSJ Director is 
subject to high fluctuation. This is evidences by the frequent personnel changes (five persons 
were in the post of the FSJ Director between 2010 and 2015), which has a negative impact 
on the FSJ's conceptual activity. Since the FSJ does not have its own budget, its material 
provision is not at an adequate level. FSJ police officers' earnings in the period under review 
did not correspond to either the average value of service salaries in other units within the 
NAKA; in the period under review, there was a reduction of service salaries due to measures 
resulted from the economic crisis. These facts have a negative impact in particular on: 
a) System for verifying UTRs,  
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b) Implementation of strategic analyses and development of typologies, and 
c) system of exercising the FSJ inspection activity in relation to the performance of 
obligations of the obliged entities resulting from the AML/CTF Act.  
 
 
 
Dynamics of the developments of UTR reports received in 2010 ς 2015 

 
 
 
 
 

Year 
Total no. of 

reports 

Reports type 

"A"28 

Reports type 

"B" 

Reports type 

"C" 

2011 2 982 584 2 098 300 

2012 3 650 565 2 586 499 

2013 3 886 352 2 598 936 

2014 3 928 501 2 414 1 013 

2015 3 264 439 2 117 708 

Total 17 710 2 441 11 813 3 456 

 
UTR reports by the structure of obliged entities for 2011 - 2015.  
                                                           
28 wŜǇƻǊǘ ǘȅǇŜ α!ά ς UTR reports with a high ML and ¢C ǊƛǎƪΣ wŜǇƻǊǘ ǘȅǇŜ α.ά ς UTR reports with a medium ML 
and TF ǊƛǎƪΣ wŜǇƻǊǘ ǘȅǇŜ α/ά - UTR reports with a low ML and TF risk. 
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 2011 2012 2013 2014 2015 

Banks 2,513 2,989 3,416 3,378 2,953 

Insurance companies - 258 155 174 112 

Central Securities Depository 2 - - 1 4 

Management company and 
depository 

23 23 41 64 30 

Securities dealer 10 7 2 19 - 

Supplementary pension 
company 

2 - - - 1 

Legal entity/ natural person - 
exchange activity 

1 120 116 8 9 

Legal entity/natural person - 
trading in receivables 

4 120 - - 1 

Legal entity/natural person- 
financial leasing 

72 - - 25 20 

Payment institution - - - - 53 

Gambling operator 49 45 12 6 22 

Postal service undertakings 120 89 105 108 54 

Court enforcement officer - - - - 1 

Lawyer or notary 2 2 15 1 3 

Legal entity/natural person - 
courier services 

- - - - 1 

Legal entity/natural person - 
real estate business 

1 85 1 1 - 

Auditor 1 4 3 - - 

Accountant 3 - - - - 

Total number of UTR reports 2,982 3,650 3,886 3,928 3,264 

 
 
     In the period between 2011 and 2015, the FSJ provided 1,741 pieces of information to 
LEAs, of which 1,000 cases were referred for criminal prosecution in connection with a 
suspicion of legalization of proceeds of crime, out of which in 518 cases PF investigators 
initiated criminal prosecution under Ϡ мфф of the Code of Criminal Procedure, in 118 cases, 
an indictment was brought under Ϡ нлс of the Code of Criminal Procedure, 154 persons 
were accused, and a total of 40 persons was convicted.  
 
a) For an offence under Ϡ ноо [ŜƎŀƭƛȊation of proceeds of crime ς 75 cases,   
b) For an offence under Ϡ ноо Legalization of proceeds of crime in parallel with an offence 
under Ϡ ннм Fraud ς 6 cases  
c) And in 7 cases an indictment was brought under Ϡ нлс of the Code of Criminal Procedure 
for an offense under Ϡ ноо Legalization of proceeds of crime ς 5 cases, and for an offence 
under Ϡ ннм Fraud - 2 cases). 
 
     The number of referred cases of the legalization of proceeds of crime varied during the 
period under review; the highest was in 2014 and the lowest in 2013.  
 
      For the period under review, as predicate offences for such referred information, there 
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were 868 cases of a suspicion of fraud όϠ ннмύΣ 6 cases of a suspicion of sharing όϠ нонΣ 
Ϡ 231), and 51 cases of a suspicion of another offence  

- Ϡ мтм Illicit manufacturing and possession of narcotics or psychotropic substances, 
poisons or precursors, and trafficking in them,  

- Ϡ нмн Theft,  
- Ϡ 213 Embezzlement,  
- Ϡ нмф Unlawful Manufacturing and Enjoyment of Payment Means, Electronic Money 

or Other Payment Card,  
- Ϡ ннл Falsification and Fraudulent Alteration of Motor Vehicle Identification 

Numbers,  
- Ϡ ннн Credit fraud,  
- Ϡ ннр Subsidy Fraud,  
- Ϡ ннс Unjust Enrichment,  
- Ϡ нну Induced Bankruptcy,  
- Ϡ нос Concealment of a Thing,  
- Ϡ нрм Unlawful Business Activity,  
- Ϡ нтл Forgery, Fraudulent Alteration and Illicit Manufacturing of Money and 

Securities,  
- Ϡ нтс Tax and Insurance Evasion,  
- Ϡ нтт Failure to Pay Tax and Insurance,  
- Ϡ орн Counterfeiting and altering a public instrument, official seal, official seal-off, 

official emblem and official mark. 
 
     Although the FSJ always requires feedback from LEAs on the use of the information sent 
and obtained within UTR reports, the feedback from the LEAs was not at the required level. 
In the period under review, no cooperative activities identifying problem areas and causes, 
were performed.  
 
     The customs office sends notifications of the cross-border transfer of cash to the FSJ on 
a monthly basis, in accordance with Article 4 par. 2 of Act No. 99/2004 Coll. of the Customs 
Act and on amending and supplementing certain laws, as amended (hereinafter: "Act No. 
99/2004 Coll. the Customs Act") and notifications of committing a customs delict or a 
customs offence according to the provisions of Article 72 par. 1 n) of Act No. 99/2004 Coll. 
the Customs Act committed by a person who had provided false information on/had not 
reported the import, export or transport of cash according to Article 4 par. 2 of Act No. 
99/2004 Coll. the Customs Act. Information received from cash transfer notifications is 
reviewed in the performance of FSJ activities and, based on the results of the analysis, it is 
referred to the competent authorities in the Slovak Republic or the FSJ partner services 
abroad or is entered into the FSJ internal database for further service use.  
 
     Overview of the cash transfer notifications to/from the European Union received by the 
FSJ and the amount of money transferred in 2011 ς 2015: 
 
Year Number of reports received Amount of transported 

funds in EUR 
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2011 66 312 637 

2012 63 1 649 419.38 

2013 58 1 422 131.86 

2014 59 1 764 189.93 

2015 72 2 885 240.69 

2011 - 2015 318 8 033 618.86 

 
Amount of funds transported to/from the European Union in 2011 ς 2015. 

 

 
 
b) Capacity and resources for detecting crime  
 
     In the conditions of the SR, operational units of the PF, operational units of the Financial 
Administration Criminal Office (FACO), FSJ according to a special regulation29 and intelligence 
services are responsible for the detection of property and Criminal offenses of economic 
nature. In the case where the FSJ or intelligence services obtain information that may be 
related to criminal activity, they are obliged to forward the information to the competent PF 
unit having local and subject-matter jurisdiction or to the FACO. Under the Act on the Police 
Force, information and technical means and operational activities of search may be used in 
the performance of tasks in the field of combating the legalization of proceeds of crime. In 
the detection of tax evasion or illegal financial transactions or the legalization of proceeds of 
crime and related offenses and their perpetrators, an important legal entitlement for police 
officers of the Financial Police and Criminal Police Service is the possibility to ask for 
information in writing which is subject to bank secret.  
 
     Despite the fact that the above-mentioned criminal activity causes high damage to the 
national economy as well as to the property of the citizens and the state, in Slovakia, there is 
still no specialization in the area of detection of the legalization of proceeds of crime, 
especially in the absence of specialized services dealing with the so-called financial 
investigation. This fact also results in sufficient seizure and confiscation of proceeds and 

                                                           
29 AML/CTF Act 
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income of crime (and the compensation for inflicted property or economic damage). At 
present, these acts are carried out by investigators investigating predicate offenses or 
criminal offense of the legalization of proceeds of crime. The vulnerability is very strong in 
this case, and this long-lasting undesirable condition must change.  
     A deficiency is the fact that no central register of bank accounts is established, and the 
detection of information that is subject to bank secret is more time-consuming due to the 
need to send requests to all banks, it is also not possible to track online account movements. 
Slovakia does not have a sufficient legal basis for property monitoring, in practice it is 
possible to detect how property is disposed of only through reinvestigation of the status, 
using repeated lustrations, sending new applications, and the like, whereas it is not active 
property tracking in real time. 
  
c) Effectiveness of international cooperation 
 
International cooperation at FIU-FIU level 
 
     The performance of international cooperation on the exchange of financial intelligence 
and other relevant information and data to combat ML and TF is fully implemented by FSJ 
members. To this end, two secure information channels are used, i.e. Egmont Secure Web 
and FIU.NET. Only members of the FIUs have access to the information exchanged through 
the channels. The determining element of the international exchange of information is given 
by the AML/CTF Act. The determining element of international cooperation is the so-called 
Principles of the Egmont Group for Information Exchange between Financial Intelligence 
Units that provide in detail the conditions for the provision and exchange of information and 
recommend the form of information requests. The effectiveness of international co-
operation in verifying UTRs is, from the point of view of the SR, primarily determined by the 
scope of authorization of the foreign partner financial intelligence unit in obtaining and 
providing the requested information on behalf of the FSJ.  
 
     In the reference period of 2011 to 2015, the FSJ sent 1491 requests in the process of 
exchanging information abroad, and a total of 1138 requests for information was received 
and handled from abroad. The FSJ received 571 spontaneous information from abroad and 
sent 1950 spontaneous information abroad. 
 
International police cooperation 
 
      On the part of police forces, international cooperation is developed at the required level, 
with the exception of cooperation with some countries where delays occur. LEAs cooperate 
with foreign partners under the Police Force Act, which stipulates that the Police Force 
cooperates with the police of other countries, international police organizations, 
international organizations and organizations operating in the territory of other countries in 
the form of exchange of information, exchange of liaison officers or other forms. This 
therefore constitutes the legal basis for providing international police cooperation.  
 
     In the field of the investigation and detection of criminal activities, the competent 
departments of the Police Force of the Slovak Republic use the national centres EUROPOL, 
INTERPOL, SIRENE, joint liaison officers and ǇƻƭƛŎŜ ŀǘǘŀŎƘŞǎ deployed in selected EU 
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countries and outside the EU. Part of the system is the efficient use and ability to set up joint 
investigative teams for demanding cross-border cases (the so-called JITs).  
d) Availability of reliable information and evidence 
 d1) Level of formalization of the economy 
     According to research, more than one third of companies in the Slovak Republic are 
exposed to the competition of informal or unregistered companies, which represents a 
significant restriction in business. Companies that successfully avoid taxes gain a significant 
competitive advantage. The issue of tax evasion is one of the biggest problems of the 
shadow economy. VAT fraud performed as part of carousel transactions and the use of straw 
men play a major role in the shadow economy . 
Compared to the EU, the size of the shadow economy in Slovakia can be considered average, 
but its size in the Slovak Republic cannot be described as negligible. The volume of the 
shadow economy in the Slovak Republic is gradually falling. Starting from 2008, there has 
been a decline from 16% to 14.1% in relation to GDP. In 2015, the volume of the shadow 
economy was estimated at 14.1% of the economic performance, while the average of the 
Member States was 18.5% of the economic performance. As a result of the shadow 
economy, every year, Slovakia loses tax revenues for 2.7% of GDP, roughly 2 bil. EUR. The 
shadow economy is most evident in the building industry, retail, wholesale, but also in 
agriculture, manufacturing industry, transport, accommodation, small services and 
restaurants30.  
 
     In order to reduce the size of the shadow economy, it is necessary to focus on its causes 
rather than on its implications. The reasons are especially complicated regulation and high 
tax burden, which allow the growth of the shadow economy, a significant difference in the 
economic performance of individual regions of Slovakia and the related differences in the 
ǇƻǇǳƭŀǘƛƻƴΩǎ ƭƛǾƛƴƎ ǎǘŀƴŘŀǊŘǎΦ bƻ ƭŜǎǎ ƛƳǇƻǊǘŀƴǘ ƛǎ ŀƭǎƻ ǘƘŜ ƛƴǘŜƴǎƛǾŜ ǳǎŜ ƻŦ ŎŀǎƘ ƛƴ ōǳǎƛƴŜǎǎ.  
  
 d2) Reliability of financial records and books 
     Reliability of accounting records/books assesses whether ML investigators can rely on 
financial records/books to track the flows of financial proceeds of crime in cases of 
legalization of proceeds of crime. Reliability of financial records/books is affected by the 
level of financial integrity, the efficiency of tax collection and the availability of independent 
audit. 
 
     Investigators cannot always rely on corporate financial records to track the flow of money 
in investigating ML cases. The information provided by the banking sector is reliable, but the 
problem of monitoring the flow of funds arises in the collection of cash. It is problematic to 
find out how the funds were handled according to legal entities' accounting records due to 
the inconsistent keeping of accounts by entities committing criminal activity.  
 
  1. Level of financial integrity 
     In order to identify the level of financial integrity of business entities operating in the 
Slovak Republic, it is necessary to change the system of obtaining the relevant data and 
information. Based on currently obtained data, the level of financial integrity cannot be 
accurately defined. However, the competent authorities have a clear picture of the 
shortcomings and problems in the tax area. In order to remove and streamline tax collection, 
                                                           
30 Source: see more EUROSTAT 
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an Action Plan to Combat Tax Fraud (including its update) was issued. One of the effective 
tools is the joint project of FA SR, NAKA in cooperation with the GPO SR - the so-called Tax 
Cobra. This project has introduced new control mechanisms and has greatly increased the 
level of cooperation of the competent authorities in the detection of tax crime, especially in 
cases of unjustified excessive VAT deductions.  
 
 
 
 
Overview of the activity of the Tax Cobra since its creation on the basis of statistical data 
collected by the PF SR (NJFP NAKA P PF).  
 

  

No. 

of 

cases 

No. of 

accused 

persons 

Damage in 

EUR 

Funds 

saved in 

EUR 

Imprisonment 

Valid judgment 

Qualification Sentence 

Total 

2011 

- 

2016 

82 328 361,271,255.10 84,774,183.00 20 

2 x Ä 277 

Crim. Act  

Failure to Pay 

Tax and 

Insurance 

Imprisonment 

3y./PO 5y., 

Imprisonment 

12 y. + fin . 

penalty 

30,000,- EUR 

+ prohibited 

to run a 

business 10y. 

+ confiscation 

of 1,800,000,- 

EUR  

 
 
     In the context of Criminal offenses of economic nature, invoices and accounting 
documents are misused frequently, in particular forgery of these documents. This is also 
linked to inadequate business ethics and non-performance of obligations arising from 
supplier and customer contracts and agreements. Business ethics is continually developing in 
Slovakia. Successful companies, in the interest of promoting corporate culture, most often 
use training for newly-recruited employees to quickly adapt and orientate themselves in 
their companies. Companies apply different approaches to introducing basic ethical 
principles into economic practice. Companies with foreign participation, however, have 
developed codes of conduct, which take the form of a written document defining the basic 
principles of ethical behaviour applicable to the entire company. 
 
  2. Effectiveness of tax recovery 
     The tax burden in Slovakia is low, and mandatory contributions an important source of 
revenues. In Slovakia, the tax-to-GDP ratio is 31% of GDP, which makes Slovakia one of the 
countries with the EU's lowest tax burden. In 2014, taxes accounted for around 80% of all 
revenues, which is one of the lowest figures in the EU. The composition of tax revenues was 
relatively stable over time and was largely supported by mandatory contributions (Section 
2.3), with income taxes and property taxes comparatively low. Although taxes on production 
and imports (e.g., VAT) as a share of GDP are below the EU average, for Slovakia it is the 
second largest source of revenues.  
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     Anti-fraud measures for tax have contributed to improving tax collection. As part of the 
Action Plan to Combat Tax Fraud, the Government has implemented ca. 50 measures since 
2012. The most important of these included the VAT control statement and the mandatory 
VAT advance on registration for high-risk applicants. The effective VAT rate rose from a 
record low figure in the third quarter of 2012 and stabilized at around 14.5% in recent 
quarters. The Ministry of Finance estimates that in 2013 ς 2014, the effectiveness of VAT 
collection brought additional VAT receipts of 1.2% of the GDP, mainly due to the anti-fraud 
measures. The next period showed further improvements in tax collection. However, the 
continuing high outages in VAT receipts indicate that there are shortcomings in the tax 
discipline of VAT. 

     With respect to the volume of estimated tax evasion, it is clear that the current capacities 
of the Financial Administration for the implementation of the control activity are not 
sufficient. Of the total number of more than 9,000 employees in the Financial 
!ŘƳƛƴƛǎǘǊŀǘƛƻƴΣ ǘƘŜ ƛƴǎǇŜŎǘƻǊΩǎ Ǉƻǎƛǘƛƻƴ ƛǎ ŎŀǊǊƛŜŘ ƻǳǘ ƻƴ ǘƘŜ ŀǾŜǊŀƎŜ ōȅ мΣрлл ŜƳǇƭƻȅŜŜǎΦ 
The Slovak Republic adopts various instruments aimed at reducing the demandingness of the 
control activity of the tax administrators and at adopting the possibility of highly effective 
targeted control with the removal of motivation factors for the infringement of legal 
regulations - the Action Plan to Combat Tax Fraud. The retention period of the employees in 
the position can, on the one hand, represent stabilization and expertise, on the other hand, 
it may be part of undesirable inertia and the risk of corrupt behaviour. Higher fluctuation has 
been recorded in Bratislava in the long term. The system of civil service relations does not 
include a system of employee rotation, therefore, they stay in the post to which they were 
hired, unless individual changes occur that cause a change in the civil service relation. 

 
     The direction in terms of streamlining the collection of taxes and duties is based on the 
plans of the Government of the SR defined in the Government Program Statement, for which 
one of the background documents is the Europe 2020 strategy, and on the objectives of the 
Ministry of Finance SR. Important documents for setting targets for more effective tax and 
customs tax collection include the Concept for the Reform of Tax and Customs 
Administration Reform with a View to Unifying the Collection of Taxes, Customs Duties and 
Insurance Contributions, the Concept of the Fight against VAT Tax Fraud, as well as other 
related documents. The aim in the area of tax and customs collection effectiveness is to 
continue the implementation of the reform plans of the Government of the Slovak Republic 
and the Ministry of Finance related to the process of unifying the collection of taxes and 
customs duties or collecting insurance contributions, including the continuation of the 
efficiency of FA activities. Strategic objectives, plans and specific tasks aimed at making 
CƛƴŀƴŎƛŀƭ !ŘƳƛƴƛǎǘǊŀǘƛƻƴΩǎ ŀŎǘƛǾƛǘƛŜǎ ƳƻǊŜ ŜŦŦŜŎǘƛǾŜ ŀǊe defined in the Financial 
Administration Development Concept for 2014-2020, which is based on the Strategy for the 
Development of Financial Administration prepared by the Ministry of Finance SR. The 
Financial Administration Development Concept for 2014-2020 provides an insight into what 
direction the Financial Administration will take in the next period.  
 
     A majority of the training of tax inspectors focuses on UNIVERSAL education in tax laws 
(procedural and substantive tax law), accounting, tax control procedure and control process, 
financial and economic analysis, fight against tax evasion and fraud. ESPECIALLY in relation to 
the topic of "combating money laundering and terrorism" - in particular corruption and 



74 
 

fraud. The above stated type of training is organized mainly through specialized courses or e-
learning.  
 
     Between 2011 and 2015, a total of 23,211 tax offenses was identified, out of which 
16,706 were clarified. Due to the above criminal activity, the loss of 637,858,000, - EUR was 
caused to the State budget. The incidence of tax offenses has a 31.03% share of Criminal 
offenses of economic nature.  
 

 
 
  3. Availability of independent audit 
     Statutory auditors and audit firms have conducted audits according to the International 
Standards on Auditing. The Act No. 423/2015 Coll. on Statutory Audit and on amendments 
and supplements to Act No. 431/2002 Coll. on Accounting, as amended (hereinafter: the 
"Statutory Audit Act") in Article 19 - International Standards on Auditing, as well as the 
previous Act No. 540/2007 Coll. on Auditors, Audit and Oversight of the Audit Performance 
and on amendments and supplements to Act No. 431/2002 Coll. on Accounting, as amended 
(hereinafter: the "Act on Auditors") in Article 20 ς Audit documentation, imposes on 
statutory auditors and audit firms to respect the International Standards on Auditing issued 
by the IFAC (International Federation of Accountants), a member of which is also the Slovak 
Chamber of Auditors, in the conduct of statutory audit. 
 
Violation of auditors integrity 
 
     According to the decisions of the Disciplinary Commission of the Slovak Chamber of 
Auditors for the years 2010 - 2015, the following violations of the Act on Auditors were 
committed: 
Article 29 par. 5 - continuous training - failure to attend at least 120 hours of educational 
activities during a three-year cycle = 36 auditors,  
Article 37 par. 2 - rights and obligations of auditors and audit firms with respect to the 
Chamber of Auditors - non-performance of internal regulations of the Chamber and tasks 
arising from their membership in the Chamber of Auditors = 6 auditors, 

558 331

701 421

536 704
489 166

396 449

1

127 209 135 429 142 221 139 202
93 797

2011 2012 2013 2014 2015

Share of damage from tax crime on total documented damage in ths. EUR 

Overall crime Tax crime
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Article 37 par. 4 - non-payment of fees to the Chamber of Auditors and of other monetary 
payments = 3 auditors,  
Articles 20 and 23 ς audit documentation, auditor's report = 1 auditor. 
 
     Cases of breach of integrity of independent auditors and audit firms for 2010-2015 were 
not identified. 

 
     The principle of objectivity requires all auditors not to misuse their professional or 
business judgment due to bias, conflict of interest or unacceptable influence of other 
entities. It follows from the foregoing that an audit client cannot interfere with the 
performance of the audit or otherwise exercise unacceptable influence over the auditor. 
Under the Code, the auditor must be independent from the client. Independence under the 
Auditor's Code of Ethics is defined as:  
a) Independence of the mind 
- A state of mind that allows an auditor to express an opinion without being influenced by 
issues distorting professional judgment, thereby enabling an individual to act with integrity 
and apply objectivity and professional scepticism.  
b) Independence of the conduct 
- Avoiding facts and circumstances which are so significant that a reasonably thinking and 
informed third party, having considered all the specific circumstances and facts, is likely to 
conclude that the integrity, objectivity or professional scepticism of the firm or member of 
the audit team is distorted. 
 
     According to the Statutory Audit Act, the statutory auditor/audit firm is subject to 
inspection for the assurance of quality, which is performed by the inspectors of the Slovak 
Chamber of Auditors and to supervision by the Auditing Oversight Authority (hereinafter: the 
"UDVA") under Article 35 par. 4 of the Statutory Audit Act: 
"The selection of entities to be subject to the statutory audit quality assurance review shall 
be made on the basis of an analysis of risks and shall be carried out at least every three years 
in the case of a statutory auditor and audit firm that carried out statutory audit of an 
accounting entity that is a public-interest entity, at least every six years in the case of other 
statutory auditors and audit firms." 
 
Findings of tax authorities on double-entry accounting or other fraudulent accounting 
practices 
 

Number of criminal complaints lodged with LEAs, reported harm, individual 
criminal offenses in 2011-2015: 

Complaint, harm, criminal 
offenses/ year 

2011 2012 2013 2014 2015 

No. of complaints for suspected 
commission of tax crime, total 

1862 842 1214 1118 485 

Reported harm in thǎΦ ϵ 247 530 123 322 94 771 184 878 83 884 

Ϡ нту - Failure to Pay Tax and 
Insurance 

636 266 494 247 96 

Ϡ нтт - Failure to Pay Tax and 
Insurance, Tax fraud 

315 183 270 312 154 
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Ϡ нтс - Tax and Insurance Evasion 1043 475 532 579 313 

Ϡ нрф - Distortion of Data in 
Financial and Commercial Records      

59 16 22 5 2 

 
     However, statistics from the Financial Administration do not include criminal proceedings 
for tax crime resulting from the development of the operational units of the Police Force and 
criminal proceedings initiated on the basis of cooperative coordination between FA, PF, ... 
and these are actually the largest criminal proceedings where they act against organized 
groups. In these cases, even the criminal complaint was not lodged many times. 

 
     Lodging a criminal complaint itself is only the first attempt for intervention by LEAs. But 
the efficiency reaches finally only about 5-6% - convicted persons for tax offenses based on 
complaints lodged by the Financial Administration. 
 
 
 h3) CDD framework quality 
  1. Availability of reliable identification infrastructure 
 

     The SR currently has a high-quality and secure identification system, as evidenced by a 
small number of detected falsified identification documents ("IDs"). Each type of 
identification document is governed by a separate law and relevant regulations, e.g., the Act 
on identity cards, the Act on Travel Documents, the Asylum Act, and the like. The IDs issued 
in the SR are continuously supplemented with each new series with additional security 
features and properties that complicate the possibility of their falsification. 
 
     Obliged entities in the Slovak Republic in connection with the ID of Slovak citizens use the 
verification service - a publicly accessible page of the Ministry of Interior of the Slovak 
Republic aimed at searching for lost and stolen documents, which is implemented by most 
banks in their verification systems. Some bank offices have a reading device that reads the 
numerical data on the back of the ID and can then evaluate it from the identification data of 
the control margin whether the document has not been altered. 
 

     On the basis of the information available, it can be concluded that statistics on individuals 

who do not have proper IDs and statistics on specific persons (immigrants, social groups, 

etc.) are not kept and such data would have a low explanatory power. The conditions for 

issuing documents for a group of immigrants are specifically regulated by the applicable law 

(Asylum Act).  

 

     A negative and growing trend can be noticed in the number of false travel documents of 

aliens identified in the Slovak Republic. Another vulnerability is the slightly increasing trend 

of using false identity - the use of genuine identification documents in connection with the 

false identity of an unknown person, with the use of the similar appearance of the person 

with the person in the photograph in the document, the so-called άlook-a-likeά.  
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Statistics on the number of cases for the period of 2010 - 2015, where false identification 
documents of Slovak citizens were used (ID cards, passports, other identification documents 
of a citizen).  
 
 2010 2011 2012 2013 2014 2015 TOTAL 

Travel passport 10 9 23 1 1 0 56 

Diplomatic passport 0 0 0 0 0 0 0 

Service passport 0 0 0 0 0 0 0 

Identification card 30 24 10 8 4 3 79 

ID card 3 3 3 4 1 3 17 

Driving license 37 36 17 18 9 3 120 

Visa 0 0 0 1 0 0 1 

Residence permit 0 0 2 0 0 0 2 

Other 0 0 0 0 0 0 0 

 
 
 
Statistics on the number of cases for the period of 2010 - 2015, in which genuine 
identification documents of Slovak citizens were used in connection with the false identity of 
another person (ID cards, passports, other identification documents of a citizen).  
 

 2010 2011 2012 2013 2014 2015 TOTAL  

Look-a-like 

(misuse of the genuine 

document by another 

person) 

0 0 2 

(residence permit 

for stay in SVK) 

0 0 1 

(Identification 

card SVK) 

3 

 

 

 

Statistics on the number of cases for the period of 2010 - 2015, in which false identification 
documents of foreign citizens were used in the Slovak territory (ID cards, passports, other 
identification documents of a foreign citizen).  
 
 2010 2011 2012 2013 2014 2015 TOTAL  

Travel passport 26 8 42 9 105 226 416 
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Diplomatic passport 0 0 0 0 0 1 1 

Service passport 0 0 0 0 0 0 0 

Identification card 33 17 18 8 9 22 107 

ID card 0 0 0 0 0 1 1 

Visa 1 7 18 5 11 9 51 

Residence permit 10 22 89 10 3 2 136 

Driving license 15 2 10 5 8 11 51 

Other 0 0 3 1 0 0 4 

 

 

The Institute of Forensic Science of the PF provided information on cases with false and 
altered documents for a period of 2010 ς2015: 
 

Year ID cards SR Foreign ID cards Travel passports SR 
Foreign travel  
passports 

  altered false altered false altered false altered false 

2011 11 22 0 2 10 0 3 0 

2012 7 13 0 3 8 0 2 0 

2013 3 18 0 1 10 1 1 0 

2014 2 7 0 0 3 1 0 0 

2015 2 6 0 0 2 0 0 0 

Total         

Note: These figures refer to falsified and altered documents that were examined and kept on 
file by the Institute of Forensic Science PF in the relevant years. 
 

  2. Availability of independent information sources 
     On the basis of the information available and consultation with the representatives of the 
obliged entities, it can be stated that obliged entities use mainly the following independent 
sources of information and their own internal sources:  

- Information from a credit register that is accessible to banks (most banks use this 
information in particular when assessing clients before applying for a loan, or 
refinancing credit or the occurrence of outstanding payments). 

- Information from the Social Insurance Agency (which is used in particular when 
assessing clients applying for a loan; banks obtain information about the amount of 
the monthly salary of the client or information on the employer who pays 
compulsory payments for the employee), 

- Information from the Land Registry, 
- Internal client history information (account statements, past bank product 

applications, existing products provided, "black" and "grey" lists, questionnaires for 
bank products, KYC questionnaires prior to establishing a business relationship, and 
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during a business relationship, etc.) - internal information,  
- Some banks have their own internal systems into which they deposit preliminary 

information on specific transactions (when depositing cash in a larger volume, a note 
on origin of funds will be entered to the system if the client responded to the 
question of the bank's employee, etc.), 

- Information from freely available sources (social networks, Slovak Commercial 
Register, Trade Register of Slovak Republic, FOAT, information on economic results of 
business entities and companies, e.g., www.finstat.sk, etc). 

- IT tools for KYC: databases of ownership structures, databases of sanctioned persons, 
PEPs databases, systems for identifying social and economic links and relations, etc.  

 
  3. Availability and access to BO information 
 
    In the period under review (2011 - 2015), information on beneficial owners of legal 
entities (ultimate beneficial owners) was not kept in the SR in any central register. The 
obligation to identify information about the beneficial owners is imposed on the obliged 
entities under Act no. 297/2008 Coll. In carrying out customer due diligence, obliged entities 
are obliged under Article 10 par. 1 b) of Act no. 297/2008 Coll., with regard to the risk of 
legalization or terrorist financing, identify the beneficial owner and take adequate measures 
to verify his identification including measures to determine the ownership structure and 
management structure of a customer being a legal entity or a corporation. If the obliged 
entity cannot perform customer due diligence pursuant to Article 10 par. 1 a) - c) of Act 
No. 297/2008 Coll. due to reasons on the part of the client, (i.e. also if the client refuses to 
provide the obliged entity with information about beneficial owners), the obliged entity 
must refuse to enter into a business relationship, terminate a business relationship, or 
refuse to perform a particular business. The obligation to identify the beneficial owners is 
also imposed on corporations (foundations, non-profit organizations providing general 
public services, non-investment funds) in Article 25 of Act no. 297/2008 Coll. Corporations 
are required to keep a written list of beneficial owners that they are required to submit 
during an inspection by the FSJ.  
 
     In the SR, the first register of BOs for the purpose of enhancing the transparency in the 
disposal of public funds, only in 2015.  Based on Act No. 252/2015 Coll., which supplemented 
and amended Act No. 25/2006 Coll. on Public  Procurement and on Amendments to Certain 
Laws as amended (hereinafter "Act No. 252/2015 Coll."), the contracting authority was 
obliged to enter the beneficial owners into the Register of beneficial owners (hereinafter 
"BOR" ), which was published on the website of the Public Procurement Office (hereinafter 
referred to as "PPO"). The BOR was developed as a public administration information 
system, the administrator of which became PPO and included data on the beneficial owners. 
BOR was publicly available. Legal or natural persons interested in participating in the 
procurement procedure were therefore required to register the beneficial owner into the 
BOR. In the BOR, lists of beneficial owners were registered stating the first name, surname, 
address and also data establishing the position of the beneficial owner, including data on 
whether the beneficial owner is a public official. On 1.2.2017, Act No. 315/2017 Coll. on the 
Register of Public Sector Partners and on amending and supplementing certain laws became 
effective. The BOR was replaced by a Register of Public Sector Partners (ƘŜǊŜƛƴŀŦǘŜǊ άwt{tάύΦ  
Unlike the BOR, RPSP covers not only relations arising from public procurement but its scope 

http://www.finstat.sk/
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covers a wide range of transactions between the state (or the public sector) and natural and 
legal persons not only through public procurement, but also, for example, the provision of 
funds from European funds, the provision of subsidies or other state aid, the conclusion of 
purchase, lease or other contracts, as well as the assignment of state receivables, etc. The 
Ministry of Justice of the Slovak Republic is the administrator and operator of the RPSP. The 
Registration authority (the authority performing data entries) ƛǎ ǘƘŜ 5ƛǎǘǊƛŎǘ /ƻǳǊǘ ¿ƛƭƛƴŀ.  

 
     However, even after the development of the RPSP, Slovakia does not perform the 
obligation imposed on Member States by the Directive (EU) 2015/849 of the European 
Parliament and of the Council of 20 May 2015 on the prevention of the use of the financial 
system for the purposes of money laundering or terrorist financing, which requires that 
Member States shall ensure that corporate and other legal entities incorporated within their 
territory are required to obtain and hold adequate, accurate and current information on 
their beneficial ownership, including the details of the beneficial interests held. Information 
on beneficial owners should be kept in the central register of beneficial owners, which 
should be created in the Register of Legal Entities, Entrepreneurs and Public Authorities 
(hereinafter: the Register of Legal Entities). The Register of Legal Entities was established on 
the basis of Act No. 272/2015 Coll. on the Register of Legal Entities, Entrepreneurs and 
Public Authorities, and on amending and supplementing certain laws, as amended, the 
purpose of which was to establish a Register of Legal Entities complying with the 
requirements of the National Concept of Informatization of Public Administration.    
 

QUALITY OF CRIMINAL PROSECUTION OF FINANCIAL CRIME 
 
     The basic prerequisite for effective prosecution is the ability and integrity of law 
enforcement authorities to initiate and conduct criminal prosecution of the offenses of 
legalization of proceeds of crime. However, this must be preceded by effective detection of 
the legalization of proceeds of crime, the identification of proceeds and their movements, 
and the activities of the competent authorities in the field of operative searching activity and 
criminal intelligence.  
 
a) Capacity and sources for criminal prosecution in the area of financial crime 
 
a1) Police Force units 
 
     Investigators performing criminal investigation of the legalization of criminal proceeds 
and predicate offenses are included in the criminal police departments of the Police Force 
District Offices, the Regional Offices of the Police Force, the Criminal Office of Financial 
Administration, and the National Criminal Agency. Investigators gain experience in 
investigations of predictive offenses based on the number of years worked, but experience 
in the field of property seizure and financial investigation is inadequate, or none. At the end 
of the period under review, some attention started to be paid gradually to this area as a 
result of the measures taken for financial investigation.  

 
     Criminal offenses of economic nature are also investigated by the Criminal Police 
Department of the District Directorate of PF and the Criminal Police Department of the 
Regional Directorate of PF at the Economic Crime Units (units 2, 3 or 4). The burden at the 
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Economic Crime Units is higher than at the Property and Violent Crime Units. Within the 
organizational structure of NAKA, a National Financial Police Unit is established to detect and 
investigate the most serious forms of criminal offenses against property and criminal 
offenses of economic nature if such criminal offence causes damage or brings a benefit 
which is at least twenty-five thousand times higher than the amount of small damage set out 
in the Criminal Code, to which also the powers of the Specialised Criminal Court apply. At the 
same time, the activity of the said Unit is also suspected crimes showing elements of 
organized crime, with the identification of the participation of organized and criminal groups 
or the representation of persons from the environment of organized crime31.  
     Systematic training - police training in the field of legalization/property seizure did not 
exist in the period under review. The process was accelerated on the initiative of GPO SR in 
connection with financial investigation. NAKA subsequently organized one international 
seminar on the issue of Financial Investigation and Confiscation of Property for a narrow 
circle of participants only in October 2016. Seminars and training in the area of financial 
investigation conducted at the level of the Public Prosecutor's office for capacity reasons are 
logically not accessible to all police officers. The first official methodological guidelines for 
the financial investigation were adopted after the period under review.  
 
a2) Public Prosecutor's office  
 
     Public Prosecutor's offices are adequately structured, funded and staffed by persons with 
appropriate training and skills. The Special Prosecutor's Office (USP) of the General 
Prosecutor's Office of the Slovak Republic has a special position, which has the local and 
subject-matter jurisdiction for the supervision of prosecution of the most serious economic, 
organized crime solely in the field of corruption and terrorism, including the financing of 
terrorism. There is special training in the form of seminars, consultations and training 
organized under the Plan of Education of Prosecutors and Public Prosecutor's Offices Staff, 
which is adopted at the GPO SR level and mandatory for all levels of the Prosecutor's Office, 
as well as training plans adopted by the Regional Prosecutor's Offices, as well as for 
prosecutors specialized in criminal offenses against property and tax offense. 
 
     The criminal offence of the legalization of proceeds of crime often involves transfer of 
funds from foreign accounts, and legalization is derived, as a rule, only from the fact that it is 
suspicious payment based on additional notification of the sending foreign bank, whereas it 
is usually difficult to determine the real identity of the person who made the payment 
abroad or opened the account in this country. Often, they are people with a false identity or 
aliens. The investigation is made difficult and extended due to the execution of legal aid 
operations, often also in several countries, sometimes outside the European Union.  
 
     It can be noted that this is a latent, highly sophisticated crime, the identification and 
detection of which is primarily the responsibility of the intelligence and operational police 
authorities. The Public Prosecutor's Office can act actively and effectively influence the 
process only when the initiation of formal prosecution can be considered.  

                                                           
31 Most frequently, there are cases of carousel tax fraud, sham intra-Community supplies of goods, tax fraud on 
import and export of goods from third countries, cases of fraud and evasion related to invoicing and 
bookkeeping, as well as cases of illegal financial operations, illegal operations in the area of capital and financial 
markets, as well as cases of forgery, fraudulent alteration and illicit manufacturing of money and securities, etc.  
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     In the case of the prosecution of a criminal offense of sharing, the prosecution often takes 
place on the basis of internal knowledge of the law enforcement authorities, but it is 
problematic to prove that the suspected person (participant) knew the origin of the thing, 
i.e. that it originated from criminal activity. Most things come from theft when perpetrators 
of the original offenses sell the objects for a fraction of the market price in order to get 
money for their personal consumption. For the deliberate form of this offense, the 
demonstration of fault in many cases depends on the testimony of the potential perpetrator 
(participant) and the testimony of the perpetrator of the crime who obtained the object that 
was to be subject to the sharing crime. For the negligent form of sharing, it is also 
problematic to prove the subjective aspect of the crime (perpetrator often does not know 
that the object comes from crime, although he should and could have known it, or he 
reasonably relied, that it was not an object from criminal activity).   
 
     Serious ways of the legalization of proceeds of crime are linked to the most serious forms 
of crime committed by various sophisticated ways, where detection, evidence and the actual 
investigation of the so-called predictive offenses are both time consuming and demanding in 
content. In such cases, LEAs have only limited personal and technical capabilities to prove in 
parallel the so-called predictive offense and the way of legalization of proceeds of crime. In 
the period under review, sufficient conditions were not created for the identification of the 
proceeds of crime through a sufficiently efficient system of proactive and parallel financial 
investigation. The said processes contain the necessary requirement of multi-sectoral 
specialization. Plus, without effective seizure of property in the early stages of criminal 
proceedings, the basic conditions for the successful withdrawal of the proceeds of crime will 
not be created. It will therefore be necessary to streamline the concepts of seizure - criminal 
prosecution for several criminal cases is delayed and the perpetrators do not have any assets 
or funds at the time of the prosecution that could be seized (at the time of indictment, the 
property was transferred to other persons a long time ago). 
 
     A particular aspect that adversely affects the operation of LEAs was the absence of 
efficient information systems for managing files and documents and then obtaining relevant 
statistical data. From the point of view of the horizontal approach to effective verification 
and detection of crime, the absence of links between current police, prosecution and court 
systems is also a negative fact. The current state virtually did not allow "to track" a specific 
case from the initiation of the criminal prosecution to the final court decision. There is no 
statistics on the number of investigators involved in the property seizure process. 
 
b) Integrity and independence of LEAs in the area of financial crime 
 
b1) Police Force units 
 
     Investigation is conducted without interference, political or social pressure, corruption, 
intimidation or abuse of the position, as well as property seizure is executed without undue 
external intervention. The investigator is independent in the process. Supervision of the 
lawfulness under the Criminal Procedure Code is carried out only by the prosecutor. 
 
 






















































































































































































































































































