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DISCLAIMER

"The National Assessment of the Risk of Money Laundering and Terrorist Financing
(hereinafter the "National Risk Assessment")the Conditions of the Slovak Republic was
carried out by selassessment by the relevant Slovak authorities using the national risk
assessment tool developed and on the basis of a contractual relationgthpthe World
Bank The position and tasks of th&orld Bank project team were limited to delivering the
tool, methodological management, and providing guidance on the technical aspects of the
tool and providing a final report on the scope, accuracy and precision of its use. The
statistical data and infonation used to carry out the national risk assessment, as well as
findings, final interpretations and opinions based on the national risk assessment, fully
reflect the views and position of the relevant Slovak authorities, and in no way reflect the
viewsof the World Bank



ADDRESSF THE NATIONAL RISK ASSESSMENRDOSTOR
Dear colleagues

Money laundering and the financing of terrorism as a serious-saial and criminal
activity performed in all its forms, and through countlessthods, is a serious global
problem. At the same time, it is a major challenge in terms of the activities of the competent
public authorities as well as of the private sector. Money laundering is a latent threat not
only from the point of view of the ecomy but a real threat to the foundations of a
democratic seup ofthecountry. A special threat is the financing of terrorist activities.
Taking into account recent events, itnecessaryfor these entities to create an efficiently
functioning system ofegislative, technical and organizatiofaérsonnel countermeasures,
while emphasizing the activity of selected entities at the national level in the fight against
this phenonenon

For this reason, the Slovak Republic, as a democratic and legel th&it is a valid
member of the international community, moved towards timplementationof the national
assessment of the risk of money laundering and terrorist financing in accordance with
accepted international standards. In the conditions of the Slovak Republic this is the first and
rare project implemented to this extent and in the men&d arealts uniqueness lies above
all in the horizontal nature of the area under review and in the way in which it was
approached. In addition to the results, the process of national risk assessment itself has
already brought an extraordinary added valurhe selévaluation method is a challenge for
each of us, whether in the personal or working sphere of our lives

Notwithstanding the fact that the process of the assessment was a thorny path in some
moments, | amhonouredto present to you theesults of the maximum effort and above all
the personal deployment of all members of the group of public and private sectors composed
of nearly 70 members. An important element of the whole system was the involvement of
World Bank officials. Their contriton was indeed invaluable with regard to internal
assessment processes

The National Risk Assessment Report presents a comprehensive picture of the threats and
vulnerabilities of the national system, with the greatest attention being paid to #mehts
that negatively affect the overall level of ML and TF risk. At the same time, it demonstrates a
high level of professionalism and sedflection of the stakeholders

The National Risk Assessment Report is not a police assessment andlyle@ihiigst a
document for the needs of the police. It is addressed to a wide range of addressees, ranging
from intelligence services, law enforcement bodies, courts, supervisory bodies te policy
makers. It focuses significantly on the powers of the peigaictor and thus covers the issues
of citizens' ordinary live§ he presented version is a consolidated version of the assessment.
The cbtailed assessmentconsistently reflecting all the elements of the World Bank
methodology is available to sector expednd private sector representativessitould also
be notedthis report is not a ondime documentlt is a continuous process. The development
of sectoral policies under the Action Plan should result in an increase in the efficiency of the
whole systemThe natural consequence is its regular updating



In conclusion, please allow me to express my sincere thanks to all involved employees of
the relevant state authorities and the institutions and the representatives of the private
sector for their work and their personal contribution to the national rséeasment process.
However, | would especially like to thank my predecessor and members of the Financial
Intelligence Unit of the National Criminal Agency, the Presidium of the Police Force, who,
despite their unfavourable personal and organizational sittian, performed decisive
coordination tasks within this challenging project

Pavol Vorobjov
Goordinator
National Assessment of the Risk
of Money Laundering and Terrorist Financing
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EXECUTIVE SUMMARY

The Slovak Republic idaandlockedcountry situated in the geographical camtof Europe.
It is bordereddirectly by five countries- Austria, the Czech Republic, Poland, Ukraine and
Hungary. Due to its geographical location, size and population, it can be classified as a
smallg country, with little or no impact on theglobal economy, international political
situation and global financial systefnsThe Slovak Republic hasstandard system of
government a relatively steady political situation, applies the principles afeaocratic
state and a positive approach to the rights of the minority population by the individual
branches of public administration. Despite the sustained and dynamic growth of significant
macroeconomic indicators, the Slovak Republic cannot be clasasi¢he financial centre of
Central Europe or as a country that would allow to reduce the tax burden on domestic and
foreign business entities

The positive economic developments and increasing the country's "wealth" should also
be reflected in theactivities of authorities dealing with the detection and verification of
entities that can use it in their favour by committing serious &aitial (and also illegal)
activities

OverallLEVEL of the RI®Klegalization of proceeds of criminal activity
is at theMEDIUM LEVEL

Overall level ofHREATS MEDIUM
Overall level oWULNERABILITSY™MEDIUM

MLTHREATS

The overall level of the ML threats in SR conditionmeaslium with an increasing trend.
The extent of unrecorded proceeds of criminal activity not sanctioned by criminal
prosecution is substantially higher

Geographical factors affecting the overall level of threat
- NationalML threat: éhigha
- ForeignML threat: éamedium higha
- Unidentified origin of ML threatmedium high

However, for the purposes of proper assessing the MLi$k in SR conditions, it is
necessary to understand not only the overall context of the i@rghn development of
crime, but it isnecessary to conder its impact and factors affecting the extent and volume
of proceedscomingfrom crime, but also a number of other factors thaay (and havethe
impact on crime. Irthe contextof ML andTFrisks, it is mainly the perpetrat@ motive in
the form of proceeds the possibilities of the SR ftreir placement, and also, for example,
the ratio of reported and unreported crime. In the logrm, the Slovak Republic takes

IPlease add: Area: 49,035 knpBorders 1,652.6 km witHU, Czech R., PL, UA and AT. Populati$é29®00,
GDP: 85 bil. EUR Average pay in 2017 of 954 EUR, minimum pay in national economy in 2017 amounting to 435
EUR, unemployment in 2017 at 8.1%.,



countermeasures against the persistent threats arising frilia existinggrey and black
economy and adopts appropriate legislative and institutional measures aimed at effectively
combating and suppressingsuch illegal activity and in particular its accompanying
phenomena such as the legalization of proceedscriminal activityor the financing of
terrorism. Awider process includesxtraordinary extensive measures in the field of tax
collection, combating tax evasion and tax crime. The development of the security situation
on the territory of the Slovak Replic in terms of the number of detected crimes can be
considered as extremely positive. In recent years, there has been a significant decline in the
overall incidence of criminal actsin the period under review, the overalhcidence of
criminal actdropped by abou®21%.

Based on the overall context of logrm crime development and the determination of
the potential of the type of crime and individual predicate offenses as the source area of
crime proceeds generation, the following estimatedecorded proceeds and the following
GENERAL ML THREATS AND RELATED TRENDS have been set

o Criminal offenses against propertftheft) ¢ 38%,

Estimated amount of unrecorded proceedghe ratio of unrecorded proceeds islightly
higher

Threat levek medium

Trendc falling

o Criminal offenses of emnomic nature (tax crimes fraud, damage to the financial
interests of theEuropean Communiti@sg, 17.51%,

Estimated amount of unrecorded proceeds the ratio of unrecorded proceeds is

(disproportionately higher

Threat levek medium

Trend- no change

o Specific partial types of crimeg(corruption, drugrelated crime, organied form of
committing crime cybercrime); 2.61%,

Organizd crime
Estimated amount of unrecorded proceedshe ratio of unrecorded proceeds is
substantiallyhigher
Threat levek high
Trend- no change

Cybercrime /computercrimein a broader sense
Estimated amount of unrecorded proceedshe ratio of unrecorded proceeds is
substantiallyhigher
Threat levek high
Trend- increasing

Drug-related crime
Estimated amount of unrecorded proceedshe ratio of unrecorded proceeds is
substantiallyhigher
Threat levek medium
Trendc increasing

Corruption(in a broader sense
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Estimated amount of unrecorded proceedsthe ratio of unrecorded proceeds is
higher

Threat levek medium

Trend¢ no change

o Criminal violence(illegal production, possession and trading in gue®munition and
explosives, racketeering, robbgry2.12% and

Estimated amount of unrecordedroceeds- except for carrying concealed weapons and

arms trafficking, where theatio of unrecorded proceeds is substantially higher, the ratio of

unrecorded proceedfor criminal violences not significant

Threat levek medium

Trendc falling

o Moral crime (human trafficking procuring and soliciting prostitutigrprostitution, child
pornography ¢ 0.13%

Estimated amount of unrecorded proceedexcept forhuman trafficking where theratio

of unrecorded proceeds is substantially highttre ratio of unrecorded proceeds for moral

crime is not significant

Threat levek medium

Trendc increasing

Based on the evaluation of all ML cases prosecuted in the Slovak Republic in the period
under review, the following predate offenses were identified

a) Theft ¢ 71.93%(mainly theft of motor vehicles or motorcycletheft of athing and
theft by breaking and entering

b) Fraudc 17.42 %(mainly the cases afnauthorized transfer of funds for products and
services

c) Other predicate offensesg 5.92% (robbery, carrying concealed weaporend arms
trafficking, tax and insurance evasiofajlure to pay tax and insurancebuse of
public authority powers, criminal conspiracy, illicit manufactaf@arcotic drugs and
psychotropic substances, poisons or precursangl trafficking in them

d) Counterfeitingidentification data of amotor vehicleq 4.98%.

In the SR there are no reliable statistical data that would quantify the value of the
proceeds of crime with a sufficient level of explanatory power. Howevee, $R has
systematically obtained data on the amount of damage caused. Under SR conditions, the
amount of damage is an important qualification factor determining the seriousness of the
offense. In principle, however, it can be stated that the amount of ry@orted damage is
higher than the potential volume of proceed§criminal activity

Overview of criminal offences generating the highest damage
a) Fraud

b) Credit fraud

c) Theft,

d) Embezzlement

e) Tax and insurance evasion
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f) Tax fraud, and
g) Failure to pay tax and insurance

By thoroughlyanalysinghe practices and activities that ML perpetrators actively used to
hide the illegal origin of generated income and proceeds, the Working Group identified the
most used forms and methods of legalization
- More than half of the proceeds of criminal actyvare subject to immediate consumption
by the perpetrator of the predicate offense, without specific elements of the legalization
moment,

- Transfers to accounts at banks and branches of foreign banks and subsequent withdrawals
from these accounts
- Sde of stolen and modified things to cover the origin from the crime

No sophisticated forms of legalization have been identified, e.g. using placement of
proceeds abroad or by engaging professional individuals

Geograhical factors foML

1,113Slovaks were involved in ML cases, representing a 95.54% share of the total number
of ML cases (1,165 cases); and foreigners were involved in 53 cases of 9%n&:86%
share). It is clear from the analysis that statiatly the proceedgeneratedin the Slovak
Republic stilprevail

In anoverwhelming majority oML cases the SRwas the target countryin 1,059 ML
cases, representing a 90,90% share). Other target countries: Ukraine, Poland and Hungary

With respect to the countryf origin, the SR had the highest representation (63.52%) in
ML cases. Other countries of origin: Germany, Austria, Czech Republic, Italy

In the period under review, ML cases with the involvement ofcalbed offshore
countries or tax havens, weret prosecuted

MLVULNERABILITY

The overall level of the ML threat in SR conditions is moderately high

Factors affecting overall vulnerability
- Ability of the country to fight against Mlmoderate
- Overall vulnerability of th@ational economy sectors medium-high

Theresultof the country's overall ML vulnerability at national level points to the fact that
the level of measures in the fight against money laundering is average and a more
problematic area is mainly theow effectiveness of these measure§he reason for the
weaker ability of the country to fight against legalization igoar quality of searching,
detection of criminal activity, the quality of prosecution, the quality of judgments and the
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deterioration inthe quality of the framework for the seizure and ultimate confiscation of
illegally acquired property

The resulting average level of overall sectoral ML vulnerability is primarily determined by
the medium-high vulnerability of the banking sector, which is the most important sectors
from among sectors under review for the national economy and the financial sector of the
country. The mediunmigh vulnerability has been assessed for financial agents and financial
advisers, legalentities and natural persons authorized to provide organizational and
economic consulting, gambling operators and management companies

A) Ability of the country to fight again$#lL

Significant determinants of the low level of effectiveness of éafiorcement authorities
in detecting financial crime are

- Insufficient staffing andinancial resource®f the FSJ, which has a direct aadverse

impact on performanceof its core activity. These shortcomingssult mainly from the

organizational stats of the FSJ in the structure of tiR-SR.Also,the absence of a clear
concept of jobperformance which is obviously due to the fluctuation of manageatso has

a negative impact

- In the Slovak Republic there is no specialization in the field tefctden of the legalization

of proceeds of criminal activity, especially in the absence of specialized departments dealing
with the sccalled financial investigation. This fact also results in insufficient seizure and
confiscation of proceeds and incomeafminal activity (and the compensation for property
damage or economic damage). This shortcoming is clearly horizontal in nature and directly
covers the criminal prosecution of financial crime

- Absence of a central bank account register andithpossibility of tracking online account
transactions

- Absence of systematic preparation of law enforcement authorities, including courts in the
area ofmoney laundering and property seizure

- Absence of efficient information systems for managirigsfiand documents and then
obtaining relevant statistical data. From the point of view of the horizontal approach to
effective verification and detection of crime, the negative fact is also the absence of
interconnection between current police, prosecutiand court systems

- In the context of property seizure, the problem is also the missing entity, which would
manage all theseized assets (and theexecution of propertyrelated decisions) in a
comprehensive manner. Several competent authorities poinhabsence of the Office for
the Administration ofSeized Proceedsnd Things from Criminal Activignd the Office for

the Return ofSeized Proceeds and Things from Criminal Activiguthorized ownersand
injured (AMO)
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- Application problems have been identified, in particular, in the areh®fseizure of assets
acquired for proceedsoming from criminal activity obtainely another personas well as

for certain conditions for the use of seizure conceptailableto ensure the execution of
property punishment, e.g., demonstrating a reasonable concern that the execution of this
punishment will be impaired or difficuliThe seizure of a substitute value also appeared
problematic. Practically it was difficult to seittee assets of third parties. It was not possible

to seize thirdparty assets, except for the property of the perpetrator which was mixed with
the third party's property. Operational police officers in fact had no means of seizing the
proceeds of crime undethe Act on Police Force. The legislation did not allow sufficient
seizure of a thing and property on the grounds that in some cases it was linked to the
accused person's procedural position

B)Overall vulnerability of the sectors of the national econoitimg "mediunthigh" level

Based on the generalization of the results of the evaluation, it is possible to identify the
following common factors within procedural vulnerabilitywhich significantly affect the
vulnerability in several sectors under rew:

- Insufficient awareness of obliged entities of the MEfiEks and their management

- Non-compliance with otherwise adequate legislatjon

- Insufficient number ofinspectionscarried out with obliged entities and property

associations carried out by AMLEEgulators

- Insufficient methodical and training activities by regulators

BANKNG SECTOR
Overall identified level of vulnerability of the sectanedium-high level of vulnerability

Procalural vulnerability
The assessment of the procedural aspect related to the performance of the activities and
internal processes of the individual entities of the banking sector as well as the supervisory
and control authorites has identified the following vulnerabilities
- Effectiveness of supervisory practices and methods
- Existence and enforcement of administrative sanctions
- Existence and enforcement ofiminal sanctions
- Knowledge of bank employees abAML measures
- Effectiveness of the bank responsible for complignce
- Effectiveness of UTiRonitoring and reporting
- Availability and access to beneficial ownership information
- Availability of independent information sources

Of the 15 most frequently used products and services within the Slovak banking market,
the following products were evaluated as the most vulnerable in ternidlof

a) Payment accounts of leqgal entitiesmall and mediunsized enterprises high level of
vulnerability
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Determinants ofvulnerability.

- Amount of funds deposited and the high level of cash operations

- Funds deposited may relate to tax crime

- Transactions by small and meditsized enterprises are considered to be most often
related to @rousel fraud and unauthorized excessive VAT deductions

- Defects in the taking of CDD measures (including KYC) by obliged entities, and
determination of client risk

- Frequentcrossborder transactions into risk countries or countries marked as taxsaoe
offshore countries

b) Payment accounts of legal entitigs large business entities mediumhigh level of
vulnerability

Determinants of vulnerability

- Amount of funds deposited

- Funds deposited may relate to tax crime

- Transactions by laggbusiness entities are considered to be most often related to carousel
fraud and unauthorized excessive VAT deductions

- Defects in the taking of CDD measures (including KYC) by obliged entities, and
determination of client risk

- Frequent crosordertransactions into risk countries or countries marked as tax havens or
offshore countries

c) Private bankingervicec high level of vulnerability

Determinants of vulnerability

- Defects in the taking of CDD measures (including KYC) by obliged erditigs
determination of client risk with respect to his sogmsition and social influence and links
to politically active persons with decisionaking powers as well as at the central and
regional levels,

- Absence of the duty to report by banks and behas of foreign banks

FINANCIAL INCLUSION PRODUCTS

With respect to the total amount of basic banking products, their internal characteristics
and the measures taken by banks and branches of foreign banks, it caotéthat the
level of vulnerability of financial inclusion products Iov@kconditions is at a low (very low)
level

SECTOROF NONFINANCIAL ENTITIES
Overallidentified level of vulnerability of the sectamoderate level of vulnerability
Theassessment of the procedural aspect related to the performance of the activities and
internal processes of the individual entities of the Almmancial sector as well as the

supervisory and control authorities has identified the following vulnerabilities
- Insufficient knowledge of the AML/E&rea and staff training
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- Deficiencies in customer due diligence and in determining the origin of the client's
funds

- Inefficiency of supervisign

- Demonstrating the integrity of the staff

- Inefficient recognition ad monitoring of UTRs

- Inefficient initial control mechanisms when issuing a license, or when registering

- Availability and enforcement of criminal and administrative sanctions

- Possibility of setting up an unlimited number of companies

- Carrying out etivities without transparent trade

- Non-performance of internal controls

- Failure to keep written documents

- Nonuse of the possibility of information exchangecordingo the AML/T FAct,

- Use of cash payment operations

- Inefficiency of compliancefdunctions

- Absence of independent information sourges

- Lack of the awareness of the risks of the professaod

- Absence ofinancial beneficiaries register

An overview of entities operating in the ndimancial sector identified as entitiasgith the
highest level of ML vulnerability

a) A provider of asset or service management for commercial companmegdiumhigh
level of vulnerability
Determinans of vulnerability
- The said sphere obusiness(providing asset management services omvems for
commercial companies) is not recognized by the Trade Licensinglhese actions are
performed under the followin@uthorizationsfor:
- Property rental associated with the provisionather than basicservices related to
rental,
- Organizationaind economic consultancy
- Bookkeeping or administrative services
- Knowledge and awareness of AMLFECT
- Effectiveness of AMOTFcontrols
- Integrity of the staff
- Issue of business licenses
- Recognition and monitoring of UTRs
- Availability ad enforceability of sanctions
- Possibility of setting up an unlimited number of companies which are subsequently
provided free of charge to other owners who subsequently provide the services at the price
at which the change of the owner is compensated
- Nontransparent performance of the activity (without proper trade license

b) Accountantc mediunthighlevelof vulnerability
Determinans of vulnerability
- Conditions for the issue of free trade
- Possibility of setting up an unlimited numberadfmpaniesin the case of withdrawal
of licence to pursue business in one company, a natural person or a legal person may
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continue to provide this activity through another company with the same sphere of
business matter

- Effectiveness of AMOTFcontrols

- Awareness and knowledge of AMLFEAreas and ML/F risks associated with the
sphere of business

- Non-performance of internatontrol,

- Limited possibilities to ensure flow of information &ML/CTE

- No use of the possibility of exchanging informatioetveeen obliged entities
according to the relevant provisions of ANMOTFACct,

- Failure to keep written documents on transactions according to the relevant
provisions of AMICTFAct

SECTOROF OTHERINANCIAL INSTITUTIONS

Overall identified level ofulnerability of the secto border between the mediuntow
and medium level

The assessment of the procedural aspect related to the performance of the activities and
internal processes of the individual entities of the Afimancial sector as wellsathe
supervisory and control authorities has identified the following vulnerabilities

- Average knowledge of the laws, principles and procedures for combatingFR\NBl/T
both employees and thebliged entity

- Absence of awareness of the fact that the OFls tire obliged entities and the
resulting obligations

- Unclear number of entities actually active in the OFI sector

- Absence of powers for the performance of AMLFCSupervision for NBS staff
performing foreign exchange supervisjon

- Absencemethodological guidance for performance of MEfirevention obligations
for individual OFI categories

- Absence of joint inspections of the FSJ and the NBS in order to develop mutual
cooperation and exchange of experience

- Low number of FS@mployeesand the low number of controls performed in
proportion to the number of obliged entities in OFI sector, and

- Absence remote controls, despite legal authorization to do so

An overview of entities operating in the ndmancial sector identified asntities with the
highest level of ML vulnerability

a) Finagialagent and financial advisormedium level ofvulnerability

Determinans of vulnerability

The level of vulnerability is adversely affected by the high number of obliged entities, an
activity based exclusively on the mediation of the products of other institutions

b) Financial leasing or other financial activities according to a special requiati@aium
level of vulnerability
Determinants of vulnerability
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The level of vulnerabil is adversely affected by the ability to make cash payments and a
high number of obliged entities

¢) Payment institution, payment service agent, electronic money institutiomedium level

of vulnerability

Determinants of vulnerability

The level olvulnerability is adversely affected by the ability to make cash payments and use
products without the physical presence of a client

INSURANCE SECTOR
Overallidentified level of vulnerability of the sectemedium level ofvulnerability

The assessment of the procedural aspect related to the performance of the activities and
internal processes of the individual entities of timsurancesector as well as the supervisory
and control authorities has identified the following vulnerabilities

- Absence of adequate measures to verify BO identification

- Absence of riskriented approach and inclusion of clients in risk grqups

- Absence of a list of offshore countries

- Absence of controls for performance AMLduties

- Insufficientconsiderationof risks arising from ML and FT

- Inconsistent implementation of CDD

- Non-detection of the origin of funds on entry into the system

- UTRreporting is oriented to the exit of funds from the insurance segment
(redemption, termination of insurange

- Shops or tk client contained in the UTR report is not then passed into the higher risk
category

- Only formal knowledge of staff on AML, which results mainly in serious deficiencies in
practical application on specific cases

- Low quality of the assessment and repog of UTRS, as well as business transaction
assessment records

SECURITIES SECTOR
Overall identified level of vulnerability of the sectpmedium-low level of vulnerability

The assessment of the procedural aspect related topgbdormance of the activities and
internal processes of the individual entities of the securities sector as well as the supervisory
and control authorities has identified the following vulnerabilities

- Insufficient application of legislation

- Ineffectiveapplication ofpreventiveAML/CTFmeasures

- Insufficient knowledge and awareness of MEfiEks and their management

- Nonstandard transactions with financial instruments and transaction monitgring
- Low number of controls performed HS8J,

- Nonrimpositionof sufficiently dissuasive sanctigns
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- Low level of cooperation between regulators and professional organizations and
obliged entities

- Absence of a central financial beneficiaries register

- Absence of a central bank account register

An overview ofentities operating in the no#financial sector identified in thassessment
as entities with the highest level of ML vulnerability

Management companiesmedium level of vulnerability

Transactions executed on behalf of another persamn-transparent followup
transactions, transfers of securities between entities from different countries, receiving
funds from clients from risk countries (especially tax havens and offshore cogmrigem
sanctionedcountries may have an adverse iragt on the level of risk. Also, clients with
unclear ownership structure, sophisticated schemes, and clients with a high volume of funds
the source of which may be problematic from the point of view of AMIF also pose a risk

TERRORIST FINANCIN&RIS

OverallLEVEDf the RISKof terrorist financing
isat the MEDIUMLOW LEVEL

Overall level oTHREATE LOW
Overalllevel of VULNERABILITYMEDIUMLOW

THREAT OF TERRORIST FINANCING

The overall level of the TF threats in SR conditions has been identified as low. In the
assessmentit was necessary to take into account in particular the overall current threat of
terrorism in relation to the SR and the ability of all entities involvedhie prevention,
detection, investigation and prosecution 6Fcases

Due to its geographical location, size and population, the SR can be classified as a smaller
country, with moderate or low impact on the world economy, international political
situation and global financial systemArelatively steady political situation, standarstate-
legal establishment and the application of the principles of a democratic,statieout any
reported attempts for asziolent change in the political conditipa positive approach to the
rights of minorities by individual public administration bodies does not create conditions for
the occurrence or the formation of groups of the population that would promote or enforce
their claims in a particularly radical oolent manner (e.g., related to fundamental changes
in the functioning of the state

19



Based on the results of the relevant authorities in the field of acquiring and evaluating
knowledge and information on potential or potential security threats te ®lovak Republic
and its citizens on the territory of the SR, it can be assessed that the overall threat of a
terrorist attack by domestic actors was assessed as "low" in the period under review

By generalizing the information resulting from theTR reports received, it can be
concluded that transactions and business relationships are monitored consistently from FT's
point of view. Transactions of entities that might be related to countries posing the risk of
Islamist and nosislamist terrorism are investigated with particular emphasi$he EU and
UNsanctioning regimes areonsistentlyrespected

The threat of crosdorder cash transfers foFFpurposes is low with respect to individual
determinants related to the activity of customs authorities, cooperation between competent
authorities, the geographical location of the SR and others, in particular logistical conditions

In the period under review, no case of terrorist financing in connection with the SR was
reported in the Slovak Republic, i.e. there was no prosecution by the Slovak law
enforcement authorities regardingFTEven in the context of the investigation of suspected
cases oterrorism, the elements of its financing in harmony with the requirements of the
FATF standards have not been confirmed. There was also no case of abuse of the
humanitarian or charitable activities of neggrofit organizations operating on the territory of
the Slovak Republic for the purposesTdior other use (misuse) of funds obtained through
public collections

TERRORIST FINANCING VULNERABILITY

The overall level of Fvulnerability in Slovak conditions was identified anadium-low
level. The following determinants and vulnerability factors directly affected the overall level

a) The quality of the legal framework governing the status and activities of the competent
authorities and the circumstances having direct or indirect effes TF elimination ¢
mediumlow impact on vulnerability

b) The quality of intelligence information and its us@ediumlow impact on vulnerability

c) Effectiveness of the UTR reporting system, monitoring and analgsgsiiumlow impact
on vulnerabily,

d) Adequacy of sourcegnediumlow impact on vulnerability

e) Effectiveness of international cooperatietow level of impact on vulnerability

f) Awareness and involvement in the fight agail&t low level of impact on vulnerability

g) Geogaphic factors and demographic factemediumlow impact on vulnerability
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h) Otherfactors
- Nonrinvestment pooled asset fundsmediumlow impact on vulnerability
- Exchange activity low level of impact on vulnerability
- Financialnclusion productg low level of impact on vulnerability
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INTRODUCTION

Objectives of the national assessment of the risk of legalization of proceeds of criminal
activity and terrorist financing

The national assessment of the risk tH#galization of proceeds of criminal activity and
terrorist financing wagshe very firstassessmenbf this type in the Slovakonditions It
should significantly help theelevant authorities in identifying and evaluating internal and
external threats tht affect, to a greater or lesser extent, their everyday activities and their
roles in the fight against this antisocial activity. Tpuspose is attained by detailed analysing
individual types ofpredicate offensesin particular as regards the origin @rdirection of
funds, the use of a particular sector (product or service) for the purpose of concealing the
origin offunds ormaking itimpossibleto obtain further information from law enforcement
authorities. It also provides a clear view of weaknesses gaps in the national AML a@d F
system, including preventive, prophylactic and repressive measures. It is precisely the
identification of the most vulnerabilities that will allow setting the priorities in order to make
the national AMLCTFsystem moreeffective

An important part of the NRA is assessing the vulnerability of products and services
provided by financial and nefinancial sector representatives. As a result, the SR should be
able to determine which areas of the private sector aresmfrequently used to place,
stratify and integrate income angroceedsgenerated from criminal activity and what
methods or channels are most often used to finance terroridime comparison of the
individual categories ofobliged entities operating within a single sector as well as
comparisons ofnutual sector's vulnerabilitywas equally important The results obtained
should enable, in particular, control and supervisory bodies to develop targeted GNVL/
controls for highrisk products ad services

Each NRA includesrisk assessment for financial inclusion prodéchs this respect, the
SR was not an exception and assessed the MLT&msks resulting from the core banking
product in order to prepare measures appropriate to identified risk

The NRA results and findings must also be used in the adoption of managerial decisions
with a view to maintaining proportionality in the allocation of personnel and other
resources, i.e. the application of the-salled 'fisk-oriented approach.

The process of national assessment of the risk of legalization of proceeds of crime and the
financing of terrorism

MISQLPestablished withilMEKOrecommended theMinistry of Interior representatives
to contactWorld Bank representatives in the matter oboperation in the implementation
of NRA This institution is the global leader in providing consulting services in connection

2 Financial inclusion is the proge of securing access for lamcome and otherwise disadvantaged sections of

the population to financial services in a reasonable time, at an affordable price and in a reasonable quality. In
addition to this clearly social level, there is another levek tivdl allow this section of the population to move

into a formal financial system. Part of this process must also necessarily be increased financial literacy and
financial discipline. Under the conditions of the Slovak Republic, it is thellsa "basidanking product".
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with NRAimplementation. At present,it provides advice in approximately 80 countriefs
the world, regardless of whether they are major finan@ahtres developing countries or
traditional developed countries

The NRA process is a set of stages logically follamiagupon the other, each of which
has its own rules and peculiarise None of them can be omitted. The whole process
therefore required a proactive approach of all participants and, of course, their
commitment to face the challenges that accompanied the process

The first meeting of the NRA Working Group took place in October 2015. The relevant
working group composed of the representatives of all relevant departments of P PF, GPO SR,
MoF SR includingA SRMoJSRNBS SISandMoD SR An integral part of th&Vorking Group
were representatives of the private sector, in particular representatives of professional
associations and chambers. The key for the participation of individual departments or
organizational units was their participation in the national AMILFsystem at any level and
area. The representatives of the Academy of the Police Force in Bratislava had a special
position in the Working Group, who integrated the knowledge and input of the academic or
scientific circle in the field dfiL and TFat scientific level Their research into thgreyand
black economy represented an added value for the NRA protésssaid public authorities
and institutions appointed total of 65 expers who actively andntensively dealtwith a
whole range of tasks and nggnsibilities arising from individual NRA processes. It should
also be noted that the representatives of the entities set up their own sectoral structures to
support the sectoral outputs for that purpose. An essential element in the pramfeSRRA
was itsoverallcoordination and managemenWith regard to the methodology and internal
logic of the evaluation mechanism, the members of tHeAworking group (with regard to
job classification and expert focus) were divided into eight teams responsible farativnaj
the relevantareas.Three teams had a general focgsateam for the assessmenbf ML
threats at national levela team for theassessmenof ML vulnerability atnational level, and
ateam for theassessmenof TFrisk at national levelThe role of the remaining five teams
was to evaluate individual sectors of the national economy, namely the banking sector, the
securities sector, the insurance sector, the financial institutions sector and thdimemcial
sector, including the free leggrofessions. The ML risk assessment in relation to financial
inclusion products was carried out within the framework of the banking sexdsessment
given the close linkage and preliminary information on the condition of financial inclusion in
the Slowak RepublicTheFSdvas entrusted with the coordination of the whole NRA process
and activities of individual teams with respect to the position of the central national unit in
the field ofpreventing and detecting ML and FT, as its position is definga\sy

The essence of each NRA, irrespectiveheffactwhether the evaluated country uses an
external entity service to perform it, has been collecting ayadheringsufficient relevant
gualitative and quantitative data for a predetermined periotlaving examinedthe
legislative and institutional developments in the ANOFarea in the Slovak Republic and
taking into account the currengxternalities affecting this development, the NRA Working
Group decided to evaluate the 20PD15 period The,the activity of individual teams was
also adapted to the factThe ways and methods for collecting relevant information,

3 Act No. 297/2008 Coll. on the Prevention of Legalization of Proceeds of Criminal Activity and Terrorist
Financing and on Amendments and Supplements to Certain Acts as amended by the further acts.
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statistical data and data were selected by individual teams at their discretion and based on
their sectoral focus, while pursuing thebjective, purpose and methodology of the
assessmentln principle, however, analytical work was used to evaluate the data obtained
from the following sources: activity reports of competent authorities, regular and ad hoc
evaluation and analytical reportstypological studies { wQ&a FaadaSaavySyda
international organizations, analytical documents prepared by the third sector and statistical
data obtained through questionnaires from the representatives of relevant ministries and
sectors in accordanceith the requirements of theassessmentool. Relevantnformation

was also obtained bwgnalysingrelevant primary and subordinate legislatioor managed
discussions with relevant entitiedt is not surprisinghat in the expost evaluation of
individual NRA stagescollecting and gathering the necessary information belonged to
predominantly one of the greatest challenges in #rgire NRAprocess. This fads also fully
reflected within identified shortcomings or areas where relevant measures mustkmn.ta

In the context of tharend of the development of information technology, the commitment

of the Slovak government to support the informatization of the society (including the central
authorities of the state administration) and the fact that the 2&entury is still around us, it

is still incomprehensible that it is impossible to obtain all relevant information and
unexplained discrepancies between the individual law enforcement authorities in identical
statistical indicators

Processndependence of the organization of work in individual teams can be considered
as one of the factors of successful completion of the whole NRA process. The specificities of
each of the sectors allowed specific teams to set an internal system of work leztrefs
much as possible the needs of individual members, both in terms of evaluation and in terms
of performing other job responsibilities. The focus, intensity, length and modes of
communication were tailored by individual teams to predetermined paudigectives and
the timetable/work schedule, which was the result of mutual consultations between
representatives of the NRA working group and representatives of the WBG. When looking
back, the plan can be described as ambitious, given the typical Sloaknstances
accompanying the whole NRA process

Two workshops were important part of the NRA process, according to the methodology
The planning obubsequenttasks and activities for period of one calendar year was the
sign of high professional Vel and attempt to achieve the mostconsistentresults An
important element was the ongoing coordination of tipeocessby the FSJ ad MISOLP.

In Bratislava, in Nvemler 2017, the final NRAemirar was held under thewuspices of the
State Secretary of # Ministry of Interior SR. The representatives of the World Bank, the
President of the Police Force, Deputy Prosec@@eneral for criminal section, Special
Prosecutor, Director§eneral of thesections ofMinistries andstate institutions discussed
the preliminary results and findings of theRW¥ especially identified shortcomings in the
activities of the competent authorities and the activities of tresponsiblepersons The
purpose of thepresentationof identified threats vulnerabilities and gaps in the activity of
the assessedntities wasto motivate the management to initiate internal processes to
introduce appropriate changes. Along with the identified shortcomings, the NRA working
group also presented a detailed oveawi of the proposed measures, including responsible
and coeresponsible bodies, and the expected timetable for their implementation
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Tool for NationalPassemenbf the Risk of ML and TF

The selection of a suitable tool for the practical implenaion of the NRA was the key
determinant of its successful completion and the achievement of relevant and especially
useful results. Equally important selection criterion was also the acceptability by the
competent bodies of the European Union and of theuncil of Europe, mainly with regard
to the system and assessment methodology. These assumptions were best met by WBG.
This is already the second generation of assessment tools designed to eliminate as much as
possible the adverse impact of the diversitf/features of the national AMOTRegime as
well as the lack of relevant information and data in the country. Based on a discussion with
the World Bank representatives, the relevant tool was tailored to the realities of the Slovak
Republic in order to make the most of its potential, theyedichieving an added value. This
related in particular to themodification of its focus on the concepts used in the Anglo
Saxorlegalsystem which, especially at the level of the law enforcement authorities,
allowed for more efficient use of the currentkgpt statistical data

The assessment of the national ML risk itself is determined on the basis of an assessment
of:
a)threats of the legaliation of proceeds of crime at national level, and
b) the level ofvulnerability in relation to the legafiation of proceeds of crime at national
level

In the context of the purpose of NRA, an assessment of "thraatsihderstood as an
assessment of qualitative and quantitative information on the nature of income and
proceeds derived from criminal aeity or financing that were generated on the territory of
the Slovak Republic or outside its territory. On the other hand, an assessment of
"vulnerability"” means assessing the shortcomings and weaknesses of the coudletigree
mechanism from the pointfoview of legalizing the proceeds of crime and terrorist financing

The toolconsists of @otal of nine modulesdivided into two groups in terms of entering
and subsequentevaluating qualitative and quantitative data arelevantinformation. The
first group consists of modules that have unambiguous and relatively complex logic and
apply weighted averages, built assumptions and formulae. This group includes a national
vulnerability assessment module and modules designed to assess vulngrabitidividual
sectors. The second group consists of modules that are based on relatively simple matrix
structures. These are modules for the threat assessmenationallevel, the assessment of
the risk of terrorist financing, and assessment of finahinclusion products and services

ML threat assessment module
- Helps determine the threat level at the national level, which is expressed in-a five
point scale from "low" to "high". The aim is to identify the main predicate offenses,
the origin and theflow of income proceed$ derivedfrom crime and the trends and
procedures used for legalization in the Slovak Republic. The essétice module
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should facilitate the systemic collection of ML threat data and the analysis of-cross
border ML threats. Parof the module is also the evaluation of income (proceeds)
derived from criminal activity that is not recorded or have an unknown arigin

ML vulnerability assessment module

Consists of an analysis of natiodgfenceagainst ML and also of the vulnerhiy of

the relevant sectors. The value of the vulnerability is given by the numerical
expression from "0.0" to "1.0" and the verbal description from "low" to "ldigh

Internal scheme of the module is based on the understanding of causal links (causal
relationships) between individual vulnerability factors related to the regulatory,
institutional and economic environment of the Slovak Republic

Evaluated factors in relation to thdefence of the Slovak Republic for ML and counter

measures taken at ni@nal level

Quality ofAML polcy andstrategy,

Effectiveness of the definition of a criminal offense of legalization of proceeds of
crime,

Scope and comprehensivenesfdaws onproperty seizure

Quiality ofcollectionand processing of intelligencefammation byFSJ,

Capacity and resources for investigation of financial crime

Integrity and independence of the bodies responsible for detecting financial crime
Capacity and resources for prosecution of financial cyime

Integrity and independence of tHaw enforcement authorities for financial crime
Capacity and resources for judicial proceedjngs

Integrity and independence of judges

Quiality of border controls

Complexity of the customs procedure in relation to the transport of cash and liquid
finandal instruments

Effectiveness of customs controls in relation to the transport cash and liquid financial
instruments

Effectiveness of cooperation at national level

Effectiveness of cooperation at international level

Availability of an independergudit,

Level of financial integrity

Effectiveness of tax collection

Level of formalization of the national economy

Availability of credible identification infrastructure

Availability of independent information sources

Availability and access to bengélownership information

Evaluated factors in relation to individual national economy sectors

Complexity of the AML legislatipn

Effectiveness procedures and the practical performance of supervision and gontrol
Availability and enforceability of adnistrative sanctions

Availability and enforceability of criminal sanctipns

Integrity of the staff of obliged entities
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- Effectiveness of compliant&unctions

- Effectiveness of monitoring and reporting suspicious actiyities
- Market impact on complianceith AML standards

- Availability and access to benefiomanership information

- Availability of credible identification infrastructure

- Availability of independent information sources

The basic step in the evaluation of the above factors was Heeaf the secalledmanuals
that included an explanation of the nature of a particular factbe criteriausablein the
evaluation, and the possible (recommended) sosroé information. After weighing the
individual criteria, the specific factor was @p®ed afinal rating. Thenecessityfor the rating
assignmentwas its sufficient justification based on available aadt "evidence" and, in
particular, on the objectivity of the evaluation team. The final ratings thus obtained were
then inserted in the pe-prepared excel files that were part of the NRA tool that processed
them through defined conditions and builh formulae. By combining the results of the
national defencecapability and the vulnerability of individual sectors, the overall final level
of national vulnerability was reached. At the same time, a list of areas that needed to be
addressed by the competent authorities, was drawn up. The aim is to help the relevant
authorities in the decisioomaking process, identifying the needs that need tododeressed
with priority based on the current state and development of the national AML @mé
system

TFrisk assessment module
- Systematically consists of three analytical sobdules. The first area, as a

prerequisite for assessing the risk of terrorist financing, was focused on assessing the
level of the terrorist threat itself for the Slovak Republic based on a detailed analysis
of qualitative and quantitative information related to the SR and data related to the
investigated terrorist acts. The second area already focusedamalysingand
evaluating the direction, resources and channels designed/usabldFqurposes.
Within the third area, the strengths and weaknesses of thefence mechanisms
were assessed, especially the quality of legislation, coordination mechanisms,
personnel and organizational provision of protection against FT, as well as the quality
of TFpolicies and sategies and operational procedures

4 Compliance: aet of measures adoptl by a particular entity to ensure compliance with the applicable
legislation
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PARTL ¢ RSK OREGALIXTION OF PROCEEDS OF CRIMINAL ACTIVITY

QONTEXTAL FACTORS OF THE SLOVAK REPUBLIC IN RELATIKESAIGXTION OF
PROCEEDS OF CRIMINAL ACTIVITY

The SlovaRepublicas an independent country wastablishedon 1 January 1993 by the
split of the Czech and Slovak Federative RepubBlic the 25 years of independent existence,
the Slovak Republic has undergone an intensive transformation process, which was
characterizedmainly by increasing the performance of the national economy and growing
foreign investment. The driving force of these changes was an attempt for creating an
economic environment that would be able to cope or compete with the developed countries
of the European region. The result of this effort is the membership of the Slovak Republic in
the EU since 2004. Another step in the integration of the Slovak national economy into the
European Union was the introduction of the single European currency EUROeartbith
the accession to the European Monetary Union in 2009. Fordlaison the Slovak Republic
as a Member State must meet high standards in the protection of the internal market
internal market transactionsand must have adequatiegislatve andinstitutional measures
in place

Asteady increase in the GDP resulted in an improvement of othacroeconomic
indicators such asabour productivity growth and competitiveness. Despite the negative
effects of the economic crisis in 2009 and at thentwf 2012 and 2013, the increase of
geopolitical risks and the high dependence of the national economy on the import of
primary energy sources, the SR has been among the most dynamic growth rate within the EU
Member States over the last ten years, as veadlin Europe. From the point of view of
macroeconomic indicators, GDP per capita in purchasing power parity is 77% of the
European average anshowsacontinued increase The longerm unemployment rate is
decreasing and has historically reached the lawesel (in 2017, at 8.1%). Household
consumption and foreign demand have the greatest impact on these indicators, which
speeds up the export activityhlso, the yearon-year growth of the minimum wage (and
average wage) was recorded. Compared to the Vdntees, the SR ranks second in the
performance of these macroeconomic indicators. Recently, a decline in inflation rates and a
reduction of the government deficit and the general government gross debt have been
reported. The recorded level of these maccoaomic indicators is a promise of balanced
economic growthfrom the point of view of both domestic and foreign demand and
investment over the next period. Balanced economy is expected in the light of the general
government budget deficit. It was just tle@nsolidationof public finances that increased the
pressure on the elimination of the shadow economy, which is its part despite everything and
impairs the integrity and stability of the market as well as of the relevant institutions.
According to the OEC&stimates, it has a decreasing trend, still beindL&3%of GDP in
2017.

Despite the above aspects of positive economic development as well as the geographical
location, the SR is not considered as a country where it is worth to place income and
proceeds from crime. The country has no "appropriate" legislative and institutional

5 For more details, please see EUROSTAT
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conditions that would motivate foreign perpetrators ofiminal offenses against property
and criminal offenses of economic naturéo do so, i.e. from the point of view of
international legalization the country is not perceived as a significant countms T
conclusion is also confirmed by the findings and results of the currently submitted NRA
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OVERALL LEVEL OF THE RISKGAEKXTION OF PROCEEDS OF CRIMINAL ACTIVITY

Overall level oML RISKn the conditions of the&sRis MEDIUMHIGHMHY.

Overall level oMLrisk is determined by the following facts

a)Overall level oML THREATMEDIUMHIGH LEVEMH)and

b) Overall level oML VULNERABILITYMEDIUMHIGH LEVEMH).

Celkova uroven
RIZIKA LEGALIZACIE PRIIMOV

Z TRESTNEJ CINNOSTI
- H
aa)
N MH Overall ML RISK level
.
a2 M
s Overall THREAT
= ML
o
(=] OveralVULNERABILITY
- L
-
U

Celkova ZRANITELNOST

6 L¢ low, MLg medium low, M¢ medium, MHg medium high, H; high
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1.1. THREAT OF LEGALIZATION OF PROCEEDS OF CRIMINAL ACTIVITY A
NATIONAL LEVEL

1.1.1. GENERAL ASSESSMENT OF THE THREMAGAHBXTION OF PROCEEDS OF
CRIMINAL ACTIVITY

The first step in the process of detecting the ML heskel in Slovak Republic conditions is
the identification of facts which may and predominantly cause damage to the state, the
public and the national economy. At the same time, it is necessary to diversify them in terms
of their seriousness and possiblepatt on the legitimate interests of the Slovak Republic.
The result of such an approach is the preparation of adequate countermeasures to mitigate
or completely eliminate these facts

The overall level of the ML threat in SR conditions is "medigh" ("MH") with an
increasing trend. The extent of unrecorded proceeds of criminal activity not sanctioned by
criminal prosecution is substantially higher

Geographical factors affecting the overall level of threat
- National ML threat"high" ¢ "H"
- Foreign ML threat'medium-high” ¢ "MH"
- Unidentified origin of ML threat'medium-high" ¢ "MH"

Il FTGSNI GKS AYyAGAFE LIXAOFGAR2Y 2F GKS 22NIR
threats identified the limits of the relevant module. Apdrom the fact that it is based on
the concepts used in the Angaxon system of lathis fact was manifested in the very
demanding subsumingof the currently kept statistical data by the law enforcement
authorities in the area concernéyl it wasshown very soon that the result of thgarticular
analysis based on an insufficient scope and low quality of the legally convicted cases of
legalization of proceeds of crime for the relevant period (for example, initiated but not
finalized criminal prosedion cases for the given period are absent) could have only limited
conclusions that would weaken the explanatory power of defining threats and would not use
the potential of the NRA evaluation mechanism

For the purpose of identifying the complex Mireat in the Slovak Republic, the relevant
tool was supplemented by an analysis of other factors, in particular the overall development
of crime and also the current characteristics and expected trends of criminal aclitigy
Working Group focused omeating cohesive quantitative and qualitative indicators with the
highest explanatory power. An important factor was the incorporation of the impact of the
analysis of the potential for generating illegal income in the context of unreported ctivee

" These are just the key findings to which the general public has ascdhe document, which contains a

detailed analysis of the individual factors, including statistical data, assessment of the typology and trends in

crime, is fully accessiblor service purposeg 2 L2 f A0S 02RAS&X LINR A S OdeinedNa 2FF

and the National Bank of Slovakia.

8 This fact was most striking in the field of awareness of the scope of prosecution (e.g., division into the
investigation angbrosecution phases) or seized proceeds of crime
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extent of which was affected mainly by thetensity of formal and informal inspectionthe
toleranceof the injured the level of legal awarenegthe type of crime, etc

In determining the threat of the level of unreported crime, the Working Grolpse the
following assessment

- theratio of unrecorded proceeds is not significant

- theratio of unrecorded proceeds is slightly higher

- theratio of unrecorded proceeds is higher

- theratio of unrecorded proceeds sibstantiallyhigher,

- theratio of unrecorded proceeds cannot be estimated

Based on this comprehensive approach within the threat assessment module, the
Working Group identified

1 General sources of threats the areas of crime generating the largest scope of
crime proceeds and relai® major predicate offenses
Identification of the extent of unpunished legalization gfroceeds ofcrime and
Follow-up trends and procedures used to legalize proceeds of crim@rms of
placement and ways of concealing the origin of funds from criminefiaty.

1
1

A more detailed assessment with the expression of the general ML threat of a specific
predictive offense is as follows

Crime / criminal{Estimated amount of ML threat Trend
offence unrecorded proceeds
=
2 2
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1.12. ASSESSMENT OF THE BASIC SOURCE ML THREATS ARISING FROM THE SPECI
TYPE®F CRIMINALITY AND THE REDAAORMOF CRIMINAACTS

The baselineprerequisite for assessing the threat of legalization of proceeds of crime is
the understandirg of the overall context of the longerm development of crimein the
conditions of the Slovak Republic and its impact and factors influencing the extent and
volume of generation of the proceeds of crime
It is necessary to be aware ofrade rangeof factors that have an impact on tlemmmission
of criminal acts In terms of MLthreats, however, it is primarily the motive of the
perpetrators in the form of generating profi{@roceeds)i.e. the reason why theelevant
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offense is committedby them, and the determination of the potential of the type of
criminal acts

The development of the security situation in the territory of the Slovak Republic in terms
of the number of detected crimes can be considered as extremely positive. There has been a
marked drop in the overalincidence of criminal actsthus, we can talkabout the gradual
trend of reducingthe overallincidenceof offences

Overview of overall crime development in th8R 20112015
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From the point of view of identifying ML threats, it is importantdistinguish between
individual types of crimiral acts while for the needs of the NRA, theffencesgenerating
the highest damage were identified from thendividual types of criminal act§ which were
then considered in the individual statistical data
For the purpose of identifying and evaluating the threats posed by the individual types of
criminal ats and the related forms of crime, the following have been specifiealfysed

- Criminal violence
- Moral crimeCriminal offenses against property
- Criminal offenses of economic natyr@nd
- Special partial types @rime:
- Corruptionrelated crime
- Drugrelated crime
- Organized form of committing crime
- Qybercrime.

9 The issues of relationship between the damage and the proceeds of crime are discussed below.
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Overall share of individual types of criminal acts in overall crime

2,61%

2,12%

— 17,51% o .
® Criminal violence

m Economic crime
u Moral crime
m Property crime

H Special partial types of crime

0,13%

CRIMINAL OFFENSEQAINST PROPERTY

ML threat for Criminal offenses against property medium with a declining trend. The
ratio of the level of unrecorded proceeds is sligttlgher, but the significant ML factor is
the fact that the percentage is almost 50% of the total prosecution of persons in e SR
Damage identified foCriminal offenses against propeiig28.38 %0of the identified damage
for overall crime in the periodnder review

The offence of theft(in particular highvalue things and organized formstill has the
highest potential for generating proceeds whose expected unrecorded income is slightly
higher.

Longterm theft of high-value things mainly motor vehicles and machinesof particular
importance in relation toML threats There is also awell-organized form (especially
recorded since 2013) of this crime, particularly in the casestefalinggoods transported by
freight cartransport, but alsoburglary within dwellings and recreational facilities

For Criminal offenses against propertwe may noticeML threats related to the use of
information and telecommunication technologiegincluding social networks and online
paymentplatforms), internet banking, and the like

Given the assumption of the persistence of a higher degree of latenCyinminal offenses
against property the threat of legalizing proceeds from this type of crime will be at the
same level as it has been $ar, will have a slightly accelerated trend

10 The number of prosecuted persons, despite its dominant position, hasrkadly declining trend,
betweerthe order of 24 436 (2015) and 38 211 (2011) persBescentage of total prosecution of persons is
almost a half of all prosecuted persons, about 49.24%ith astable trend
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CRIMINAL OFFENSESECBNOMIC NATURE

ML threat forcriminal offenses of economic natyrespecially with regard to the amount
of damage caused (total damage causkey criminal offenses of eonomicnature amounts
to 1,622,352000; EURwhich accounts for &0.49 %share of the total damagpand to the
detection rate of economic criminal actss in the range of 50.03% to 60.55% in the period
under review; it is mediumdhigh to high with a constantly unchangg trend, with the
expected amount of unrecorded income being (disproportionatghjigher.

ML the threat for tax offencegmost frequently, recorded crimes in the said type of
criminalact!?) is mediumhigh to high The expected amount of unrecorded proceeds or the
amount of benefits received is disproportionately higher than for the reported criminal
activity. Despite the measures taken, due to the constant transformation of the modus
operandi of these crimes, thednd of the ML threat is without change, except for the tax
and insurance evasigmvhich has an upward trend

The application ofexcess deductioonf value addedax has an important potential of ML
threat, and alsariminal activity in the form ofcarousel fraud is a continuing threat with an
upward trend.

The ML threat resulting from the misuse of the forms and schemes of compamasst
be consideredas especiallyhigh, where there is a significant disproportion between
detected and latent me. This typology also has significant crbesder spillovers. The
volume of identified proceeds generated is significantly lower than the one actually
generated without conducting a proactive financial investigation. Thealed CEO fraud
representsa significant level of ML threat with ampward trend in terms of the method of
committing crime and the ratio of undetected volume of generated proceddse essential
feature is the conduct, which also shifts this type of crim® the sphere of the secalled
Cybercrime

In cases where straw men are used, in particular du¢hto absence of documentary
evidence and proactive, parallel investigatiothe documentation of criminal activity is very
demanding andas a rulethose who have the greatest benefit from such conduct are not
criminally punishable, which represents the extraordinary potential of ML threat

In the period under reviewthe number of fraud cases in the freight transport of goods
grew, which has animmanent crossorder characterThe volume of proceeds generated
by fraud in international freight transport is difficult to estimate, but it represents a higher
rate than reported crime; from this point of view, there is a significant potential of theLM
threat with a constant and/slightly declining trend

111n 20117 2015, aotal of 23 211 tax offences was detected, out of which 16 706 were detected. In relation to
total crime, tax offeress had a 5.43% and the state budget suffered frossadf 637,858,000EUR, which
accounts for a 2378% share of the total loss of prosecuted crimEhe incidence of tax offences represents a
31.03% of the share of criminal offenses of economic naturén the period under review, there were 2,515
cases of convictions (a 10.84% share) from the total number of tax offences, and in one case, the punishment
of the confiscation of ¢hing was imposed. The forfeiture of property was not imposed.
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In harming thefinancial interests of the European Communities, ML threat is medium
high with a rising trend

From among other criminal acts of this type of crime, income generdhireats have
asignificant potential

- Tax and insurance evasiofihnigh threat increasingtrend, the ratio of unrecorded
proceeds isigher),

- Failure to pay tax and insurancémediumhigh threat trend without change,the
ratio of unrecorded proceeds isigher and

- Fraudulent bankruptcy(medium threat increasingtrend, the ratio of unrecorded
proceeds isubstantiallyhighen),

- Usury (medium threat, steady trend, the ratio of unrecorded proceeds is
substantiallyhigher).

ForCriminal offenses aéconomic naturewe may noticeML threats related to the use of
information and telecommunication technologiegincluding social networks and online
payment platforms), internet banking, and the like

Given the assumptiothat Criminal offenses oéconomic naturein the Slovak Republic
will have an increasing trend, the related ML threat will be progressive. The highest potential
for generating profits fronCriminal offenses of economic natuvéll have in particular tax
crime, whereas its organizexhd sophisticated form is expected

PARIAL TYPES OF CRIME

0 ORGANIED CRIME

The ML threat level for organized forms of crime remains high, especially with regard to
the volume of proceeds generated, the volume of unidentified proceeds, the nature, social
danger and the extent of related crime in predicate offenses with a balatread, but with
a transformation in the area of type crime, withsgnificant shift toCriminal offenses of
economic nature

In recent years, organized crime has learnt the lessons and moved its activities from the
so-called racketeeringviolent and drugrelated crime to more sophisticated and profitable
forms that are more complicated to detect and convict the perpetrator

From the point of view of prognosis of the developmemtcan be assumed that the
organized forms of crime generatinghé largest volumes of illegal income, such as tax
fraud, smuggling or illegal supplies of highx goods, trafficking in human beings, will
become more intensive. Certain potential of the ML threat must also be noticed in
connection with illicit armstrafficking.

There is still a ML threat in the organized form of smuggling of migrants, also in view of
the volume of unidentified proceeds generated by this crimé&he increasing trend in the
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import of labourfrom the Balkans and the related poteatiof organizd crime mainly with
respect toimportant business entities, will have to be considered as a threat

The organized form of crime will continue to pose a permanent ML threat with an
unchanged amplitude of the trend but with a marked chang the nature of the crime
committed towardsCriminal offenses of economic nature

o CYBERCRIME

The most serious forms of cybercrime in a broader semggesent a significant ML
threat with agrowing trend The ratio of unrecorded proceeds isubstantially higher.
Recordedcyberattacksovercome the conventional criméecoming a horizontal element of
its commission The existence of digital currencies represents a special threat with a
growing trend

Cybercrimeas ahorizontal element of crime is a relatively new type of crime in the
Slovak context. The most serious forms of cybercrime represent a significant ML threat
with an increasingrend.

Alow detection rate of cybercrime hasa strong connection with thedevelopment of
new information technologies and services related to the use of various sophisticated
methods in P2P/TOR networks, etc. Despite the constant incidence of criminal acts, we
recordedstill low % detection rates of the offence of damage and mse of arecord on
adata carrier. In the case of damageaused byybercrime its share of the total crime was
steadyin 2011- 2015.

ForCriminal offenseagainstproperty andCriminal offenses of economic natunee may
notice ML threats relatedto the use of information and telecommunication technologies
(including social networks and online payment platforms), internet banking, and the like
Encryption of communicationwhich is a clear trend, facilitates the commission of crime.
Phishing, usingnalware and ransomwarere still present

In 2011 ad 2012 a significangrowth of online fraud and its modifications was
reported. In 2014 and 2015 perpetrators predominantly usecdventspecific forms of
committing Criminal offenses of economitature consisting in the saalled dcredirecting
paymentgiwithin standard business paymergystem of business partners in high volumes
(in the order ofmillions of EUR).

The ML threat resulting from the existence of virtual currenéiés high with anincreasing
trend also with respect tahe scope of the unidentified volume of such placed proceeds of
crime,

Given thatthese ML threats and risks do not have a local but crssder nature, which
is linked to the global expansion and Internet access as well as connectivity facilities, these
threats and risks require an international approach both at FIU level as well as within

12 Slovakia is the second country in Europe where it is possible to buy and sell the Bitcoin virtual currency
in a shop.Just as it is possible to top up tredit, starting from 1 September 20186, it is possible to use one of
41 shops of the GECO network abitcoin exdhange office.
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banking systems, but alsmoperation with the providers of telecommunication services
(including social networkps

In the case of cybercrime, it will be possible to monitor in the future its high latency in
committing crimes on social networks the sccalled cyberspace. It is also possible to
identify the rise in the link to the black economy, with the volumwiereas theextent and
material damagecausedby cybercrimewill be high with agrowing trend An importantML
challenge is to ensure the training daf and createtechnial conditions required for its
effective detection

o0 DRUGRELATED CRIME
Drugrelated crime is &ighly organized, lucrative and especially latent form of crime

From the point of view of generating proceeds of crime, ea® talkabout a medium
high ML threat with an increasing trendwith the expected amount afinrecorded proceeds
being considerably higher

No major changes are expected the projected development of drugelated crime.The
SR is a country with &ully developed domestic drug market, where all drugs available in
the European Union are offered. significant factor in the increase of the ML threat is the
fact that in the recent years, in the field of drugs, the Slovak Republic has changed from
the transit country to the country of destinatiorg consumption

lllegal proceeds from drugelated crime of transnational crime are legalized in Slovakia
mainly by investing in services cafes, restaurants, etc. Plus, they are investments in
gambling etablishments that areused to subsequently legalizehe illegal proceeds,or
real estate transactions through coperating persons(dummieg. The profits of Slovak
organized crime involvedn this type of crime ardegalizd/ paid out also in the form of
invoicing of fictitious services to companies engaged in retail serviceg). (eental of
movable and immovable property) which control the persons involved in dmajated
crime.

Organization is typical mainly of the Vietnamese community (methampdmaine,
plantsof the generaCannabis (cannabis)) and the Albanian community (cocaine). People
of Slovak nationality are mainly distributing methamphetamine and Cannabis plaiitse
importance of drugdrafficking into Europeby the "Balkan Route is grovgnwith most
routes runningthrough Slovakia and further spreiag to Western European target countries
towards endusers

There isapresumption that thetrend of introducing new psychoactive substances to the
consumer market will continue. Thesare imported primarily from Poland, Hungary and
the Czech Republic, or they are shipped from East Asian count@sarly the highest
priority of controlling the black market for narcotic drugs and psychotropic substances will
be the penetration into theso-called cyberspace and monitoring of the illegal dealing in
controlled substances on the InternetAn increase can also be expected in thecated
pharmaceutical crime and abuse of Internet pharmacies. The Slovak Republic will further
be significantlyaffected by the regional factor of drugelated crime
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0 CORRUPTION irbaoader sense

In terms of thethreat of generating proceeds of crime, corruption representsreedium-
high level of ML threat, with no significant fluctuations in its trend, mainly with reference
to the fact that the expected amount of unrecorded proceeds is, given their character,
certainly higher than the identifiedproceeds within the really prosecuted corrytion
offenses. In this context, however, it is extremely difficult to estimate the extent of
unreported crimeor the volume of resources coming from such activitjowever,only a
major systemic corruption is theeal MLthreat.

According to the findings of the Working Group that correspond to the outcomes of the
OECDAssessment Report, despite the fact that the FSJ reported a significant amount of
reports of suspected legalization of proceeds of crime, in the period under revietwAs
focused on smalla ¥ &G  tad€ed Hf2gbrfuption, and not to major and more
sophisticated cases where the cases of foreign bribery can be included, and did not
monitor at all the related proceedings of the legalization of proceeds of crirfreaddition,
except for a few exceptions, most of the cases of conviabiooorruption in Slovakia is for
low bribes. Investigators and prosecutors concentrate their resources on the cases where
they can catch perpetrators "at work". Only exceptionallyere are positive examples of
investigating only historical events and cases where high bribes and socially significant
processes occur

Reporting corruption and providing qualified evidence is one of the neuralgic points of the
whole process. Theosial perception of still poor level of protection of corrupt crime
notifiers is an extraordinary challenge in detecting and investigating corruption

The trend of the ML threat in the field of corrugiehaviour in relation to the
procurement of a matter of general interest remains unchanged. Healthcare is ddong
problematic area with frequenbccurrenceof corruption. The threat of generating proceeds
from overestimated prices of projects funded by thero funds thereby generating illegal
proceeds by invoicing fictitiouservices and other defects of processes within subsidy
schemes, remainistent. Also,with respect to aelatively low number of convicted persons
for corruption in public procurement, uslly they argpersonswho are regular employees of
contractors or entrepreneurs who were bidding for contracts, the ML threat related to
public procurement processes will continue

CRIMINAL VIOLENCE

From the point of view of the overall ML threat criminal violence, we can talk about
amediumlow threat with a decreasing trend However,except for carrying concealed
weapons and arms traffickingwhere the ratio of unrecorded proceeds is substantially
higher than the value of detected proceedise ML threat of this specific activity imiedium
with an increasingtrend of its development with respect to the potential of generating
proceeds of crime

o0 Extortion
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In this context, it is necessary perceive the mediurow level of ML threatonly in the
cases of serious crimes @xtortion prosecuted within the subjecmatter and local
jurisdiction of the Specialist Prosecution Officef thet dzo £ A O t NP a & hdAR2 ND a
It involvesprimarily the members of criminal groups, becaustortion remains one of the
ways in which they get illegal profitddowever, the ML threat trend is declining

In general, it is possible to predict that criminal violence will continue to play a marginal
significance in relation to the possible gemation of proceeds of crime and their
subsequent legalization, without any significant change in the trendlowever, an
organized form of committing certain types of criminal violence (e.g., extorticti)l must
be considered amML threat.

Particdar attention should be paid to the aspect of combating tleit manufacture,
possession and trafficking of weapons, projectiles, ammunition and explosit&she level
of ML threat for this type of crime is mediurhigh with a prospective predicted growth
The level ofML threat for robbery is mediumlow without any change in trends.

MORAL CRIME

From the point of view of the ML threamainly human trafficking(in particular,forced
begging forced marriage sexwal and labour exploitatiolf) has apotential to generate
proceeds of crime, for whiclthe ratio of unrecorded proceeds is substantially hightétran
the value of detected proceeds, takinmto this fact, the ML threat is medium, and the
developmenttrend is increasing

Procuring and Soliciting Prostitutioms alatent form of this criminal activity, whicls
identified and detected only to a minimum extentA specific type of this crime is the-so
called "escort servicé.

Although the volume of proceeds generated from prostitution is hard to estimate, it is
not a high ML threat, where its threat is only present in its links to organized crime,
without significant fluctuations in trend

From the offence othild pornography the dissemination of child pornographias a low
ML threat with an increasing trend as the estimated unrecorded amount of proceeds is
hard to estimate, but certainly higher than fthre reported crime?®

B From the point of view of longerm statistical reporting and with regard to the nature of the offense, this type
of crime is included in criminal violence.

14 Based on an analysis of prosecutions initiated over the last four years, trafficking for the purpose of sexual
exploitation (almost 50% of cases) prevails. Forced begging is the second (about 20% of cases), followed by
labour exploitation (about 15% of @®s) and the remainder are forced marriages and combinations of the
above exploitation purposes (about 15% of cases).

15 Since investigators dealing with the detection of this type of crime during the period under review did not
receive support in a proave parallel investigation, there is a lack of identification of proceeds in this area, as
well as the actual provision and collection of the proceeds of this crime by the perpetrators. With regard to the
nature of child pornography, it is statisticatlifficult to determine the damage and therefore does not appear
in the statistics of this crime. Therefore, it is not real to estimate the volume of perpetrators' proceeds.
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In general, anincrease in commercially motivated moral crim@@rocuring and soliciting
prostitution, trafficking in women and children, etc.), which is the source of illegaleeds
can be expectedand therefore it wilkepresent the highest ML threat ohis type of crime.
The impact and importance of the Internet for the expansion of moral griwhich is a
significant ML threatwill continue to grow

1.13. ASSESSMENT OF THREATS ON THE BASIS OF LEVELS AND QUALITY OF DETECTI/
INVESTIGATION ANORIMIML PROSECUTION OF THE CASES OF LEGALIZATION OF
PROCEEDS OF CRIME

The quality of the actually investigated and prosecuted criminal offenses of the
legalization of proceeds of crime under Article 233 of the Criminal Act did not reflect the
seriousnesand extent of the predicate criminal offenses detected

Despite the rising trend in the use of preventive tools in the forrsetureof proceeds
of crime in the preliminary procedure the final seizure of proceeds through property
decisions was minimair zera

The analysis clearly confirmed the fact that during the period under review there was an
inability to "demonstrate" the abundanceof real convictions, seizure and confiscation of
the procedls of crime in secalled High Profile Cases

The insufficient quality and nature aictually investigaged and criminallyprosecued
criminal offense®f legalizationof proceeds of crimevasparticularly evident in cases where
predicate offensesincluded serious fraud, financial crime, tax crimes, seriausninal
offenses against properferiminal activity committedhrough the forms obrganized crime,
corruption, abuse of power by a public official, and the lik&nly aminimum number of
casesf autonomous legalization or legalization by third partigsofessional legalizers, was
registered. Equally, the ML aspects of sophisticated forms of abuse of legal entities were
sanctioned insufficiently or were not sanctioned at all

The absence oh real proactive parallel financial investigation is the largest source of an
ineffective system of detecting and generating serious cases of legalization of proceeds of
crime.

ANALYSIS OF THE CASES OF LEGALIZATION OF PROCEEDS OF CRIME

The number of cases prosecuted did not change dramatically in the period under review
of 2011-2015.

In the period under review of2011- 2015 police authorities assessetl 165° ML cases
(the offense of thelegalization of proceeds of crime anthe offense of sharinyy which
represents only &@.27% share of &otal of 427309 of all committed criminal acts

18 The difference between the number of ML cases recorded in the registrationtistattisystem for crime
(1278 cases) and the number of ML cases considered (1 165 cases) was due to a change in the legal
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In connection with the offense afharingand the offense of legalization of proceedk
crime (Articles231, 232 andArticles233,234) the Prosecutor's Officdor the period under
review:

- Terminated thecriminal prosecutionof

0 unknown persons irv75cases
0 known perons inl 196cases
A out of it, in714 cases, brought an indictment and 79 cases,
concluded gplea bargain 75 x conditionally discontinued the
criminal prosecution

I O0O2NRAY3 (2 az2W {wwWa RIFIGFZ nyt LISNARA2Y& 6S

the offense of legalization of proceeds of crime under Article'2a8d Article234 of the
Criminal Act, the sdistatisticaldata are as follows
- 607 cases assessed by police authorifi@sminal prosecution initiated= 014 %share of
all criminal prosecutions initiateq
- completed criminal prosecution of

- unknown persongn 621 cases

- knowns persons i@89cases

- out of it, in179 cases, brought an indictment and38 cases,concluded

aplea bargain, and in 2 cases, conditionally discontinued the criminal prosecution

I OO2NRAY3I G2 8eeW validly ¢enviced fithe bBfferrse1of legalization of
proceeds of crime.

Basic overview of the quantitative indicators of the criminal prosecution of the legalizat

the proceeds of crime during the evaluated period

Iegallz?tlon/+|nc'lud|ng sharing ’ ' | ToTAL Tren

D HOOHOp HU X HoON OHPHIFIUOLK B2 HoOom O d
2011 2012 2013 2014 2015 2011-2015

Number of

postponed |79 125 72 141 111 528 Y

UTRs total

Number of

postponed

UTRs  by|72/79 122/125 |71/72 139/141 |109/111 ([513/528 Y

obliged

entity / FSJ

classification of the offense during the investigation (the difference in the initiation of the prosecution under

Article 199 CriminaAct andbringing of indictment under Article 205 CA or another termination
YLy Of dzRAY3a 2FFSyasSa dzyRSNI GKS 2fR / NAYAYyLFE 1 OG 632 HpH
18 Even in the case of convicted persons there were significant discrepancies between the data of GPO SR
andMoJ R. GPO SR reports 638 convicted persons, out of it 91 convicted of the offense of legalization of
LINPOSSRA& 2F ONAYS dzyRSNJ 2 Hoo 2NJHon 2F GKS / NAYAYI §
Justice, which is officially responsiliée this part of the statistics, were physically evaluated for NRA purposes,
GKS ¢2N]JAy3 3IANRdMzL) RSOARSR (2 dzaS az2w {wQa aidlidraidarnda

51



Referral of
postponed
UTRs tq
LEAs

30 34 20/24 78 51 213/237 Y

Referral of
information
to FSJ with | 150/150% | 1 gg/1 98+ |131/136 |300%2 |221%  |1000/2005 | Y
suspected

ML for
LEAs

Initiated
criminal 140/296 |[145/277 |106/256 |[111/239 |105/210 |[607/1278 Y
prosecution

Terminated
criminal
prosecution [ 101/133 |116/143 (128/161 |118/151 |158/187 |(621/775 Iy
of unknown
persons

Terminated
criminal
prosecution
of known
persons out
of it:

32/210 64/237 61/292 62/269 |70/188 2891196 |y

Conditional
discontinuati 2/75
on of CP

Accused
persons
Proposal of
plea bargain

1 17 45 43 44 62 212 13)

17/98 38/141 35/173 36/128 |53/174 179714 13)

0/33 7/35 8/40 9/40 9/31 33/179 Y

Discontinue

dcCp 79/0 98/0 102/106 |97/111 |109/116 |485/510 1))

Convicted
persons

8/84 7/102 12/115 1V121 |2/65 40/487** Y

19%n 2011 and 2012, sharing was together with legalization (2011, sharing 2x, 2012 sharing 3x)

20%x |0 2014 and 2015, 0onA 2 3 3

21 The data are based on the number of valid decisions (judgments) sent by courts at the request of MoJ SR.
Module 2¢ vulnerability shows slightly different data (42/492) based on official statistics published on the MoJ
{wwa ¢So0aArds
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Postponem

ent of 10,633542
proceeds €|710273 [1,933116 gggggg /3’980’11 3,179166 |/ rb
(all obliged 11,491,600
entities)
Seizure of 20 /131 /

20 /1100 /
proceeds |14 /115 /18,811,287 [756,080
(only 293308 /(204,999 /|/ / 71’585’683 3,1’62?]“357/ rb
m_oqeyz 740363 [2,029716 |29,81821 |8,50590 4418543 | 45512736
within  pre- 3 1
trial
proceedings
Icegalization/ 40% 10.10% 30% 9% 103% 32.19%
other
offences

30,02321 |7,28322

Of totale 1,033671 (2,234,715 > 9

9,004,226 |49,579053 |

Final
decision or
confiscation
of proceedq -
¢ X X -/117,246 /138,085
legalization
all predicatg
offences

X /255,331 1))

As for specificcrimes generating the highest damagdiere we includefraud, credit
fraud, theft, embezzlement, tax and insurance evasidax fraud and failure to pay tax and
insurance

The following outcomes result from an analysipodsecuted asesof the legaliation of
proceeds of criméand also sharingand the related nature of the identified proceeds
Even71.93% MLacts are related to the@redicate criminal offence of theft undép Hoft H
Criminal Act(mainly theft of motor vehicles omotorcycles, theft of @hing and theft by
breaking and entering
The commission gbredicate criminal offence of frauflL7.42%)follows. They were mainly
the cases of unauthorizedrauduleni) transfer of funds for various products or services
The comnssion of offences with an international element was carried out only in cases
involving theft of motor vehicles and fraud (unauthorized transfer of finds
For predicate criminal offences, theommissionof offences in aophisticated manner was
not proved;to anegligible extent, predicate criminal offences were committed with respect
to criminal violence

22= |t reflect s data on seizure reported during the years to MONEYVAL
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A largepart - more than ahalf of the proceeds of crime is subject to the actual direct
consumption of thepredicate criminal offenceperpetrators, without the specific elements
of the legalization moment

Legalization of proceeds of crime in prosecuted cases was carried out in particular by
- transfers to bank accounts and by withdrawals from these accouynts
- sale of stolen and&changed objects with the hidden origin of their acquisition from crime

These conclusions are considerably distorted from the quantitative point of view, in
particular due to the scope of the prosecuted legalization, the purpose of which was the
legalization of stolen cars

No sophisticated forms of legalization were identified, e.g. using the placement of
proceeds abroad or with the involvement of professional legalizers

In the case of organized fornaf crime,the largest source dflegal proceeds in particular
of criminal groupsis theeconomic, property, drug-related crime or acombination of these
types of crime with criminal violence
Based on experience in dealing with tlegal cases with foreign countrigs, general, it ca
be stated that most othe illegal proceeds arise from various typesfi@ud committed
through computer systems, that is, cybercrime gonjunction with the economic, cross
border nature In thesecasesthey are, for example, eliciting payments via the Internet for
advertised goods, services, or feariousreasons- credit, winnings, etc., transfers from
accounts to foreign accounts without the knowledge of the holders, and others, with
payments being idected to accounts abroad. In most cases, the cases are difficult to detect
within the limitation periods of prosecution of criminal offenses

IDENTIFZATION OF PROCEEDS AND WITHDRAWAL OF PROCEEDS

Oneof the baseline findings of the evaluation pess is the fact thatere are no reliable
statistical datawithin the activity of LEAs and courts in thet8& would quantify the value
of the generated proceeds of crime with a sufficient level of explanatory powSuch data
are not systematicallgollected. One of the reasons is that determining the composition and
amount of the proceeds of crime is a qualified process that is part of the evidence in a
specific prosecutios®
In the SR however, we have systematically collected data on the amountlavhage
caused* for individual criminal offencesvhich are available to th® PFSRThis criterion, in

23 Another problem is that the seizure itself contains its natural stages that are not statistically distinguishable (for
example, an order to seize funds stated for a certain amount, a differentt asnacitoally seized that can
increase during the seizure), the seizure itself is performed in a qualified mode, and data should be uploaded
to the information systems only after they have been declassified, thus creating space for statistical errors

#A 124 Criminal Act

(1) For the purposes of this Act, damage shall mean harm to property or actual loss of assets or prejudice to the
rights of the injured party or other harm, which has a causal relationship with the criminal offence irrespective
of whether the harm has been caused to a thing or to the fgintghe purposes of this Act, damage shall

also mean advantage gained in causal relationship with the criminal offence
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the given context, provides an insight into the seriousness of the crime committed, as
damage is also understoods profiting in a causal connectiorto a criminal offense It is
necessary to take into account that the damage in $gstem of criminal law in the Slovak
conditions is aignificant qualification factor determining the seriousness of the offense. In
principle, however, it can be stated théte amount of the damage is higher than the
potential volume ofthe proceedsof crime.

Based on the above described outcomes of the analysis of individual types of crime it can
be stated that despite the fact thatriminal offenses against properave the dominant
position in terms of the number of offenses committed, thenterms of the amount of
damage unequivocally Criminal offenses of economic naturevith a share of 60.49%
prevails In Criminal offenses of economic natuygust tax crime witha 3103%share has
aconsiderable share Criminal offenses of economic naturare followed by Criminal
offensesagainst propertywith a 25%share

The share of damage from criminal offenses against
property and criminal offenses of economic nature of total
documented damage in ths. EUR
i Overall crime i Criminal offenses of economic nature

1 Criminal offenses against property

701 421

558 331 536 704

489 166

396 449

368 931 350 605

281 266
176 489

216 818
114494

156 089 137 811

2011 2012 2013 2014 2015

Statistical data show that the competent authorities seized only 12.24% of the value of
value of thelegalized property identified in the prosecutian

The analysed court decisions reveal that thewithdrawal of proceeds by direct
instrumentsin cases of criminal prosecution of the legalization of proceeds of crime under
2 Hoo 2F (KS miltduy bryzérd If, événiin the Iperiodinder review the

(2) Damage within the meaning of paragraph 1 shall also mean the lossfibfg@mwhich the injured party,
considering the circumstances and his personal situation, would otherwise be entitled or could reasonably
expect to obtain.

(3) In case of criminal offences against the environment, damage shall mean the combined erteirbannen

and property damage; property damage shall also comprise the costs of restoring the environment to its original
state. In case of the criminal offence of illegal handling of waste pursu&ection 302the scope of the
offence shall be determed on the basis of customary price charged at the time and place of the offence for the
collection, transport, export, import, recycling, disposal or dumping of waste, and the price charged for the
removal of waste from the site that is not designateddamping.
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confiscation of ahing was imposedit was generally minstrument forcommittinga crime,
and not proceed of crime The confiscation gbroperty wasimposed exceptionally

The proceeds of crimean be seized either by the forfeiture of property, forfeiture of a
thing, or by imposing the protective measure for the confiscation of a thing, but in this
regardalso by the imposition of a pecuniary penaltyBecause of its naturéhe seizure of
proceeds also includes the award of thempensation of damage to the injured party in
criminal proceedingswhich is borne by theconvicted person

The Slovakparticularity is a relatively frequent imposition of a pecuniary penalty
which de facto withdraws the value of gained profit from criminal activity without the
obligation of the judicial authorities to identify (and demonstrate) the specific things that
were obtained by criminal activity or acquired for such things. Anothedvantage of this
sanction is the relatively fast execution, as opposed to the lengthy process of confiscating
a particular thing (or property.

The imposition ofpecuniarypunishment is, in terms of thevithdrawal of proceeds of
crime, the most important factor in thassessmenof convictions for predicate offensgior
which due to the absence of a parallel financial investigation, crinmr@ecutionfor the
legaliation of proceeds was not extendednd thecriminal sanction of the perpetrator
(either for selflaundering or for separate cases lefjaliation) was completed with such a
process

Without keeping statistical data on the value of pecuniary punishment imposed and the
value of the compnsation of damage awarded in criminal proceedings, it is not possible to
demonstrate the effectiveness of this method of seizure of the proceeds of crime

A frequent measure is also thiposition of an obligation to compensate the injured
party for damage.However, if the damage cannot be quantified or accurately quantified,
the injured party would have to refer it to a civil procedure. However, no statistical data are
kept on how many injured parties actually made their claim a@ivd procedure

From the judicial decisions under review concerning the criminal prosecution of the
legalization of proceeds of crimtihhe compensation of damage was imposed irical of 56
cases, the pecuniary punishment in 27 cases, and57 casesthe injured party was
dependent on a civil procedure

The concept of thevithdrawal of illegal proceeds outside criminal proceedin@sithout
a previous conviction in criminal proceedings the form of procedures according to Act

No.101/2010Coll on proving the origin of property appears asbsolutelyineffective now
(without real results)

ML GEOGRAPHICAL FACTORS
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Atotal of 1113 Sloaks participated in ML casewhich is a9554%share of the total
number of ML cases(1165case$ and foreignersappeared irb3 MLcases, numbef9 @n
8.50%5%°.

Offenses with an international element were committed mainly in cases involving the
theft of motor vehicles and fraud (unauthorized transfer of funds). It is clear from the
analysis that statisticallthe proceeds generated in the Slovak Republic still prevail
However, from a qualitative point of view, an increasing trend of the detection and
subsequent prosecution of money laundering with iaternational element with the
generation of proceeds of ene, must be providedThis fact is significant not only in the
context of a growing volume grosecution of the saalled carousel fraudAs a relevant
regional scope, it is possible to designateighbouringcountries, in particular the Czech
Republic ad Hungary. At some distance, Ukraine and Austria and Poland follow. The EEC
countries are significant, particularly Italy, the Federal Republic of Germany, Switzerland and
the Netherlands. Also, ML casesolving tax havenwere not produced

For the target country of ML cases it is important to determine the country in which
things, proceeds or property should be placed after their/within the legalization or sharing
In the vast majority of ML cases, the target country was the SR (in 1059 ML cases,
representing a 90.90% share). Among the other most frequently occurring target countries
were Ukraine (20 ML cases, which is a 1.72% share), Poland (12 ML cases, 1.03%) and
Hungary (8 ML cases, a 0.69% share). Most frequently, proceeds in the form siétsaof
funds and stolen vehicles were directed to foreign countries

The most frequent target country for transfers of funds was Ukraine.
It isinterestingto note that such countries as China, Hong Kong, Cameroon, Russia, Serbia,
Turkey, i.e. notEU countries were target countries for this method

Furthermore, there were ML cases with stolen vehicles, where the target country was
again mainly Ukraine. ML cases with the consumption and repayment of false checks were
directed to foreigncountries less frequently

In relation to thecountry of origin for ML cases, the highest representation had the SR
(63.52%), followed by Germany (8.50%), Aufri@8%),Czech Republic (4.64%), %) and
other countries. In 74 ML cases the countfyodgin was not detected (6.35%t was mainly
related to car theft and subsequent legalization). However, the main threat is cybercrime

RELATEBREDICATE CRIMINAL OFFENCES

25 For this characteristic of ML cases, it was taken into account how many persons were involved in legalization
or in the sharing, i.e. how many people were suspected and how many people were accused.
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Predicate criminal offences of prosecuted ML cases
considered

4,98% um Theft
5,92%

17,42%

m Fraud

Countefeiting and altering
identification data of motor
vehicles

m Other predicate COs

Even 71.93% of the deeds constitute theft und@212 of the Criminal Act (in particular
the theft of a motor vehicle or a motorcycle, theft of things and thelty breaking and
entering).

It is followed by the commission of predicate offences in the formfratud (17.42%).
These were in particular cases of unauthorized (fraudulent) transfer of funds for various
products or services. Other predicate offentéesccurred only marginally with 292%share
(from 0.09%for the offence ofcarrying concealed weapons andve traffickingto 2.40 %
for the criminal act of robbery)

In ML cases linked to criminal groups, thesgstematically focused on fraudulent
transfers of real property and their subsequent legalization, in terms of proceeds from this
criminal activity, there were large financial proceeds, which in individysiosecuted cases
exceeded the amount of EUR 1,000,00the investigation of such cases generally lasted
from the start of the criminal prosecution until the submission of an indictmenafdeast 6
years

The most widespreafbrm of punished legalizatiorof proceeds of crime was found in
the form of personal consumption of stolen things and funds

From the point of view of the services (products) used and the sectordretitltions
involved, the analysis of all ML cases shows that most often it was about possession and use
(837.17% of ML cases), then a bafib.80% of ML cases) district office (1416%of ML

26 Carrying concealed weapons and atrafficking, tax and insurance evasion, failure to pay tax and insurance,
abuse of power by a public official, establishing, masterminding and supporting a terrorist group, illicit
manufacturing and possession of narcotics or psychotropic substancess poigoecursors, and trafficking
in them
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case$, originality check(8.58% of ML cases) District Traffic Inspectorate (7.73%) ad
conventional sal€6.44%of ML case$. Other subjects appeared sporadically

ML threat for the sector Trend
S =
< 2 =4
Setors S| 5|5 38 8| o
2| 8| 2| 3|58 5| s
S S = 91285 £ | ¢
Bankng, offshore
Securities X
Asset companies X
Insurance sector X X
Payment
institutions,
payment servic X
agents an
electronic mone
institutions
Leasing X X
Creditor X X
Finarcial agent and
. i . X X
financial advisor
Exchange office X X
Gambling operator X
Real estat
agencies, buildin X
sector, developmen
Health service sale
of medicinal
X
products an
medical materials
Merchants with
precious metals an X
stones
Auditors X X
Accountants X X
Lawyers X X
Notaries X X
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Tax advisor X X
Pawnshops X X
Auction X X
Non—p.roflt. X X
organizations

Other service

(advertising, sports X
sponsoring...)

Others (cars

possession and us

standard sale X X
personal

consumption, etc)

An assessment of the seriousnesgp#dicate offenses and the related volume of money
laundering shows that the most serious are: criminal acts in the ar¢axafrime, Criminal
offenses ofeconomicnature and Criminal offenses against property

However, from a qualitative poiraf view, it is necessary to note the increasing trend of
detection and subsequent prosecution of money laundering with the ebasder element
of generating proceeds of crime. This is particularly important in the context of the increase
in the volume ofrosecution of the sacalled carousel fraud

In the relevant period, systematic measures taken at the levebR®D SRstarted to be
visible While in2011, 2012 the dominantwere prosecution cases the predicate offenses of
the theft of motor vehicle and their subsequent dmliation with VIN cloning or the
consequences of simpler forms of fraud. Data fra@il5indicate the prosecution of more
sophisticated forms of fraudulent conduct and mainly the accelerated prosecution in the
field of cybercrimeébut also, for instance, in the field of fraud/hen assessing the nature of
actually initiated criminal prosecutions (but not validly terminated), it is clear that this
positive trend is growing
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1.2. VULNERABILITY WIRESPECT TO THE LEGALIZAOFOMNROCEEDS OF
CRIME AT NATIONAL LEVEL

The basic precondition for introducing effective tools and measures within the national
AML andCTFsystem is to identify vulnerable and weak points and possible gaps that would
facilitate potentialperpetratorsto place, stratify and integratthe proceeds of crime

The overall level of vulnerability of the SR is based on the evaluation of two basic
parameters
1. Country's ability to combat ML
2. Overall vulnerability of the sectors of the national economy

The overall level of vulnerability of the country from the point of view of combating the
legalization of proceeds of crime was determined at the levahetlium to mediumhigh
level- the score according to the programme todl.6.

The result of the country's overall ML vulnerability at national level points to the fact that
the level of measures in combating money laundering is average andra problematic
area is mainly the low effectiveness of these measur@se reason for theveaker ability of
the country to combat legalization is the lack of quality of search, detection of crime, the
quality of prosecution, the quality of judgments and an impaired quality of the framework
of the seizure and final confiscation tegally acquired property. The resulting average
level of overall sectoral ML vulnerability is primarily determined by the moderate
vulnerability of the banking sector, which is the most important sector from among the
evaluated ones for the national economy, ancetfinancial sector of the country. Priority
measures to strengthen the country's capability to fight against the legalization of proceeds
of crime should primarily relate to capacity and resources to detect financial crime and the
banking sectar

1.2.1CAIJNTRY'@BILITYTO FIGHT AGAINST THE LEGALIZATION OF PROCEEDS OF CRIME

In general, theability of the country to fight against ML can be understood as the ability
of the competent authorities to effectively prosecute and sanction the cases of the
legalizationof proceeds of crime, as well as the ability to identify and seize the income and
proceeds arising from criminal activity. The countrghkility to fight against ML was
evaluated at anediumlow to medium level- the score according to the pgpamme tool
0.40.

The country's ability to fight against ML is mainly influenced by the following factors

Factors affecting theSRs ability to fight against ML Score
Quiality of AMLpolicies and strategies 0.5
Effectiveness of the definition of theffense of legalization of proceeds of crime 0.6
Comprehensivenessf legal framework for seizure of property 0.6
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Quality of the FIU's activity in obtaining and processing financial intelligence informatior 0.6

Integrity and independence of law enforcement units 0.6
Capacities and resources for criminal prosecution of financial crime 0.5
Integrity and independence of LEAs 0.6
Capacities and resources for judicial proceedimgfinancial crime 0.5
Integrity andindependence of judges 0.5
Quality ofborder checks 0.7

Comprehensivenes®f the customs procedure on the inspection of cash and similar mor 0.7
market instruments

Effectiveness of customs controls on cadinansport and similar financial market 0.7
instruments

Effectiveness of national cooperation 0.5
Effectiveness of international cooperation 0.7
Level of formalization of the national economy 0.7
Level of financial integrity 0.7
Effectiveness of taxollection 0.5
Availability of an independent audit 0.7
Avalilability of trusted identification infrastructure 0.5
Availability of independent information resources 0.5
Availability of information on beneficial ownership 0.5

QUALITY OF AML POLICY ANRATEGY

- a Strategic Plan to Combat Money Laundering and Terrorist Financi2glar 2016

The strategic plan was based on the need to take effective measures to identify the
proceeds of crime and to prevent their placement in the market econamy further use,
as well as to create conditions for their final confiscatidhthe same time, it wasecessary
to point to the unwanted situation in detecting, investigating and prosecuf@rgninal
offenses of economic natun&here, where in most casethe LEAs document only predicate
offenses and does not deal with income and proceeds generated by them. At the same time,
A Schedule for Material and Time Implementation of the Measures fromAtiié andCTF
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Strategic Plan fo2012- 2016 was preparedWith respect to that the said Schedule was not
discussed by the Slovak Government but was discussed at the MA$Vel, which does not
have instruments to enforce the obligations arising from the results and conclusions of the
meeting. For this reason,hé Strategic Plan did not have a positive impact on the
development of crime, namely the detection of legalization of proceeds of crime or the
detection of predicate offenses that generate the highest proceeds or income

- Action plans to combat tax fraud

The fight against tax fraud is a loteym goal supported by the Slovak Government. For
this reason,Action Plans to Combat Tax Frawkre adopted by resolutions of the
Government of the Slovak Republic. The individual measures were strategically elaborated
by individual units and departments, whether through a change in legislation addyting
new internal procedures and methoddhe implementation of the measures of the
approved Action Plan to Combat Tax Fraud has brought relevant results and achieved the
objective pursued. This involves in particular to reduce the scope of tax fraud and evasion, to
identify them more quickly and teanction the perpetrators more effectively. The negative
impact of the implementation of measures is a change inliekaviourof a certain part of
the business community in the sense that the form of fraud moves into more sophisticated
forms.

In the period under review, a set of comprehensive measures based on risk assessment in
the system of antlegalization measures was not developed in the conditions oStRe

Vulnerabilities
- Obliged entities do not sufficiently assess the clients in tewhsthe risk of
legalization and terrorist financing, even if the obligated entities identify a higher risk
with the client, the subsequent measures to mitigate the risk of the client are not
executed and the risk is not reduced to the acceptable leveltiged entities
- The Strategic Plan to Combat Money Laundering and Terrorist Financing for 2012
2016 was not submitted for adoption to the Slov&overnmentthe Strategic Plan
did not define theresponsibilityof authorities and specific tasks and ddlines for
the obligations
- The current organizational integration of the FSJ must be changed due to the
importance and complexity of its tasks, as the: FSJ
a) Performs the tasks of the Central National Unit in the field of the prevention and
detection of te legalization and financing of terrorism
b) As the gestor of Act no. 297/2008 Coll., the FSJ will prepare further legislative
proposals in the fight against the legalization and terrorist financing and will
contribute significantly to the elaboration of ¢hAML Strategic Plan
c) In the next period, it should also be in the role of coordinator of national risk
assessment, which should be accepted by other institutions

EFFECTIVENESS OF THE DEFINITON OF THE OFFENSE OF LEGALIZATION OF PROCEEL
CRIME

On the basis of the analysis of the judgments carried out, as well as on the basis of the
analysis of the GPO of the SR on the limitations of criminal prosecution of the legalization of
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proceeds of crime, and further analysis of the prosecution oflaalidering, the evaluation
team notes that thdegislationdoes not contain any legal obstacles to prosecution in cases
of the socalled seHaundering, autonomous laundering and legalization of proceeds
through a third party. Nevertheless, the analysis of particular judgments has shown that the
potential of thelegislation has not been sufficienéyppliedin practice

The evaluation team notes that the existing legislation does not contain any conditions
that would imply a specific approach to proving objective and subjective aspectpeted
to other criminal offenses. The problem, however, remains to prove the actual proceeds of
crime that differ from the damage caused in criminal proceedings and require a relatively
high degree of identification. This is particularly important in the absesica proactive,
parallel financial investigation

Vulnerabilities

- As a possible source of vulnerability it is possible to identify the negligent conduct of
perpetrators in relation to the legalization of proceeds of crime or demonstrating the
fulfilment of the subjective aspect of the offense, especially in cases where the persons are
part of or acomponent of the legalization scheme and are only misused to open a bank
account, or only to send the received funds, or withdraw cashited in afraudulent
manner(frontmen).

EFFECTIVENESS OF GBOBBSER CASH CONTROLS

The risk of smuggling of cash and other moanetary assets is low despite the
geographical location of the SR as EU border country (and the Schengen area). The
physical land border with Ukraine is only 98 km long and highly orographically structured. A
major part of the border forms uneven ground, legal crossing is only possible through 3 road
border crossings and railway crossings. Largest part of the border is mainly forest and part
of the border forms watercourses. Since this border is the Schengen border, its physical
security is at high level. The number of border crossingmall,and the capacities builtta
that border are sufficient and complemented by technical devices for identifying goods,
including cash. At the border crossings there are both stationary and mobile means of
identifying goods

After the incidents with smuggling of cigarettes andqye, the air border is secured by
the AF SR through radars. Three international airports of the Schengen type with third
countries are the other border, where the level of controls is at the required level and meets
the European standards. The largestitoém, the Bratislava Airport reinforced its capacities
by developing &ravel Regiméranch which primarily addresses the detectionsohuggling
of goods including cash and nomonetary assetsThe customs office carries out checks for
the performanceof the duty to report and is entitled to require the necessaryop@ration
of the inspected persons

In the period under review, the number of cash transfer notifications for individual years
is fairly balanced’” Most of the notifications were made athe UA - SK border crossing
point, the number of notifications at airports is limited by the fact that few flights from/to

27 Detailed information on cash transfer reports is provided in Section 3 Terrorist Financing Threat
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third countries are performed at Slovak airports. Slovak citizens use the airports in Budapest
and Vienna for flights outside the E&k witnessed by the fact that Vienna found passengers
with unreported larger amounts of cash in the past. The competent authorities have a
system for verifying the reporting of cash transfers both at national and international levels

During the @riod under review, the competent customs authorities imposed peoalty
noticesfor failing to notify the cash transfer, which was subsequently detectemhdpecting
the luggage. In one case, the passenger admitted the transfer of cash at the request of
customs officer

Vulnerabilities

- A risk was identified as regards the possible use of cash transport through postal items or
freight. Legislative measureseedto be taken and the duty to report must be extended to

the customs authorities for dispehing or accepting postal or other consignments from/to

the Slovak Republic outside the territory of the European Communities, it is also necessary
to impose an obligation on the persons concerned to allow the customs authorities to
control such consignnres.

- Absence of enhanced cooperation between the competent authorities

- Mutual exchange of information, provision of guidance and training

- Absence of adequate legislative and organizational measures to effectively seize suspicious
funds

QUALITY OFINANCIAL CRIME DETECTION

a) Activities of theFSJ

Since 2011, the MONEYVAL Committee has stressed its concerns about the FSJ's
organizational status in the police structure and the system as a whole, which negatively
affects the ability of the FISto bring ministries and othestate bodies together for the
effective functioning of the AML and CTF system. The MONEYVAL Council of Europe
Recommendations also pointed out the need to increase personnel and material resources
for the FSU to strengthertsi institutional position in the fight against legalization and
terrorist financing, and not to weaken it. Problems in obtaining information in the
framework of national risk assessment and changes in staffing within working groups have
also shown an inapppriate institutional position of the FSJ (e.g., in the area of performance
of its AMLCTFRcoordination functior).

TheFSJs led by the director appointed by the director of the National Criminal Agency.
The FSJ Director does not have the personal powers and the position of the FSJ Director is
subject to high fluctuation. This is evidences by the frequuemsonnel changediye persons
were in the post of the FSJ Director between 2010 and 2015), which has a negative impact
on the FSJ's conceptual activity. Since the FSJ does not have its own budget, its material
provisionis not at an adequate level. FSJ police officersiiegs in the period under review
did not correspond to either the average value of sengatariesin other units within the
NAKA in the period under review, there wasr@duction of service salaries due to measures
resulted from the economic crisis. Tdeefacts have a negative impact in particular on
a) System for verifying UTRs
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b) Implementation of strategic analyses addvelopmentof typologies, and
c) system of exercising the FSJ inspection activity in relation to the performance of
obligations ofthe obliged entities resulting from the AMCTFAct

Dynamicsf the developments of UTR reports receive@ii0¢ 2015

4500
3886 3928
4000 3650
3500 3264
2982
3000
2470
2500
2000
1500
1000
500
0
2010 2011 2012 2013 2014 2015
Vear Total no. of Reports type Reports type Reports type
reports "A"28 "B" "C"
2011 2 982 584 2 098 300
2012 3 650 565 2586 499
2013 3 886 352 2 598 936
2014 3928 501 2414 1013
2015 3264 439 2117 708
Total 17710 2441 11 813 3456

UTR reports by the structure of obliged entities 201.1- 2015.

2BwS L2 NIi  UFRJISports with a high ML agdC  NRA & 1 = w@UTR mdfiorts ivighlai@diun Mt
andTFNA a1 £ w S LI®TRIrepartd Wit oow MLéandTF risk.
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2011 | 2012 |2013 |2014 |2015
Banlks 2513 | 2989 |3416 |3,378 |2953
Insurance companies - 258 155 174 112
CentralSecuritiesDepository | 2 - - 1 4
Management company ang 23 23 41 64 30
depository
Securities dealer 10 7 2 19 -
Supplementary pensior| 2 - - - 1
company
Legal entitynatural person- | 1 120 116 8 9
exchangeactivity
Legal entity/natural person- | 4 120 - - 1
trading inreceivables
Legal entity/natural person| 72 - - 25 20
financial leasing
Payment institution - - - - 53
Gambling operator 49 45 12 6 22
Postal service undertakings | 120 89 105 108 54
Courtenforcement officer - - - - 1
Lawyer or notary 2 2 15 1 3
Legal entity/natural person- | - - - - 1
courier services
Legal entity/natural person- | 1 85 1 1 -
real estatebusiness
Auditor 1 4 3 - -
Accountant 3 - - - -
Total number of UTR reports| 2,982 | 3,650 |3,886 |3,928 | 3,264

In the period between 2011 and 2015, the FSJ provid@d1lpieces of information to
LEAs of which 1000 cases were referretbr criminal prosecution in connection with a
suspicion of legalization of proceed$ crime out of which in 518 cases PF investigators
initiated criminal prosecution undep  modpttie Code of Criminal Procedutie,118 cases,
an indictment was brought undep Hofi the Code of Criminal Proceduyrgs4 persons
were accused, andtatal of 40 persons was convicted

H 0 o atjoSd prdceeds of crime 75cases
HLegalization of proceeds of crima parallel with an offence

a) For an offence unde®
b) For an offence unde®
under? HFRawdcg 6 cases
c)And in7 cases an indictmentvas broughtunder® Hofitlte Code of Criminal Procedure
for an offense undery HLegalization of proceeds of crime5 cases and for an offence
under? HFRawd- 2 cases.

The number of referred cases of tiegalization of proceeds of crimeried during the
period under review; the highest was2014 and the lowest i2013.

For the period under review, as predicate offences for such referred information, there
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were 868 cases ofa suspicion of fraud 9 H6HCas€s@f a suspicion oBharingdb & HOH X
2231), and 51 cases of a suspicion of another offence
- 2 wMiHicd manufacturing and possession of narcotics or psychotropic substances,
poisons or precursors, and trafficking in them
- 3 HTheit,
- 2213Embezzlement
- 3 HUwlgwful Manufacturing and Enjoyment of Payment Means, Electronic Money
or Other Payment Card
- 2  H Halsification and Fraudulent Alteration of Motor Vehicle Identification
Numbesrs,
HQ#edit fraud
HSuIlgsidy Fraud
HUijast Enrichment
HIndyced Bankruptcy
HGorecealment of a Thing
HUmlawful Business Activity
H Forgery, Fraudulent Alteration and lllicit Manufacturing of Money and
Securities
- 3 HTaxcand Insurance Evasjon
- 3 HFailore to Pay Tax and Insurance
- 3 oQounterfeitingand altering a public instrument, official seal, official safél
official emblem and official mark

W w w w w w W

Although the FSJ always requires feedback ftdfAs on theise of the information sent
and obtained within UTR reportt)e feedbackirom the LEAsvas not at the required level.
In the period under reviewno cooperatve activities identifyingoroblem areas and causes,
were performed

The customs office sends notifications of the crbesder transfer of cash to the FSJ on
amonthly basis, in accordance with Artiélgoar. 2 of Act No 99/2004Coll of the Customs
Act and on amending and supplementing certain laws, as amef(tfuE@inafter: "Act No
99/2004 Coll the Customs Ac)" and notifications of committing acustoms datt or a
customs offence according to thgrovisionsof Article 72 par. 1 n)of Act No 99/2004Coll
the Customs Actommitted by aperson who had provided false information /évad not
reported the import export or transport of cash according to Articlepar. 2 of Act No
99/2004 Coll the Customs Actinformation received from cash transfer notifications is
reviewed in the performance of FSJ activities and, based on the results of the analysis, it is
referred to the competent authorities in the Slovalegriblic or the FSJ partner services
abroad or is entered into the FSJ internal database for further service use

Overview of the cash transfer notifications to/from the European Union received by the
FSand the amount of money transferred #011¢ 2015:

Year Number of reports received Amount of transported
funds iInEUR
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2011 66 312 637

2012 63 164941938
2013 58 142213186
2014 59 176418993
2015 72 2 88524069
2011-2015 318 8 03361886

Amount of funds transported to/from theEuropean Union ir2011¢ 2015.
3500000,00
3000000,00
2500000,00 -
2000000,00 - — 1649419,38— _1764189,93 | -
1500000.00 1437187,08 1422131,86
1000000,00
500000,00
0,00

2885240,69

2011 2012 2013 2014 2015

b) Capacity and resources for detecting crime

In the conditions of the SR, operational units of the PF, operational units of the Financial
Administration Criminal OfficsFACQ, FSJ according to a specegulatior?® and intelligence
services are responsible ftre detection of property andCriminal offenses of economic
nature. In the case where the=SJor intelligenceservicesobtain information that may be
related to criminal activity, they are obliged to forward the information to the competent PF
unit having local and subjechatter jurisdiction or to theFACOUnder the Act on the Police
Force, information and technical mes and operationaactivitiesof search may be used in
the performance of tasks in the field of combating the legalization of proceeds of crime. In
the detection of tax evasion or illegal financial transactions or the legalization of proceeds of
crime andrelated offenses and their perpetrators, an important legal entitlement for police
officers of the Financial Police and Criminal Police Service is the possibility to ask for
information in writing which is subject to bank secret

Despite the fact tht the abovementioned criminal activity causes high damage to the
national economy as well as to the property of the citizens and the state, in Slovakia, there is
still no specialization in the area afetection of the legalization of proceeds of crime
especially in the absence of specialized services dealing with thealled financial
investigation This fact also results in sufficient seizure asmhfiscationof proceeds and

2 AML/CTF Act
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income of crime(and the compensation foinflicted property or economic daageg. At
present, these acts are carried out by investigators investigating predicate offenses or
criminal offense of the legalization of proceeds of crime. The vulnerability is very strong in
this case, and this lorlgsting undesirable condition must@hge

A deficiency is the fact that no central register of bank accoun¢stisblished and the
detection of information that is subject to bank secret is more ticomsuming due to the
need to send requests to all banks, it is also not possibletik online account movements.
Slovakia does not have a sufficient legal basis for property monitoring, in practice it is
possible to detect how property is disposed of only through reinvestigation of the status,
using repeated lustrationsending new aplications, and the like, whereas it is not active
property tracking in real time

c) Effectiveness of international cooperation

International cooperation at FHBIU level

The performance of international cooperation on the exchange of financial intelligence
and other relevant information and data to combat ML ahiis fully implemented by FSJ
members. To this end, two secure information channels are used, i.e. Egmont S&ebr
andFIU.NET. Only members of the FIUs have access to the information exchanged through
the channels. The determining element of the international exchange of information is given
by the AML/ICTFAct The determining element of international cooperatids the secalled
Principlesof the Egmont Grougor Information Exchange between Financial Intelligence
Unitsthat provide indetail the conditions for the provision and exchange of information and
recommend the form of information requests. The effeetiess of international co
operation in verifyingJTRsgs, from the point of view of the SR, primarily determined by the
scope of authorization of the foreign partner financial intelligence umibbtaining and
providingthe requested information on behadff the FS

In the reference period of 2011 to 2015, the FSJ sent 1491 requests in the process of
exchanging information abroad, and@tal of 1138requests for information was received
and handled from abroadlhe FSJ received 571 spontanemisrmation from abroad and
sent 1950 spontaneous information abraad

Internationalpolice cooperation

On the part of police forces, international cooperation is developed at the required level,
with the exception of cooperation with some countriedere delays occur. LEAS cooperate
with foreign partners under the PolicEBorce Act, which stipulates that the Police Force
cooperates with the police of other countries, international police organizations,
international organizations and organizationseogting in the territory of othercountriesin
the form of exchange of information, exchange of liaison officers or other forms. This
therefore constitutes the legal basis for providing international police cooperation

In the field of the investigation and detection of criminal activities, ttwmpetent

departments of the Polic&orceof the Slovak Republic use the natiomahtresEUROPOL,
INTERPOL, SIRENE, joint liaison officersldgdf A OS depioydd GrK léctedEU
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countries and outside the EU. Part of the system is the efficient use and ability to set up joint
investigative team$or demanding crosborder casestle so-called JIT)s
d) Availability of reliable information and evidence
d1) Level offormalization of the economy

According to research, more than one third of companies in the Slovak Republic are
exposed to the competition of informal or unregistered companies, which represents a
significant restriction in business. Companies that successfully avoid taxes gaiifieasign
competitive advantage. The issue of tax evasion is one of the biggest problems of the
shadow economy. VAT fraud performed as part of carousel transactions and the use of straw
men play a major role in the shadow economy
Compared to the EU, thezs of the shadow economy in Slovakia can be considered average,
but its size in the Slovak Republic cannot be described as negligible. The volume of the
shadow economy in the Slovak Republic is gradually falling. Starting from 2008, there has
been a declia from 16% to 14.1% in relation to GDP. In 2015, the volume of the shadow
economy was estimated at 14.1% of the economic performance, while the average of the
Member States was 18.5% of the economic performance. As a result of the shadow
economy, every yaa Slovakia loses tax revenues for 2.7% of GDP, roughly 2 bil. EUR. The
shadow economy is most evident in the building industry, retail, wholesale, but also in
agriculture, manufacturing industry transport, accommodation, small services and
restaurants®.

In order to reduce the size of the shadow economy, it is necessary to focus on its causes
rather than on its implications. The reasons are especially complicated regulation and high
tax burden, which allow the growth of the shadow economy, a saamifi difference in the
economic performance of individual regions of Slovakia and the related differences in the
LJ2 LJdzf F GA2yQa fAQGAY3 adFyRINRAD b2 fSaa AYLERN

d2) Reliability of financial records antlooks
Reliability of accounting records/books assesses whether ML investigators can rely on
financial records/books to track the flows of financial proceeds of crime in cases of
legalization of proceeds of crime. Reliability of financial records/baslkaffected by the
level of financial integrity, the efficiency of tax collection and the availability of independent
audit.

Investigators cannot always rely on corporate financial records to track the flow of money
in investigating ML cases. Théarmation provided by the banking sector is reliable, but the
problem of monitoring the flow of funds arises in the collection of cash. It is problematic to
find out how the funds were handled according to legal entities' accounting records due to
the incansistent keeping of accounts by entities committing criminal activity

1. Level offinancialintegrity
In order to identify the level of financial integrity of business entities operating in the
Slovak Republic, it is necessary to change the system of obtaining the relevant data and
information. Based on currently obtained data, the level of financial mitegannot be
accurately defined. However, the competent authorities have a clear picture of the
shortcomings and problems in the tax area. In order to remove and streamline tax collection,

30 Source: see more EUROSTAT
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an Action Plan to Combat Tax Fraud (including its update) wasdis®ne of the effective

tools is the joint project of FA SR, NAKA in cooperation with the GR@h&Ro-called Tax
Cobra. This project has introduced new control mechanisms and has greatly increased the
level of cooperation of the competent authoriti@s the detection of tax crime, especially in
cases of unjustified excessive VAT deductions

Overview of the activity of thdax Cobra since its creation on the basis of statistical data
collected by thePFSR (NJFP NAKAR. P

No. |No. of Damage in Funds _ _ Valid judgment
of accused EUR saved in| Imprisonment
cases| persons EUR Qualification | Sentence
Imprisonment
3y./PO 5.,
Imprisonment
<112 y. + fin.
Total z X & penalty
2011 cm. -~ ACt 3,000, EUR
82 328 361,271,25510| 84,774,18300( 20 Failure to Pay| ;™ ,h'b' d
i Tax and|’ Prohibite
2016 Insurance to run a
business 10y.
+ confiscation
of 1,800000;
EUR

In the context of Criminal offenses of economic natyrenvoices and accounting
documents are misused frequently, in particular forgery of these documents. This is also
linked to inadequate business ethics and rmerformance of obligations arising from
supplier and customer contracts and agreements. Busia#sss is continually developing in
Slovakia. Successful companies, in the interest of promoting corporate culture, most often
use training for newhyrecruited employees to quickly adapt and orientate themselves in
their companies. Companies apply diffeteapproaches to introducing basic ethical
principles into economic practice. Companies with foreign participation, however, have
developed codes of conduct, which take the form of a written document defining the basic
principles of ethicabehaviourapplicable to the entire company

2. Effectiveness of tax recovery

The tax burden in Slovakia is low, and mandatory contributions an important source of
revenues In Slovakia, the tato-GDP ratio is 31% of GDP, which makes Slovakia one of the
countrieswith the EU's lowest tax burden. In 2014, taxes accounted for around 80% of all
revenueswhich is one of the lowest figures in the Elthe composition of tax revenues was
relatively stable over time and was largely supported by mandatory contributicetwids
2.3), with income taxes and property taxes comparatively low. Although taxes on production
and imports (eg., VAT) as a share of GDP are below the EU avefag8Jovakiait is the
second largest source of reversie
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Anti-fraud measures for ta have contributed to improving tax collection. As part of the
Action Plan tadCombat Tax Fraydhe Government has implemented ca. 50 measures since
2012. The most important of these included the VAT control statement and the mandatory
VAT advance on regyiation for highrisk applicants. The effective VAT rate rose from a
record low figure in the third quarter of 2012 and stabilized at around 14.5% in recent
guarters. The Ministry of Finance estimates that in 2@13014, the effectiveness of VAT
collection brought additional VAT receipts ©f2%of the GDP, mainly due to the asitaud
measures.The next period showed further improvements in tax collection. Howetvey,
continuing high outages in VAT receipts indicate that there are shortcomings in the tax
discipline of VAT

With respect to the volume of estimated tax evasion, it is clear that the current capacities
of the Financial Administration for the implementation of the control activity are not
sufficient. Of the total number of more than 9,000 employees in the Finhncia
| RYAYAAGNI GA2YST (GKS AyalLlSOiz2NRa LRaAAGAZ2Y Aa
The Slovak Republic adopts various instruments aimed at reducing the demandingness of the
control activity of the tax administrators and at adopting the possipbiit highly effective
targeted control with the removal of motivation factors for the infringement of legal
regulations- the Action Plan taCombat Tax Fraud he retention period of the employees in
the position can, on the one hantgpresentstabilizaton and expertise, on the other hand,
it may be part of undesirable inertia arlde risk of corruptbehaviour Higher fluctuatiorhas
beenrecorded in Bratislavan the long term The system ofivil servicerelations does not
include a system of employeetation, therefore, theystayin the pos to which they were
hired, unless individual changegcur thatcau® a change in theivil service relation

The direction in terms of streamlining the collection of taxes and duties is based on the
plans ofthe Government of the SR defined in the Government Program Statement, for which
one of the background documents is the Europe 2020 strategy, and on the objectives of the
Ministry of Finance SR. Important documents for setting targets for more effectivanix
customs tax collection include the Concémt the Reformof Tax and Customs
Administration Reform with &iew to Unifying the Collection of Taxes, Customs Duties and
Insurance Contributionghe Concept of the Fight against VAT Tax Frasdwell asother
related documentsThe aim in the area dfax and customs collection effectiveness is to
continue the implementation of the reform plans of the Government of the Slovak Republic
and the Ministry of Finance related to the process of unifying théectbn of taxes and
customs duties or collecting insurance contributions, including the continuation of the
efficiency of FA activities. Strategic objectives, plans and specific tasks aimed at making
CAY Ll YyOALlf Il RYAYAAadNI A2y @adefited (nh Bd Fghdial Y 2 NB
Administration Development Concept for 202020, which is based on the Strategy for the
Development of Financial Administration prepared by the Ministry of Finance SR. The
Financial Administration Development Concept for 2@020 provides an insight into what
direction the Financial Administration will take in the next period

Amajority of the training of tax inspectors focuses on UNIVERSAL education in tax laws
(procedural and substantive tax law), accounting, tax aargrocedure and control process,
financial and economic analysis, fight against tax evasion and fraud. ESPECIALLY in relation to
the topic of "combating money laundering and terrorismfin particular corruption and
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fraud. The above stated type of traimgnis organized mainly through specialized courses or e
learning

Between 2011 and 2015, tatal of 23,211 tax offenses was identified, out of which
16,706 were clarified. Due to the above criminal activity, the loss of 637,858,8MR was
causedto the State budget. Thencidenceof tax offenseshas a31.03% share o€riminal
offenses of economic nature

Share ofdamage from tax crime on total documented damage in ths. EUR

@ Overall crime u Tax crime

701 421

558 331 536 704
489 166
396 449
127 209 135 429 142 221
139 202 93 797

2011 2012 2013 2014 2015

3. Availability of independent audit
Statutory auditors and audit firms have conducted audits according to the International

Standards on Auditing. The Act Né23/2015Coll on Statutory Audit and on amendments
and supplements toAct Na 431/2002Coll on Accounting, as amendethereinafter: the
"Statutory Audit Act) in Article 19 - International Standards on Auditings well as the
previous Act No540/2007Coll on Auditors,Auditand Oversight of théudit Performance
and on amendments and supplementsAot No. 431/2002Coll on Accounting, as amended
(hereinafter: the ‘Act on Auditors) in Article 20 ¢ Audt documentation imposes on
statutory auditors and audit firms respectthe International Standards on Auditing issued
by the IFAC (International Federation of Accountantanember of which is also the Slovak
Chamber of Auditorsn the conduct oftatutory audit.

Violation of auditors inteqrity

According to the decisions of the Disciplinary Commission of the Slovak Chamber of
Auditors for the years 2010 2015, the following violations of the Act on Auditors were
committed:

Article 29 par. 5 - continuoustraining - failure to attend at least 120 hours of educational
activities during a thregrear cycle= 36 audtors,

Article 37 par. 2 - rights and obligations ofaudtors and audit firms with respect to the
Chamber of Auditors non-performance of internafregulations of the Chambeand tasks
arising from their membership in the Chamber of Auditer8auditors
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Article 37 par. 4 - non-payment of fees to the Chamber of Auditors and of other monetary
payments= 3auditors
Articles20 and 23 ¢ audit documentation auditor's report= lauditor.

Cases of breach of integrity of independent auditors and audit firms for-2016 were
not identified

The principle of objectivity requires all auditors not to misuse their professional or
business judgment due to bias, conflict of interest or unacceptable influence of other
entities. It follows fromthe foregoingthat an audit client cannot interfere with the
performance of the audit or otherwise exercise unacceptable influence over theéoaud
Under the Code, the auditor must be independent from the client. Independence under the
Auditor's Code of Ethics is defined as
a) Independence of the mind
- A state of mind that allows an auditor to express an opinion without being influenced by
issues distorting professional judgment, thereby enabling an individual to actintegrity
and apply objectivity and professiorsdepticism
b) Independence of the conduct
- Avoiding facts and circumstances which are so significant that a reasonatynthiand
informed third party, having considered all the specific circumstances and facts, is likely to
conclude that the integrity, objectivity or professioradepticismof the firm or member of
the audit team is distorted

According to theStatutory Audit Act the datutory auditoraudit firm is subject to
inspection for the assurance of quality, which is performed by the inspectors of the Slovak
Chamber of Auditorand to supervision by thAuditing Oversight Authoritthereinafter: the
"UDVA) under Article35 par. 4 of the Statutory Audit Act
"The selection of entities to be subject to the statutory audit quality assurance review shall
be made on the basis of an analysis of risks and shall be carried outta\eagthree years
in the caseof a statutory auditor and audit firm that carried out statutory audit of an
accounting entity that is a publaterest entity, at least every six years in the case of other
statutory auditors and audit firm$%

Findings of tax authorities on doubéntry accounting or other fraudulent accounting
practices

Number of criminal complaints lodgedavith LEAS, reported harm, individuz
criminal offenses ir?011-2015:

Complaint harm, criminal

2011 |2012 [2013 |2014 2015
offenseg year

No. o_f c_omplalnts forsuspecteo 1862 |842 1214 1118 |as5
commission of tax crime, total

Reported harmintl @ € 247530|123322(94771|184878| 83884

2 HTBRailure to Pay Tax an 636 266 494 |247 926
Insurance

2 H-THRailure to Pay Tax an

315 183 270 |312 154
Insurance Tax fraud
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) H-Tax and Insurance Evasior 1043 |475 532 |579 313

2  H p Qistortion of Data in

Financial and Commercial Recorq 59 16 22 S 2

However, statistics from the Financial Administration do not include criminal proceedings
for tax crime resulting from the development of the operational units of the Pélareeand
criminal proceedings initiated on the basis of cooperative coordination betwéerPF ...
and these are actually the largestiminal proceedingsvhere they act againsbrganized
groups. In these cases, even the crimic@hplaint was not lodgethany times

Lodging ariminal complaint itself is only the first attempt for intervention by LEAs. But
the efficiency reaches finally only abou656- convicted persons for tax offenses based on
complaints lodged by the Financial Administration

h3) CDOramework quality
1. Availability of reliable identification infrastructure

The SR currently hashgghquality and secure identification system, as evidenced by a
small number of detected falsified identification documents ("IDs"). Each tgpe
identification document is governed by a separate law and relevant regulations, e.g., the Act
on identity cards, the Act on Travel Documents, the Asylum Act, and the like. The IDs issued
in the SR are continuously supplemented with each new series adthitional security
features and properties that complicate the possibility of their falsification

Obliged entities in the Slovak Republic in connection with the ID of Slovak citizens use the
verification service- a publicly accessible page of the Ministry of Interior of the Slovak
Republic aimed at searching for lost and stolen documents, which ienmepted by most
banks in their verification systems. Some bank offices have a reading device that reads the
numerical data on the back of tH® andcan then evaluate it from the identification data of
the control margin whether the document has not beatered.

On the basis of the information available, it can be concluded that statistics on individuals
who do not have proper IDs and statistics on specific persons (immigrants, social groups,
etc.) are not kept and such data would have a low exglayapower. The conditions for
issuing documents for a group of immigrants are specifically regulated by the applicable law
(Asylum Adt

A negative and growing trend can be noticed in the number of false travel documents of
aliens identified in theSlovak Republic. Another vulnerability is the slightly increasing trend
of using false identity the use of genuine identification documents in connection with the
false identity of an unknown person, with the use of the similar appearance of the person
with the person in the photograph in the document, thealleddook-a-liket
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Statistics on the number of cases for the period of 202015, where false identification
documents of Slovak citizens were used (ID cards, passports, other identification documents
of acitizen).

2010 2011 2012 2013 2014 2015 TOTAL
Travel passport 10 9 23 1 1 0 56
Diplomatic passport 0 0 0 0 0 0 0
Service passport 0 0 0 0 0 0 0

Identification card 30 24 10 8 4 3 79

ID card 3 3 3 4 1 3 17
Driving license 37 36 17 18 9 3 120
Visa 0 0 0 1 0 0 1

Residence permit 0 0 2 0 0 0 2

Other 0 0 0 0 0 0 0

Statistics on the number of cases for the period of 201@015, in which genuine
identification documents of Slovak citizens were used in connection with the false identity of
another person (ID cargdpassports, other identification documents otdizen).

2010 2011 2012 2013 2014 2015 TOTAL
Look-a-like 0 0 2 0 0 1 3
(misuse of the genuini (residence permil (Identification
document by anothe for stay inSVK) cardSVK)

person

Statistics on the number of cases for the period of 202015,in which falsadentification
documents of foreign citizens were used in the Slovak territory (ID cards, passports, other
identification documents of a foreign citizgn

2010 2011 2012 2013 2014 2015 TOTAL

Travel passport 26 8 42 9 105 226 416
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Diplomatic passport 0 0 0 0 0 1 1
Service passport 0 0 0 0 0 0 0
Identification card 33 17 18 8 9 22 107
ID card 0 0 0 0 0 1 1
Visa 1 7 18 5 11 9 51
Residence permit 10 22 89 10 3 2 136
Driving license 15 2 10 5 8 11 51

Other 0 0 3 1 0 0 4

The Institute of Forensic Science of the PF provided information on cases with false and
altered documents for @eriod 0f2010¢2015:

Year|ID cardsSR Foreign ID cards Travel passportSR Foreign trave
passports
altered false |altered false altered false altered false

2011(11 22 0 2 10 0 3 0
2012|7 13 0 3 8 0 2 0
2013(3 18 0 1 10 1 1 0
2014|2 7 0 0 3 1 0 0
2015|2 6 0 0 2 0 0 0
Total

Note: These figures refer to falsified and altered documents that were examined and kept on
file by thelnstitute of Forensic Science PF in the relevant years

2. Availability of independent information sources
On the basis of the information available and consultation with the representatives of the
obliged entities, it can be stated that obligedt#ies use mainly the following independent
sources of information and their own internal sources
- Information from a credit register that is accessible to banks (most banks use this
information in particular when assessing clients before applying for a loan, or
refinancing credit or th@ccurrenceof outstanding payments
- Information from the Socialnsurance Agency (which is used in particular when
assessing clients applying for a loan; banks obtain information about the amount of
the monthly salary of the client or information on the employer who pays
compulsory payments for the employge
- Information from the Land Registry
- Internal dient history information (account statements, past bank product
applications, existing products providedldck" and Yrey' lists, questionnaires for
bank products, KYC questionnaires prior to establishing a busiaekg®mnship, and
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during a business relationship, eteipternal information

- Some banks have their own internal systems into which they deposit preliminary
information on specific transactions (when depositing cash in a larger volume, a note
on origin d funds will be entered to the system if the client responded to the
guestion of the bank's employee, e}c

- Information from freely available sources (social networks, Slovak Commercial
Register, Trade Register of Slovak Republic, FOAT, informationmomacaoesults of
business entities and companijesg, www.finstat.sk etc).

- ITtools forKYCdatabases of ownership structures, databases of sanctioned persons,
PEPs databases, systems for identifying sociabaodomic links and relations, etc

3. Availability and access to BO information

In the period under review (2011 2015), information on beneficial owners of legal
entities (ultimate beneficial owners) was not kept in the SR in any central regidte
obligation to identify information about the beneficial owners is imposed on the obliged
entities under Act no. 297/2008 Coll. In carrying out customer due diligence, obliged £ntitie
are obliged under Article 10 par. 1 b) of Act no. 297/2008 Coll., with regard to the risk of
legalization or terrorist financing, identify the beneficial owner and take adequate measures
to verify his identification including measures to determine the evahip structure and
management structure of a customer being a legal entity eomoration If the obliged
entity cannot perform customer due diligence pursuant to Artit@par. 1 a)- c) of Act
No. 297/2008Coll. due to reasons on the part of theedl, (.e. also if the client refuses to
provide the obliged entity with information about beneficial owners), the obliged entity
must refuse to enter into a business relationship, terminate a business relationship, or
refuse to perform a particular busise. The obligation to identify thieeneficial owners is
also imposed on corporationffoundations, norprofit organizations providing general
public services, neinvestment funds) irArticle 25 of Act no. 297/2008 ColCorporations
are required to keep avritten list of beneficial owners thathey are required to submit
during an inspection by thESJ.

In the SR the firstregisterof BOs for the purpose of enhancing ttransparercy in the
disposal of public funds, only #015. Based on Act N@52/2015Coll, which supplemented
and amended Act Nd&25/2006Coll. on PublidProcurement and on Amendments to Certain
Laws as amended (hereinafter "Act No. 252/2015 Coll."), the contracting authority was
obliged to enter the beneficial owners into theeister of beneficial owners (hereinafter
"BOR" ), which was published on the website of the Public Procurement Office (hereinafter
referred to as "PPO"). The BOR was developed as a public administration information
system, the administrator of which becan®PO and included data on the beneficial owners.
BOR was publicly available. Legal or natural persons interested in participating in the
procurement procedure were therefore required to register the beneficial owner into the
BOR. In the BOR, lists of bénml owners were registered stating the first napseirname
address and also data establishing the position of the beneficial gumaudingdata on
whether the beneficial owner is a public offici@n 1.2.2017 Act No 315/2017Coll on the
Registerof Public Sector Partneesd on amending and supplementing certain laws became
effective TheBOR was replaced byRegister of Public Sector Partn¢ksS NB A y' I T IPNI & w1
Unlike the BOR, RPSP covers not only relations arising from public procurarhéstdzope
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covers a wide range of transactions between the state (or the public sector) and natural and

legal persons not only through public procurement, but also, for example, the provision of

funds from European funds, the provision of subsidies tiepstate aid, the conclusion of

purchase, lease or other contracts, as well as the assignment of state receivables, etc. The
Ministry of Justice of the Slovak Republic is the administrator and operator of the RPSP. The
Registration authoritfthe authority performing dataentriesy & G KS 5A ad NRA OG [/ 2 d

However, even after the developmerdf the RPSP, Slovakia does not perform the
obligation imposed on Member States by the Directive @)15/8490f the European
Parliament and of the Counaf 20 May 2015 on the prevention of the use of the financial
system for the purposes of money laundering or terrorist financimlgich requires that
Member States shall ensure that corporate and other legal entities incorporated within their
territory are required to obtain and hold adequate, accurate and current information on
their beneficial ownership, including the details of the beneficial interests. hietdrmation
on beneficial owners should be kept in the central register of beneficial ownershwhic
should be created in the Register of Legal Entities, Entrepreneurs and Public Authorities
(hereinafter: the Register of Legal Entities). The Register of Legal Entities was established on
the basis of Act N®272/2015 Coll on theRegister of Legal Ents, Entrepreneurs and
Public Authorities, and on amending and supplementing certain laws, as amended, the
purpose of which was to establish Begister of Legal Entities complying with the
requirements of the National Concept of Informatization of Publimidstration

QUALITY OF CRIMINAL PROSECUTIGNARCIAL CRIME

The basic prerequisite for effective prosecution is the ability and integrity of law
enforcement authorities to initiate and conduct criminal prosecution of the offenses of
legalization of proceeds of crime. However, this must be preceded by effective detection of
the legalization of proceeds of crime, the identification of proceeds and their movements,
and the activities of the competent authorities in the field of operasearching activity and
criminal intelligence

a) Capacity and sources for criminal prosecution in the ardmancial crime

al)Police Force units

Investigators performing criminal investigation of the legalization of criminal proceeds
and predicate offenses are included in the criminal police departments of the Police Force
District Offices, the Regional Offices of the Police Force,Cimminal Ofice of Financial
Administration, and the National Criminal Agendywestigators gain xperience in
investigations of predictive offenses based on the number of years worked, but experience
in the field of property seizurand financial investigatiors inadequate, or none. At the end
of the period under reviewsome attention started to be paidgraduallyto this area as a
result of the measuretaken for financial investigation

Criminal offenses of economic naturae also investigatedby the Ciminal Police

Department of the District Directorate of PF and the Criminal Police Department of the
Regional Directorate of PF at the Economic Crime Wmii$s 2, 3or 4). The burden at the
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Economic Crime Units is higher than at the Property and Vidbemhe Units. Within the
organizational structure of NAKA, a National Financial Police Unit is established to detect and
investigate the most serious forms of criminal offenses against property caindgnal
offenses of economic naturé such criminaloffence causes damage or brings a benefit
which is at least twentjive thousand times higher than the amount of small damage set out
in the Criminal Codeo which also the powers of the Specialised Criminal Court appiyne
same time, the activity othe said Unit is also suspected crimes showing elements of
organized crime, with the identification of the participation of organized and criminal groups
or the representation of persons from the environment of organized ctime

Systematic training police training in the field of legalization/property seizure did not
exist in the period under review. The process was accelerated on the initiative of GPO SR in
connection with financial investigation. NAKA subsequently organized one international
semirmar on the issue of Financial Investigation and Confiscation of Property for a narrow
circle of participants only in October 2016. Seminars and training in the aréaaofial
investigation conducted at the level of the Public Prosecutor's office foaaty reasons are
logically not accessible to all police officers. The first official methodological guidelines for
the financial investigation were adopted after the period under review

a2)Public Prosecutor's office

Public Prosecutor's officeme adequately structured, funded angtaffed by persons with
appropriate training and skillsThe SpecidProsecutor'®©ffice(USP) of the General
Prosecutor'®©fficeof the SlovakRepublichas aspecial position, whiclhas the local and
subjectmatter jurisdiction for the supervision of psecution of the most serious economic,
organized crimesolelyin the field of corruption and terrorism, including the financing of
terrorism. There is special training in the form of seminars, consultations and wainin
organized under the Plan @&ducation ofProsecutors andPublic Prosecutor's Officeltaff,
which isadopted at theGRO SReveland mandatoryfor all levels of the Prosecutor's Office,
as well as training planadopted by the RegionalProsecutor's Offes, as well as for
prosecutors specialized ariminal offenses against properand tax offense

The criminaloffence of thelegaliation of proceeds of crime often involves transfer of
funds from foreign accounts, arldgalization is derived, asrale, only from the fact that it is
suspicious payment based on additional notification of the sending foreign, drdceas it
is usually difficult to determine the real identity of the person who made the payment
abroad or opened the account in this cdon Often, they are people with a false identity or
aliens. The investigation is made difficult and extended due to the execution of legal aid
operations, often also in several countries, sometimes outside the European.Union

It can be noted thathiis is a latent, highly sophisticated crime, the identification and
detection of which is primarily the responsibility of the intelligence and operational police
authorities. The Public Prosecutor's Office can act actively and effectively influence the
process only when thanitiation of formal prosecutiorcan be considered

31 Most frequently, there are cases of carousel tax fraud, sham-@toanmunity supplies of goods, tax fraud on
import and export of goods from third cotries, cases of fraud and evasion related to invoicing and

bookkeeping, as well as cases of illegal financial operations, illegal operations in the area of capital and financial
markets, as well as cases of forgery, fraudulent alteration and illicit faaturing of money and securities, etc.
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In the case of the prosecution of a criminal offense of sharing, the prosecution often takes
place on the basis of internal knowledge of the law enforcement authorities, big it
problematic to prove that the suspected person (participant) knew the origin of the thing,
i.e. that it originated from criminal activity. Most things come from theft when perpetrators
of the original offenses sell the objects for a fractionthe market price in order to get
money for their personal consumptiorf-or the deliberate form of this offense, the
demonstration of fault in many cases depends on the testimony of the potential perpetrator
(participant) and the testimony of the perpetrator of tleeime who obtained the object that
was to be subject to the sharing crim&or the negligent form of sharing, it Eso
problematicto prove thesubjective aspect of the criméperpetrator often does not know
that the object comes from crimealthough heshould and could have known it, or he
reasonably relied, that it was not an object from criminal actjvity

Serious ways of the legalization of proceeds of crime are linked to the most serious forms
of crime committed by various sophisticated wayshere detection, evidence and the actual
investigation of the saalledpredictive offenses are both time consuming and demanding in
content. In such casekEAdave only limited personal and technical capabilities to priove
parallel the secalled pralictive offense and the way of legalization of proceeds of crime
the period under reviewsufficientconditions were not created for the identification of the
proceeds of crime through a sufficiently efficient system of proactive and parallel financial
investigation. The said processes contain the necessary requirement of-secitral
specialization. Plus, without effective seizure of property in the early stages of criminal
proceedings, the basic conditions for the successful withdrawal of the pdscekecrime will
not be createdIt will therefore be necessary to streamline the concepts of seizargninal
prosecution for several criminal cases is delayed and the perpetrators do not have any assets
or funds at the time of the prosecution that caube seized (at the time of indictment, the
property was transferred to other persondang time agd.

A particular aspect that adversely affects the operation of LEAs was the absence of
efficient information systems for managing files and documemts then obtaining relevant
statistical data. From the point of view of the horizontal approach to effective verification
and detection of crime, the absence of links between current police, prosecution and court
systems is also a negative fact. The corrgtate virtually did not allow "to track" a specific
case from the initiation of the criminal prosecution to the final court decision. There is no
statistics on the number of investigators involved in the property seizure process

b) Integrity andindependence of LEAS in the aredinfncial crime

b1) Police Force units

Investigation is conducted without interference, political or social pressure, corruption,
intimidation or abuse of the position, as well as property seizure is executbowviundue
external intervention. The investigator is independent in the process. Supervision of the
lawfulnessunder the Criminal Procedure Code is carried out only by the prosecutor
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